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DIGITAL CULTURE IN MODERN UKRAINE: PHILOSOPHICAL DIMENSIONS 
OF THE FOURTH INDUSTRIAL REVOLUTION IN THE CONTEXT OF 

NATIONAL IDENTITY PROBLEMS 
 

A new approach to the analysis of the digital culture of modern Ukraine is proposed as a space of 
intersection of technological modernization, conditioned by the logic of the fourth industrial revolution, 
and state-building practices of Ukrainian national identity. The purpose of the study is to consider the 
philosophical dimensions of the digital culture of Ukraine in the logic of the fourth industrial revolution 
through the problem of national identity, in particular, the characteristics of how digital infrastructures 
transform belonging, how digital social solidarity arises and consists of what ethical challenges accompany 
this process. Methods: analytical method, synergistic principle, holistic approaches to society, socio-
philosophical analysis, theories of information and information society, and elements of discourse analysis 
of digital media. Scientific novelty. It is proved that digitalization in Ukraine cannot be reduced to a 
technocratic upgrade of services: it forms new modes of belonging, solidarity, trust, and autonomy, which 
become part of the normative core of the national idea. Through the prism of the phenomena of digital 
nationalism, data as a resource of power, technological sovereignty and information warfare, it is argued 
that the Ukrainian case demonstrates a special type of ©digital modernity under pressureª: institutional 
resilience and civic engagement are strengthened by digital infrastructures, but at the same time the risks 
of external dependence, ©data colonizationª and algorithmic inequality are increasing. The latest research 
shows how digital public services and the co-production of public services in a crisis support the trust and 
subjectivity of citizens; network identities in social media during war tend to strengthen intra-group 
solidarity; information security and regulation become an element of the political ethics of the nation. The 
FRQFHSW� RI� D� ´GLJLWDO� QDWLRQDO� LGHDµ� LV� SURSRVHG� DV� D� FRPELQDWLRQ� RI� GLJQLW\�� IUHHGRP�� VROLGDULW\��
technological sovereignty, the rule of law and openness. Conclusions. A philosophical framework is proposed 
that combines: the concepts of ©digitalizationª and ©platformizationª of cultural production and the 
mediation of social ties; the ethics of digital governance and ©soft ethicsª as a tool for regulating 
technological systems; the issues of digital sovereignty and ©dataª as a resource of power; the anthropological 
challenges of Industry 4.0 (reformatting of labor, corporeality, agency, trust, and solidarity). Ukraine 
demonstrates a special type of digital modernization, where the war acted as a ©critical turning pointª and an 
accelerator of digital cooperation between the state, local communities, and civil society. It is argued that 
8NUDLQH·V digital culture is not reduced purely to ©technical progressª, but is a field of ethical identity 
choices, where national identity acquires the features of network solidarity and symbolic defense. 

Keywords: digital culture, Ukraine, philosophy of culture, philosophical anthropology, national identity, Industry 
4.0, digital sovereignty, nationalism, data ethics, information warfare, trust. 

 
Formulation of the problem. Digital culture in Ukraine in the 2020s is not just a set of 

technologies and ways of using them, but a new transformation of the ©lifeworldª (E. Husserl), 
where communication itself, historical and cultural memory, and modes of visibility/recording of 
socially significant events are radically changing. After 2022, both the acceleration of these 
changes and their institutionalization occur, when, for example, state digital services such as 
©Actionsª have become the basis not only for convenience, but also for survival and mobilization 
of all resources in war conditions, as well as an example of the cultural representation of the state 
in the world. 

The degree of research into the problem and analysis of recent publications. The 
concept of the fourth industrial revolution (Industry 4.0), popularized by economist and founder 
RI� WKH� :RUOG� (FRQRPLF� )RUXP� .ODXV� 6FKZDE�� GHVFULEHV� WKH� FXUUHQW� SKDVH� RI� KXPDQLW\·V�
transformation, marked by the merging of physical, digital, and biological systems. In his work 
©The Fourth Industrial Revolutionª (2016) [Schwab, 2016] Schwab emphasizes that we are 
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witnessing an ©exponential growthª of technologies, where computerization, in particular through 
artificial intelligence, the Internet of Things, big data, cloud computing and cyber-physical 
systems [Colombo, Karnouskos&Hanisch, 2021], is becoming the main driving force for the 
transformation of society, the economy and even human anthropology [Schwab, 2016]. 
Computerization in the era of Industry 4.0 (4IR) ceases to be instrumental and acquires 
anthropological power. We are no longer simply ©using computersª [Schwab, 2016], we are 
embedded in an environment that thinks, predicts, evaluates and reacts independently. This 
creates a new type of reality where human subjectivity dissolves in the dynamics of algorithms. 
Schwab calls this transformation ©the merging of technologies and the blurring of boundaries 
between the physical, digital, and biological worldsª [Schwab, 2016], which directly impinges on 
philosophical foundations of autonomy, corporeality, identity, and responsibility. Schwab 
emphasizes that the pace of change far exceeds the capacity of political, ethical, and social 
systems to adapt. This imbalance is particularly pronounced in the field of computer technology, 
where innovations are being introduced without sufficient public dialogue [Schwab, 2016]. For 
example, autonomous vehicles, facial recognition, social rating systems, all of these things affect 
privacy, mobility, and dignity, but are often implemented according to a logic of efficiency rather 
than justice [Cunha, Silva, & Maggioli, 2022]. 

Computerization is not just a part, but the core of the fourth industrial revolution 
[Schwab, 2018], because it is computer calculations and digital structures that are platforms 
[Nieborg&Poell, 2018] for: the automation of labor (robots replace humans not only in physical, 
but also in intellectual work) and the algorithmization of social life [Kolodiziev, Shcherbak, 
Kostyshyna, et al., 2024] (from advertising to the control of behavior in society like the Chinese 
social rating system). 

Digital structures can also be the basis of what was considered traditional corporeality, 
including the rethinking of the biological body (cyborgization, biodigital technologies) and the 
new control of space-time, which, with the help of globalized platforms [Kozachenko, 2021] 
allows one to be in both ordinary and virtual reality. 

Critics of K. Schwab (e.g. Yuval Noah Harari [Harari, 2016; Harari, 2018], Shoshana 
Zuboff [Zuboff, 2019], Bernard Stiegler [Stiegler, 2015]) point out the risk of techno-enthusiasm: 
revolution is not only about opportunities, but also about losses. We are dealing with a process of 
profound anthropological shift, where man ceases to be a self-sufficient moral being, delegating 
his ethical ©Iª to technology. The ethic of responsibility acquires particular importance here: 
©what we can do is not always what we should doª [Colombo, Karnouskos, Hanisch, 2021]. 
Industry 4.0 requires not jXVW�WHFKQLFDO�RU�HFRQRPLF�PDQDJHPHQW�>,YLý	7URLWLQR������@��EXW�WKH�
creation of philosophical models that would allow us to understand the place of man in a post-
anthropocentric world [Edler, Blind, Kroll&Schubert, 2023]. 

Information philosopher Luciano Floridi, in his book ©The Fourth Revolution: How the 
Infosphere is Reshaping Human Realityª (2014) [Floridi, 2014], offers an alternative and deeper 
conceptual framework for understanding modern computerization. In contrast to Schwab's 
economic and technological pathos, L. Floridi speaks of an ontological transformation of being, 
where information technologies do not simply change the environment, but transform the very 
structure of reality and the position of man in it. L. Floridi considers the ©Fourth Revolutionª as 
an ©existential shiftª. 

L. Floridi rightly claims that the history of knowledge and self-awareness of mankind has 
undergone three great revolutions: the Copernican revolution, which displaced man from the 
center of the Universe, the Darwinian revolution, which showed the unprestigious place of man 
in biological hierarchies, the Freudian revolution, which proved the fact that ©we do not control 
our own psycheª and finally the information revolution [Floridi, 2014]. The fourth revolution, the 
information revolution, is that we are no longer unique agents of knowledge: algorithms, artificial 
intelligence systems, information flows begin to think, analyze and make decisions instead of us. 
L. Floridi introduces the concept of ©infosphereª [Floridi, 2014] as a general information 
ecosystem that includes people, computers, objects with sensors, algorithms, digital processes. In 
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this system, man no longer has an exclusive epistemological status, but is only one of the 
information agents. This creates a new ecology of responsibility, L. Floridi speaks of information 
ethics [Floridi&Cowls, 2019], which is based not only on autonomy, but also on minimizing 
informational harm (e.g., manipulation of algorithms) [Bachmann, Putter&Duczynski, 2023] and 
PDLQWDLQLQJ� LQIRUPDWLRQDO� GLJQLW\� �UHIOHFWLQJ� GLJQLW\� LQ� D� SHUVRQ·V� GLJLWDO� SUHVHQFH��
[Twizeyimana&Andersson, 2019]. The responsibility of developers as new ©architects of realityª 
is also envisaged [Floridi, 2014]: ©We are now modifying our environment to such an extent that 
we must accept moral responsibility for the infosphere itself, not just for our actions within itª 
[Floridi, 2014, p. 91]. 

Considering the paradigm of the fourth industrial revolution, it can be noted that 
GLJLWDOL]DWLRQ� LV� WUDQVIRUPLQJ� LQWR� D� V\VWHP� ZKHUH� ELJ� GDWD� �©ELJ� GDWDª�� >0DWYHLHYD��
Navumau&Gustafsson, 2022], cyber-physical systems [Colombo, Karnouskos&Hanisch, 2021], 
social networks, cloud services and artificial intelligence shape new socio-technical orders [Cunha, 
Silva&Maggioli, 2022]. We hypothesize in particular that the fourth industrial revolution (4IR) is 
not philosophically and ethically neutral, as it permeates diverse cultural circles and identities, 
changing institutional practices into ways of belonging to the new digital world. 

The purpose of the article is to outline the philosophical dimensions of Ukraine's digital 
culture in the logic of the fourth industrial revolution through the problem of national identity, in 
particular, the characteristics of how digital infrastructures transform belonging, how digital social 
solidarity arises and consists of it, what ethical challenges (the spread of disinformation, digital 
inequality) accompany this process. 

Methods: analytical method, synergistic principle, holistic approach to society, socio-
philosophical analysis, theories of information and information society. Also used are ethical 
criticism of socio-technical systems and elements of discourse analysis of digital media (taking 
into account research on war and media discourse), in the context of the concept of ©digital 
practicesª as the formation of identity in networked public discourses. 

Presentation of the main material and the results of the study. Digital culture in the 
context of platformization means that the production and circulation of symbols (news, memes 
[Munk, 2025], videos, art, educational materials, political messages) increasingly depend on 
platforms as infrastructures, rules and algorithmic ©frames of visibilityª [Nieborg&Poell, 2018]. 
Platforms do not simply ©transmitª culture, but shape it through commercial and political logics 
of ranking, moderation, monetization and attention management. In digital governance, 
technological solutions become carriers of norms: what can/cannot be done in the system often 
defines the boundaries of civic action. 

Hence the importance of ©soft ethicsª, ethics that complement legal regulation and work 
as a method for constructing responsible digital systems (principles of transparency, 
accountability, non-discrimination, respect for human dignity, security, data minimization). 

'LJLWDO� VRYHUHLJQW\� >,YLý	7URLWLQR������@� LQ�(XURSH� LV�RIWHQ�GHVFULEHG�DV� D� UHVSRQVH� WR�
the ©erosionª of national autonomy in the digital economy: control over data, infrastructures, 
standards and rules of platforms becomes part of the question of identity and political self-
determination. For Ukraine, this issue is exacerbated by the war, where digital channels act both 
as a tool for self-organization and a potential ©attack surfaceª (cyber threats, information and 
psychological influences) [Bachmann, Putter&Duczynski, 2023]. In our opinion, a new type of 
citizenship is being formed through digital services, such as the ©Diiaª service. The Diia 
ecosystem (digital documents, access to services, integration of e-services) has become one of the 
central symbols of the Ukrainian digital project [Kornieiev, Yatskevych, 2024]. 

Its philosophical meaning goes beyond administrative convenience: it is a redefinition of 
the ©state-humanª relationship as interaction in the interface, where the citizen acts as both a user 
and a subject of law, and as a bearer of digital identity [Kornieiev, Yatskevych, 2024]. Studies of 
digital services in wartime conditions show that digital tools are able to maintain the continuity of 
public services, as well as catalyze cooperation between the state and civil society [Matveieva, 
Navumau&Gustafsson, 2022]. 
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At the same time, the digital state constructs a new type of digital citizenship: 
participation in petitions, e-consultations, interaction with registers, digital identification, which 
becomes not only a ©technical procedureª but also a social ritual of belonging [Matveieva, 
Navumau&Gustafsson, 2022]. In this sense, digital culture begins to perform the function of 
©everyday nationalityª (©banal nationalismª in the digital dimension): the nation is confirmed 
through repetitive practices of interaction with infrastructure. 

War acted as an accelerator of digital cooperation and solidarity, transforming digital tools 
into a medium of collective action: from aid coordination to event documentation, from 
community communication to the support of public services. In the study ©Government 
Information Quarterlyª (2025) [Gustafsson, Matveieva, Wihlborg, Borodin, Mamatova&Kvitka, 
����@�ZDU� LV� GHVFULEHG� DV� D� ´FULWLFDO� EUHDNµ� WKDW� UHVWUXFWXUHV� WKH� UXOHV� DQG� UROHV� RI� DFWRUV� DQG�
stimulates polycentric models of co-governance, where digital platforms become a common 
space for interaction. 

The logic of Industry 4.0 often emphasizes productivity, efficiency and automation 
[Cunha, Silva&Maggioli, 2022]. However, systematic reviews highlight that the ©human operatorª 
in the fourth industrialization is often described in a simplified manner, and social dimensions 
(risks, inequality, gender aspects) can be marginalized by a technocentric approach. For Ukraine, 
the issue of human agency is combined with war, where technology becomes not only 
productive, but also existential, the best means of protection, resilience, recovery and institutional 
continuity. In our opinion, national identity in the digital age does not disappear, but changes 
form. Empirical studies of the Ukrainian context show that after a full-scale invasion, the role of 
intra-group solidarity increases as a factor associated with engagement and content distribution 
on social networks, i.e. ©we-communityª, ©we-togetherª becomes a more powerful mechanism of 
digital mobilization than ©hatred of the otherª as a dominant one [Wu, Gu&Xie, 2024]. 
Philosophically, this means that identity in digital culture increasingly manifests itself as a practice 
of solidarity, rather than just a ©set of signsª. 

The discursive fields of war in the information sphere create competing narratives, 
including who is the ©victimª, the ©aggressorª, the ©nationª, the ©territoryª, the ©truthª, and the 
©post-truthª [Bachmann, Putter&Duczynski, 2023]. Media discourse analysis shows the role of 
the media in legitimizing and manipulating identities (including rhetorical markers that seek to 
©reformatª regional identity) [Brusylovska&Maksymenko, 2023]. 

In the classical tradition, the national idea describes an ©imagined communityª (Benedict 
Anderson), its historical meaning, political goals, and ethical principles. In Ukraine, 2014²2025, a 
radical shift is taking place: the national idea is increasingly articulated through the language of 
infrastructures, services, registries, digital channels of interaction, cyber resilience, technological 
autonomy. It is not an ©appendageª to identity, but its medium. Digital environments not only 
transmit symbols of the nation, they change the ways of belonging and participation: from 
bureaucratic vertical to horizontal cooperation, from a ©paperª state to the state as an interactive 
interface [Edler, Blind, Kroll&Schubert, 2023]. 

The war (full-scale since 2022) made this shift existentially tangible: digital tools have 
become part of maintaining social order and services in crisis (including the co-production of 
services between the state and civil society) [Kozachenko, 2021]. Recent research on e-
governance in times of war points to the role of digital services in supporting public interaction 
and adaptive governance [Matveieva, Navumau, &Gustafsson, 2022]. Thus, a philosophical 
question arises: how does digitalization enter the structure of the Ukrainian national idea, whether 
as a new form of subjectivity, or as an ethic of the common, as a politics of sovereignty, or as a 
struggle for truth in information warfare [Bachmann, Putter&Duczynski, 2023]. 

Research on ©digital nationalismª shows: the nation is reproduced not only through 
YLVLEOH�V\PEROV�DQG�GLVFRXUVHV��EXW�DOVR�WKURXJK�WKH�´LQYLVLEOHµ�DUFKLWHFWXUH�RI�GLJLWDO�HFRV\VWHPV��
GRPDLQV��DOJRULWKPV��QDWLRQDO�GLJLWDO�HQYLURQPHQWV��DQG� LQIUDVWUXFWXUH�VWDQGDUGV� >,YLý	7URLWLQR��
2022]. This means that national identity is increasingly being shaped as a techno-social practice, 
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based on developed habits, platforms, protocols, modes of visibility and attention 
>0LKHOM	-LPpQH]-0DUWtQH]������@� 

For the Ukrainian context, it is important that war accelerates the ©condensationª of 
identity: in Ukrainian social networks during the war, the importance of markers of group 
belonging [Oleinik, 2025] and intra-group solidarity as factors of engagement and support 
increases, which indicates a change in the affective and symbolic economy of publicity 
[Kyrychenko, Brik, van der Linden& Roozenbeek, 2024; *HLVVOHU��%lU	3U|OORFKV������@� 

Data can also act as power, and in the new conditions the risk of ©data colonizationª is 
raised. Digitalization is also a political economy of data. Regulatory debates about ©data 
colonialismª [Couldry&Mejias, 2019] describe a situation where social life becomes an object of 
continuous data mining, and their processing forms a new order of dependence. This creates a 
dilemma for the national idea: how to combine openness and integration into global digital 
markets with control over critical data and infrastructures [Couldry & Mejias, 2019]. 

The concept of ©technological sovereigntyª in innovation policy interprets sovereignty 
not as self-sufficiency, but as the ability of the state and society to provide access ©to critical 
technologiesª and to form the rules for their ©application for public purposesª [Edler, Blind, 
Kroll & Schubert, 2023]. This is directly related to the Ukrainian national idea: freedom here 
requires infrastructural capacity. 

The concept of ©public value of e-governmentª allows us to connect technical changes 
with an ethical and political sense: digital services are important not only in terms of efficiency, 
but also in terms of ©trust and legitimacy, opennessª, as well as reducing corruption risks and 
spreading ©social inclusionª, ©fairness of accessª�[Twizeyimana&Andersson, 2019]. This is critical 
for the Ukrainian national idea: the idea of the state as ©oursª �DQG� QRW� VRPHRQH� HOVH·V�� LV�
produced through the experience of fair and accessible interaction. 

A study of digital service provision in Ukraine during the war shows that resilience is 
achieved not only through centralization, but also through the co-production of services between 
local authorities, civil society organizations and digital platforms, which creates a ©jointª 
institutional response capacity [Kolodiziev, Shcherbak, Kostyshyna, et al., 2024]. 

Thus, the philosophical component of the national idea acquires the infrastructural 
dimension of solidarity as an action (©co-productionª), and not only as a symbol. In a digital 
society, solidarity is the ability to jointly maintain life support networks. 

Research on the Ukrainian diaspora in conflict conditions shows: social networks are a 
space where identity is ©reflashedª, and the nation becomes a daily practice of communication, 
and not just a legacy [Kozachenko, 2021]. This is especially important for Ukraine, where 
mobility (forced migration) is combined with digital presence: the national idea functions as a 
network of mutual visibility and support. 

High-quality empirical work on the analysis of Ukrainian social media indicates: after 
2022, the role of posts expressing group identity increases [Desoutter, 2025]; and in-group 
solidarity may have a stronger connection with engagement than pure hostility to the ©out-groupª 
>.\U\FKHQNR��%ULN��YDQ�GHU�/LQGHQ�	�5RR]HQEHHN������@��>*HLVVOHU��%lU�	�3U|OORFKV������@� 

From the point of view of philosophical anthropology, this can be interpreted in such a 
way that the national idea in the digital environment is not only ©anti-ª, but also ©pro-ª: about 
reciprocity, care, dignity, which becomes a resource of resilience. The work on Ukrainian 
speeches at the UN in 2022²2023 describes the mechanisms of countering Russian 
disinformation in official rhetoric, effectively recording that ©truthª becomes part of institutional 
security and international subjectivity [Taranenko, 2024]. 

Thus, the national idea includes an epistemic dimension: being a nation means supporting 
regimes of verifiability, evidence, and accountability for action, speech, in conditions where fakes 
and manipulation are weapons. The latest analysis of the Ukrainian case on the regulation of AI-
disinformation highlights a key tension: how to preserve freedom of expression but ensure 
resilience to massive manipulation, particularly in conditions of war [Marushchak, 
Petrov&Khoperiya, 2025]. 
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On a philosophical level, this means: the national idea requires an ethics of digital law, 
balancing security and human rights, where ©extraordinaryª should not become the norm. 
Ukrainian digitalization is taking place against the backdrop of the global Fourth Industrial 
Revolution: automation, cyber-physical systems, platforms, data-driven governance. However, 
the philosophical criterion for success here is not only productivity, but human-centricity: 
digitalization should emphasize dignity, the ability to act, access to rights, equality of participation 
[Couldry&Mejias, 2019]. Research on ©human-focusedª cyber-physical systems in the context of 
Industry 4.0 emphasizes the need to embed ©human values into the design of digital ecosystemsª�
[Colombo, Karnouskos&Hanisch, 2021]. 

In the public dimension, this is specified as a question of public infrastructure, which 
should create public value, inclusion, trust, ethics of governance. Comparative studies of digital 
public infrastructure (DPI) show that digital transformations in the public sector have an effect 
when institutions are able to transform technology into public good [Desai & Manoharan, 2024]. 
Even the most successful digital services carry the risk of exclusion: different groups may have 
limited access, skills or trust [Couldry & Mejias, 2019]. Research on digital inclusion in e-
government shows the ambivalence of intermediaries and ©bottlenecksª of digital services, which 
affect administrative burden and accessibility. The question of trust is key for digital citizenship. 
Comparative studies of e-service adoption and ©civic techª in Eastern Europe (with a focus on 
Ukraine) show that participation and trust do not ©automaticallyª arise from digitalization, but 
require interaction design, a philosophy of transparency, a sense of justice and real accountability. 

Based on the above framework, it is proposed to understand the digital national idea of 
Ukraine as a normative complex consisting of five interrelated principles: dignity, solidarity, 
freedom as technological sovereignty, truth and critical thinking, openness as a European legal 
and value horizon. Dignity is understood as digital law, where digital services should not turn a 
person into a ©register entryª, a person should maintain the status of a bearer of rights and 
autonomy. Solidarity as an infrastructure involves joint action of citizens and the state, 
volunteering, ©co-productionª (©co-productionª as a norm in a crisis). Freedom as technological 
sovereignty is interpreted as the ability to guarantee access to critical technologies and determine 
the rules of their use without falling into isolationism [Edler, Blind, Kroll&Schubert, 2023]. 

Epistemic stability and truth in the post-truth era are extremely important principles and 
include fact-checking, counter-disinformation and the development of critical thinking. Openness 
as a European horizon, and therefore digitalization, must be compatible with human rights, the 
rule of law, European data security standards and democratic procedures. 

Disinformation can be perceived as an attack on identity. Disinformation functions not 
only as a ©falsehoodª, but also as a technology for the breakdown of trust and the fragmentation 
of collective identity. In this sense, information security is a component of cultural security. 

In modern society, data is becoming the main resource of power, moving from ©data 
colonizationª to digital sovereignty. The critique of ©data colonialismª�emphasizes: the extraction 
of data from social life can create a new order of power and dependence, which requires a 
regulatory and ethical response. For Ukraine, this issue is twofold: on the one hand, the need for 
rapid digitalization, integration with European markets and standards, and on the other, the risks 
of external technological dependence and unequal control over data and infrastructure. 

Conclusions. 1. The digital culture of Ukraine is not a backdrop for modernization, but 
a field of struggle for subjectivity: it forms new rituals of belonging (digital documents, 
interaction with services, digital participation), as well as new symbolic codes of resistance 
(platform campaigns, online communities). 

2. Industry 4.0 in the Ukrainian case appears as a socio-technical regime that restructures 
agency and work, but at the same time is a resource for resilience and state continuity. 
Digitalization in Ukraine acquires a worldview dimension: it becomes part of the structure of the 
national idea, as it defines new forms of trust, participation, solidarity, and subjectivity. 

3. National identity in digital culture increasingly manifests itself as a practical network of 
solidarity that supports mobilization and cultural memory; empirical data indicate the significance 
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of ©in-group solidarityª as a digital mechanism of cohesion in war. The Ukrainian case 
demonstrates a model of digital statehood, where resilience during war is supported not only by 
centralized infrastructure, but also by the co-production of services and networked interaction of 
the state and society. The concept of a ©digital national ideaª must combine dignity, freedom, 
solidarity, truth and openness, complemented by technological sovereignty and democratic 
control over data. 

4. Ethical risks (inequality of access, institutional mistrust, data vulnerability) require a 
transition from ©digitalization as speedª to ©digitalization as responsibilityª, where ©soft ethicsª, 
transparency, accountability and inclusive design become key dimensions of policy. 
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