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YIAOCKOHAJIEHHSA KBAJIIMETPHYHUX HIAXOAIB JO ONIHIOBAHHA
PU3UKIB EHEPI'OIIIAITIPUEMCTB 3 YPAXYBAHHSAM ACIIEKTIB KIGEPBE3IIEKU

VY cTarTi pO3rNISIHYTO MOXIIMBICTH 3aCTOCYBAHHS KBaJTIMETPHUYHMX ITIJXOJIB A0 OLIHIOBAHHS PU3UKIB 3
ypaxyBaHHS Cy4YacHHMX acIeKTiB KiOep3arpos, IIO0 BHHHMKAIOTh Ha CHEPIeTHYHHX IIATPHEMCTBAX. 3 METOIO
OIIiHIOBAaHHS 1 YNPaBIiHHA PH3UKaMH MPOAaHATi30BaHO HAYKO-TEXHIYHY 1 HOpMAaTHBHY 0a3y i 3alporoHOBAaHO
ITOPUTM-CXEMY sIKa BPaxOBYe KiOGpKOMIIOHEHT, SKHH € SK OKpPEMOIO 3arpo3or0 Uil (YHKIIOHYBaHHS
SHEepTOMmiAIPUEMCTBA, TaK 1 MOXKE BIUIMBATH Ha iHINI 3arpO3W PI3HOTO XapakKTepy, i SK HACTIMOK IiIBUIIUTH
piBEHP 3arajdbHOTO PH3HWKY. Y XOHi MPOBEICHOTO AOCIIIKEHHS OyIIo po3poOlIeHO HAayKOBO-OOTPYHTOBaHY
METOAMKY OIIHIOBaHHS PiBHA OC3MEKW MiAMPHEMCTBA 3 ypaxyBaHHSIM KiOep3arpo3. 3ampOmoOHOBaHUH ITiIXif
MOETHYE KBaJTIMETPUYHI METOIU Ta MOJIU(]IKOBaHY CUCTEMY BaroBUX KOe(illi€HTIB, 0 a0 3Mory copmyBaru
IHTEerpajbHy MOJECJb aHAN3y PU3HUKIB, 1[0 3a0e3reuye Oibll KOMIUIEKCHE YSBJICHHS MPO CTaH 3aXHIICHOCTI
00’ekTa Ta Jae MOXIIMBICTh CBOEYACHO BUSIBIISITM KPUTHYHI BPa3iMBOCTI SK Ha €Talli IUIAHYBaHHS 3aXOJiB
Oe3mexky, Tak 1 MiJ 4Yac yXBaJeHHs YNPaBIIHCHKUX pillleHb y mpoleci (YyHKIIOHYBaHHS. Y OCHIDKEHHI
NpoaHali3oBaHO 0a30Bi 3arpo3u Uil aTOMHOI eJIeKTPOCTAHIil, 110 J03BOJWIO 1eHTH(IKYBaTH NPHUXOBaHI
3arposu, a caMme, BCTaHOBJICHO, III0 BiZMOBA CHCTEM OXOJIOJKEHHS MOXe OyTH CIIpHYMHEHA He Juiie (i3nIHUMA
HECIIPABHOCTSAMH, a 1 MiJeCHpsSMOBAaHUM BTPYUYaHHSIM y IIpOTpaMHe 3a0e3MeUeHHs UM CIOTBOPEHHSM CHUTHAIIB
JTATYHKIB, IO BPaXOBAHO IIiJI Yac OLIHKK PH3HKIiB. B po0oTi mpeacTaBiieHoO Bi3yai3allisi OMIHIOBAaHHS PU3HKIB y
Burisimi 3D MaTpumi pu3MKiB 3 KiOSPKOMIIOHCHTOM, SKa Ja€ Kpalie YsBICHHS Ta IOIoMara€ KepiBHHKaM
SHEePTOMiAMPUEMCTB TIBHIAKO IACHTU(IKYBaTH HAHOUTBII KPUTHUYHI PU3UKH, y SAKHX KibephakTop CyTTEBO
MOCHITFOE 3arpo3y. 3aCTOCYBaHHS IHTErpasbHOI MOJENI 3aCBIIUMIIO, M0 (PaKTHYHHHA PIBEHb PH3HUKIB aTOMHOI
€JIEKTPOCTAHIIi ICTOTHO 3pPOCTAa€ 3a paxXyHOK KiOCpKOMIIOHEHTa. Y TOPIBHAHHI 3 0a30BMM BapiaHTOM
OLIIHIOBAHHSI, IHTErpaJIbHUII MOKa3HUK PU3HKY 3 BpaxyBaHHSIM KiOepKOMIIOHEeHTa MiaBuILyeThes Ha 10—-25 %, 1o
MIATBEPIKYE HEOOXIAHICTh CHCTEMHOIO BKIJIFOYCHHS 3aXOJIB KiOEp3aXUCTy 10 3arajbHOi MOJIITHKH Oe3meKu
ATOMHOI €HEPreTHKHU.
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IlocTanoBka nmpo0saemMH Ta ii 3B’A30K i3 BAXKJIMBUMHA HAYKOBUMH YH NMPAKTHYHAMHA
3aBAaAHHSAMH

Y cy4acHUX yMOBax JMHAMiYHOTO
PO3BHUTKY TEXHOJOTIH Ta MiJBUILEHHS BUMOT
JIo Oe3MeKH I AMPUEMCTB, TIPOIIEC OIIHIOBAHHS
PHU3HKIB CTa€ HEBII €MHUM €IEMEHTOM e(dek-
TUBHOTO YIPAaBIiHHS SKICTIO (DYyHKIIOHYBaHHS
Ta 3a0e3MeUeHHs BiIITOBITHOCTI HOPMAaTHBHIM
BUMOTaM Ta TapaMeTpaM. PH3MKH MOXYTh
BUHHMKATA Ha BCIX eTamax >XHTTEBOTO MUKIY
MiAIPUEMCTBA - BiJl MMPOEKTYBaHHS Ta BUPOO-
HUNTBa ((YHKIIOHYBaHHA) 10 eKCILTyaTallii B
MO3aIPOEKTHI TEPMiHH, 3HSTTS 3 EKCILTyaTawii
Ta yTWIi3alii BilnpalbOBaHUX MaTepiaiiB Ta

obOnamHanHs. CBoedacHa imeHTH]iKaIls Ta
MIHIMI3alliss PU3MKIB JO03BOJISIE HE JIUIIC
3armo0irTd  MOTCHLIWHUM  3arpo3aMm  JJis

colliyMa Ta HaBKOJMIIHLOTO CEpPEelOBHIIA, ale
W ONTHMI3yBaTH MPOLECH, 3MEHIIUTHA BUTPATH
Ta MIBAOIUTH KOHKYPEHTOCIPOMOXKHICTH
T IPUEMCTBA.

CydacHi eHepromianpruemMcTa GyHKIIO-
HYIOTb Yy CKJIQJHOMY CEPEIOBHIII, IO 3yMOB-
JICHO IIOCTIHHMMHU 3MiHAMH, SK BHXIJHUX
mapaMeTpiB, TaKk i BHMOT IO TIPOIIECiB, e
e(eKTUBHICT, BHPOOHUIITBA Ta HAMIIIMHICTD
MOCTaYaHHS CHEPrii 3ajie)kaTh HE JIMIIC BiJ
TEXHIYHOTO CTaHy OOJaJHaHHSA, a W BiX
3[JATHOCTI CBOEYACHO iIeHTH(]iKyBaTH Ta MiHi-
MmizyBatn pu3uku. Lludposizamis enepre-

TUYHOI Taly3i, 1o nepeadavyae BIPOBAIKCHHS
aBTOMAaTH30BaHHUX CUCTEM yIpaBIiHHS,
IHTENIEKTyalbHUX ~ Mepexk  (smart  grids),
intepuety peueit (IoT) Ta TexHOMOTIH BEMUKIX
mannx (Big Data), 3HauHO pO3MIMpIOE
MOXITUBOCTI (DYHKIIOHYBaHHS, 3a0e3ledeHHs
0e3nexy, MOHITOPHHTY Ta TIPOTHO3YBaHHS
MOJATBIIOT0 TEXHIYHOTO CTaHy, aje BOAHOYAC
CTBOPIOE HOB1 BUKJIMKH 1 3aTPO3H.

B ymoBax mepexomy 10 «mppoBoi
SHEPreTHKI» TPAIUIIINHI MIXOIU O OIiHIO-
BaHHS pHU3UKIB BTPavyalOTh EQPEKTHBHICTD,
aJ/Ke 3POCTAE KUIBKICTh MOTCHINMHUX 3arpos,
30KpeMa KiOeppH3WKiB, TEXHOTCHHHX aBapii,
3001B Yy IU(PPOBUX CUCTEMax YIPABJIiHHS Ta
NOMWJIOK Y poOOTi alropuTMiB (QYHKIIOHY-
BaHHS, IO MOTpeOy€e YIOCKOHAJICHHSI METOJ0-
JOTii PU3UK-MEHEIKMEHTY 3 YpaxyBaHHIM
inTerpamii mudpoBUx TEXHOIOTIH, 3abe3meueH-
HA KiOepOe3mekn Ta MiABHINEHHS CTiiKOCTI
iH(PaCTPYKTYypH A0 KOMIUIEKCHUX BILTUBIB.

Takum YHHOM, aKTyaJlbHICTh JOCHIN-
JKEHHS TIOJISTaE y HEeOOXIAHOCTI (opMyBaHHS
Cy4aCHHX METOIB OLIHIOBaHHS PHU3HKIB IS
EHEPIOMIIPUEMCTB, SKI 3IaTHI aJanTyBaTUCS
0 YMOB 1MdpoBizamii Ta 3a0e3meuuTH
OesmepepBHiCTh, Oe3meky W e(eKTHUBHICTh
€HEepPreTHYHHX MPOILIECIB.

AHaJi3 ocTaHHIX J0ocaiTxKeHb | myOaikamiii

KpanmimMeTpnunmii miaxig, Sk OIWUH 3
HAayKOBO-TIPAKTUYHUX METOJIB, BHKOPUCTO-
BYIOTh JI0 KUTBKICHOI OIIHKH SKOCTI CKJIQJTHUX
00’€KTIB 1 MpoIeciB MUIIXOM TOOYIOBY IHTET-
paIbHUX TIOKa3HWKIB HAa 0E3pO3MipHHUX IIIKa-
Jax, HOPMYBaHHS Ta 3Ba)KyBaHHS KOMIIOHEHTIB
SIKOCTI, 10 YCIIIIHO BIOPOBA/KYETHCS Ta JOC-
JKYEThCSl HAYKOBIISIMU B MalIMHOOY/TyBaHH1,
Xap4oBill MPOMHUCIOBOCTI, EHEpreTuHil cde-
pi, piHaHCOBIH MisTTBHOCTI, OCBITI, TOIIO [1-5].
VY 3acrocyBaHHI JI0 pU3NK-MEHEDKMEHTY KBa-
JTIMETPHYHI METO/IN JTO3BOJISIFOTH TIEPETBOPUTH
SKiCHI (eKCIepTHi) Cy/UKeHHS mpo (akTopH
pu3UKy y (hopmasizoBaHi YHMCIOBI MOKA3HHUKH,
IO CHPOUIyE paHXyBaHHS pHU3HKIB Ta
NPUAHSTTS YIPaBIiHCBKUX PilleHs [0, 7].

VY KJIacHYHHUX KBAIIMETPUUYHHUX CXEeMax
BUKOPHUCTOBYIOTh 0araToCTyICHEBE 3BaKyBaH-
HSl KpUTEpiiB (EKCIepTHI Baru), MpHUBEACHHS
MOKA3HUKIB J0 €IUHOI Oe3pO3MipHOi MIKaIn
(Hopmamizauisi), Ta arperyBaHHs (cyma, 3Baxe-
Ha cyma abo cknaaHimn ¢yskuii). g vactu-
HU igeHTUIKALI] Ta OLIHIOBAHHS PU3UKIB, B
SKOCTI THCTPYMEHTIB BUKOPHCTOBYIOTh
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MaTpulll OLIHOK, mKanu Jlaiikepra, MeToau
pamKyBaHHS Ta 0araTOKpUTEpiallbHUM aHAai3
[8-10]. CyuacHi poGOTH TakoX MPOMOHYIOTh
OTPUMYBATH PO3MOJLINA TIOKa3HHUKIB 1 PU3HKIB
Yyepe3 CTaTHCTHUYHE MOJENIOBAHHA ILiJIbHOCTI
OIIIHOK, IO JIa€ 3MOT'Y BH3HA4YaTH WMOBIpHICHI
inTepBanmy pusuky [11, 12].

VY eHepreTMYHOMY CEKTOpPi BHKOPHUCTO-
BYIOTBCSL SIK cyTO KiibkicHi migxomu (QRA,
Monte-Carlo), Tak 1 HamiBKUIBKICHI Ta KBaJIi-
METPHYHI METOJMKH IS IIBUIKOI PaHroBOi
OIIIHKH BEJIMKOI KIJIbKOCTI PU3UKIB: TEXHIUHUX,
OpraHizamiifHuX, eKOJIOTIYHHUX Ta  Jedali
YacTillle areiTh J0 HEoOXiIHOCTI Bpaxy-
BaHHS KiOeppu3ukiB. [IpakTHyHi MOCIOHHKH
Ul eHEepreTHYHo1 iHQPaCcTPyKTypH MiJ Kpec-
JIOIOTh B@KJIMBICTh MOEIHAHHA SIKICHUX €KC-
MEPTHUX OLIHOK 3 KUIBKICHUMH 1HCTPYMEHT-
TamH, a0 MeToAuKa Oylia BOAHOYAC OOIpyH-
TOBaHOIO, TPO30pPOI0 Ta 3aCTOCOBHOIO Yy pe-
CYpCHUX OOMEXEHHSX, aJKe 4acTO MPOTHO3Y-
BaHHS PHU3MKIB YCKIAIHEHO Yy 3BA3KY 3
OOMEXeHICTIO cTaTHCTHYHOI iH(opMmartii [13-
16].



ISSN 2079-1747 Maumno6ynyBanns. 2025. Ne36 Metpodoris Ta iHpopMariiiHO-BUMIpIOBaIbHI TEXHOJIOTTT

Ocranni gocmimkeHas [17-19] moka-
3YIOTh, IO IS €HEPTOMANPHEMCTB e(hEeKTHB-
Ha METOJWKa MOBHUHHA OyTH OaraTtopiBHEBOIO:
(1) inBeHTapu3auis o0’ ekTiB/cucteM, (2) igeH-
TtrdiKaIisg 3arpo3 i Bpa3auBocTei, (3) ekcrmepr-
HE TIPUCBOEHHS ITOKA3HUKIB SKOCTI/ypa3im-
BocTi, (4) HopMmami3alisi Ta arperyBaHHsi Yy
iHTerpanbHuil pu3uk. Y pobortax [20-22], mo
JOCTIDKYIOTh €HepreTUKy Ta CyMDKHI Tramysi
(madroras, BITHOBIIOBaHA CHEPIETHKA), Bil3-
HAYa€eThCsl TPEHJ 1O KOMOIHYBaHHSI KBAJiTET-
PUUYHHX OLIHOK 3 MOJIEJISIMH YacOBO-3aJIEXKHO-
ro pU3WKY 1 CIleHapHUM aHaii3oM. [HmuM Ha-
OpSMOM JIOCHTIJIKEHBb, € PO3IJISI MOKIUBOCTI
MOEAHAHHS KBaJiMeTpii 3 1HCTpyMEHTaMHu
MAIIMHHOTO HAaBYaHHS, AaHAI30M BEJIUKUX
JIAHUX 1 OHJIAH-MOHITOPUHIOM, III0 Ja€ 3MOTY
aBTOMaTH3yBaTd 30ip OLIHOK, YTOYHIOBATH
BaroBi Koe(iIlieHTH Ha OCHOBI PETPOCIIEKTHB-
HMX JaHUX, II0J0 IHIUIAEHTIB, 3001B, BiAMOB,
MOJIENIIOBATH PO3MOAUIN HMOBIpHOCTEH Ta
OTEpaTHBHO TEpepaxoByBaTH  IHTETrpallbHI
pU3WKH y pasi 3MiHU cTaHy cuctemu. Ocob-
JMBO BaXXIIMBUM CTa€ BKJIIOUEHHS OKPEMHUX
KiOepIOKa3HUKIB y 3araibHy KBaJliMETPHUYHY
Monenb (ypasiuBicTh iH(GOpMAIitHO-TeXHIY-
HOI CHCTEMH, Yac BUSBICHHS 1HIUACHTY, MOX-
JUBICTh BiJJHOBJIICHHS), OCKIUJIbKH KiOepiHIu-
JCHTH BIUIMBAIOTH SIK HA JOCTYIHICTh, TaK 1 Ha
MUTICHICTh Ta KOHQIACHIIWHICTh €Heprocep-
BiciB[S, 13].

Sk  BigzHawaroTh aBTopu [23, 24]
nepeBaraMy 3acTOCYBaHHS KBaJIIMETPHYHOTO
MiAXOAY JUIS €HEPTeTHYHHX CUCTeM € Horo
MPUJIATHICTD IS OI[IHFOBaHHS OararornapMer-
pUYHUX O00’€KTiB, MOXKIUBOCTI IIBUAKOTO
pamKyBaHHs, TNPO30PICTh I NPUAHATTA
VIPaBIiHCHKUX pillleHb, THYYKICTH BiJIHOCHO
JOJJaBaHHS HOBUX IOKAa3HUKIB Ta IapaMeTpiB
BIIMIOBIIHO [0 MOJIEpHI3alii cucTeM Ta
NEepepo3noJiyl  3arpo3 1 KpHUTEpiiB OIHKH.
Pa3zom 3 TUM, KBaJIMETPUYHI MMIIXOIH MAIOTh 1
psn oOMexeHb, 10 HEOOXiJHO BpaxoBYBaTH
npu iX 3acTocyBaHHi, SK TO BiJIOBITHUN
npodecioHanizm Ta HEYIepeKEHICTh
€KCIepTTiB, NpoOIeMH 31 CTATUCTUYHOIO Bali-
Jalli€l0 y pasi BIICYTHOCTI BEMKUX HAOOPiB
JAHUX IHIMJCHTIB, 10 XapaKTEpPHO IS
BEIMKUX  CEHEPreTHYHHX KOMIUIEKCIB, SIK
aTOMHI CTaHIlii, HEOOXiMHICTh iHTEerpamii 3
KIJIBKICHUMHM MOJIEISAMHU IS OLIHKH BEITHUKHX

TEXHIYHUX PU3HKIB (HANpUKIaJ, BHOYXIB,
MOYKEK, MEXaHIYHHMX BiIMOB, TOIIIO).
Amnamiz mitepatypu [25-28] mokasye

KJIFOYOBI IIporaJitiHu B CYYaCHHUX HAYKOBUX
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ITOPUTMax OLIHIOBAaHHA PU3HKIB, 0COOIMBO
JUIL YKpalHCHKUX €HEpProCHUCTEeM, a came IOT-
peba B craHAapTH30BaHWX HaOopax KiOepiH-
OUKAaToOpiB JJIi  €HEeProceKkTopa, po3pOKH
METOHIB OO0 €KTHBI3aIlii EKCIEePTHUX Bar
(HampuKnam, 4epe3 arperyBaHHS JAHUX IPO
IHIUIEHTH abo MaIlliHHE HABYaHHS),
IHTerpalis KBaJiMeTpil 3 pealbHUM time-Series
MOHITOPHHTOM Ta CIICHAPHAM  aHaJIi30M
CTIHKOCTI, poO3poOKa TMOXOMiB  Baimarii
KBaJIIMETPUYHUX MOJEIEed Ha OCHOBI icTo-
PUYHUX KEHCIB 1 CUMYIISIIIH.

KpamiMeTpudHi MeTOAM € TPAKTHUIHUM
IHCTPYMEHTOM [UIs OLIHIOBAaHHA PH3HKIB Y
EHEPIeTHINl, OCOOJIMBO KOJIU MOTPIOHO HIBUIKO
pamKkyBaTH OaraTto pi3HOPIAHHUX 3arpo3 Ta
BpaxyBaTH SIKiCHI ¢akTopu (BKJIIOYHO 3
kiOepOesnekoro). OnHak Ui MiJBUIICHHS
HaJIHOCTI pe3ynbTariB ix TOTPiOHO KOMOI-
HYBaTH 3 KUTbKICHUIMH METOJaMH, YIOCKOHa-
JIOBaTH TPOUENYypH OTPUMAHHS i TepeBipKH
EKCTIEpPTHUX Bar Ta BHUKOPUCTOBYBATH MOX-
muBocti IT (amamitika Bemukux manumx, ML)
JUTSL 3HMDKEHHS Cy0’ €KTHBHOCTI Ta IMiIBUIIICHHS
aalTUBHOCTI MOJIEJIEH.

Takox, cmig 3a3HaunTH, MO y cdepi
yIpaBIliHHS pU3MKaMH Ta KibepOe3mekw s
SHEPTeTUYHUX IMiJIPUEMCTB KIIFOYOBE 3HAYCH-
HA MalOTh MDKHapoOAHI CTaHIapTH, sKi
3aJ1al0Th METOJIOJIOTIYHI OCHOBHU Ta MPaKTHUYHI
iHCTpyMeHTH ouiHtoBaHHA. Tak, ISO 31000
“Risk Management — Guidelines” [29] Bu3Ha-
yae 3arajibHi TNPUHIWINH, CTPYKTypy Ta
NPOIIECH YIIPABIIHHSA PU3UKAMH Ta 3a0e3euye
VHIBEpCaJbHY METOJIOJIOTIYHY OCHOBY, sIKa
JIO3BOJISIE QJIANITYBATH YNPABIIHHI PHU3UKAMH
no crenudikn eHEepPreTHYHUX IMiJIPUEMCTB.
Baxnaueo 3a3HauutH, mo ISO 31000 opien-
TOBaHMI HA CHCTEMHHM Miaxix i mepenbadae
ineHTudikamiro, aHami3, OIIHIOBaHHA Ta
00poOKy pH3WKIB 3  ypaXxyBaHHSAM  SIK
TEXHIYHUX, TaK 1 OpraHizaliiiHux ¢axkTopis. ¥
KOHTEKCTI KBamiMeTpii el cranmapt hopmye
OCHOBY I PO3POOKH KUIBKICHMX Ta SIKICHHUX
KpUTEpIiB OIIIHIOBaHHS pH3HWKIB. B cBoio
yepry, ISO/IEC 27001 “Information Security
Management Systems” [30] € npoBiTHUM
cTaHnapToM y cdepi iHbpopManiiHOi Oe3MneKH,
IO perjiaMeHTye CTBOPEHHS, BIPOBAKEHHS
Ta MIATPUMKY CHCTEM YINpPaBliHHS iHGOP-
mamiiHoo Oesmekoro (CYIb). [ms enepre-
TUYHUX TIAMPHEMCTB e CTaHIAPT OCOOIUBO
aKTyaJlbHUH  4epe3  3pOCTaHHS  piBHA
uu@poBizailii, MAKIOYEHHS J0 “pO3yMHHX
Mepex” (smart grids) Ta BHKOpPHCTaHHS
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SCADA-cucrem. IaTerpamis  moNOXKEeHb
ISO/IEC 27001 mo3Bosisie BpaxyBaTH acleKTH
Kibep3arpo3 y 3arajibHId CHCTEMI YIPaBIiHHS
pU3MKAMH Ta MOEAHATH iX i3 KBaJiMeTpHY-
HUMH Metonamu omiHtoBaHHsA. NIST SP 800-
82 “Guide to Industrial Control Systems (ICS)
Security” [31] Hamae pexOMEHAIll IIOI0
3aXHMCTy TPOMHUCIOBHX CHCTEM YIIPaBIIiHHS,
3okpema SCADA (Supervisory Control and
Data Acquisition), DCS (Distributed Control
System) Ta IHIIMX TEXHOJOTIH, SAKiI INIUPOKO
3aCTOCOBYIOThCS B eHepreTrii. Ha BimMiHy Bix
ISO-crannaptiB, nokyment NIST opieHTOBHa-
HUU Ha TPaKTUYHI TEXHIYHI 3aX0au, WIO0
JTO3BOJISIE ACTATI3yBATH IMIJIX1/1 IO OIIHIOBaHHS

pusuKiB kibepsarpos [32, 33]. Tak, y [34]
HamiomanpHOro  IHCTHTYTY CTaHOapTiB 1
texnoyorii  CIIIA  (NIST)  po3pobieno
JIOPOXKHIO KapTy PO3BUTKY KiOepOesreku s
KpUTHYHOI 1HPPACTPyKTypH Ta BUAUIEHO
HampsiMM, M0 TMOTPeOYIOTH  TMPIOPUTETHOI
yBard: aBTeHTU(IKalis, aBTOMaTH30BaHHI
00OMIH IHAMKATOPAMH 3arpos, OLlIHKA
BIAMOBIMHOCTI, IMATOTOBKA KajpiB, aHaJIi3
JAHWX, YTPABIIHHS JIAHIFOTAMH ITOCTaYaHHS,
MIXKHApOAHA CIHIBIpals Ta CTaHAapTH y cdepi
koH(pimeHmitHOCTI. JlOopoXHS KapTa craja
OCHOBOIO sl (hOpMyBaHHS MiIXOMIB 0
rapMoHizanii Kibep3axucTy B MIPOMHUCIOBUX Ta
E€HEepPTeTUYHHUX CUCTEMaX.

Table 1
Comparison of international regulatory documents on risk management and cybersecurity in the energy
sectorenergy sector
Taoauns 1
[TopiBHSAHHS MiI>KHAPOJAHUX HOPMATUBHHX JOKYMEHTIB 3 YIPaBIIiHHS pU3UKaMU Ta KibepOe3neku B
CHEPreTHIl
HopmatuBHu OcHoBHa Ki1r040Bi 110JI0KEHHS PeneBanTHicTh U151
i TOKYMEHT cepa 3acToCyBaHHs €HepromiAMPUEMCTB
1ISO 31000 YnpasiiHHs - Ilpunnummy, 3abe3neuye
“Risk Management | pusukamu (yci chepu | CTpyKTypa Ta Ipoiec METOIOJIOTIYHY OCHOBY
— Guidelines” JISUTBHOCTI ) YIPaBIiHHS PU3UKAMHU JUIS OLIIHIOBAHHS PU3UKIB
- IHTerparmis B cucteMy | TEXHIYHUX HPOIIECIB,
KOPIIOPATHBHOTO yNPaBIiHHS YIIPaBIIiHHSA
- Bamanc skicHUX Ta IHPPACTPYKTYPOIO Ta
KUTBKICHIX METOIIB MPUAHATTS PIillICHb Y
cdepi eHepreTHKU
ISO/IEC VYupasiiHHaA - [TobynoBa cucremu Jo3Bose
27001 “Information | iHdpopmauiiiHO©O ynpaeiiHHs iHOpMaLiHOO 3aXHUCTHUTH AaHi,
Security 0e3mexoro oesnexoro (CYIB) MEpEKEBY
Management - Inentudikauis, ananiz | iHppacTpykTypy Ta
Systems” Ta MiHIMi3aLis Kibeppu3uKiB SCADA-cucremu
- Kontpons nocrymy, €HepromiANPUEMCTB BiJ|
MOHITOPHUHT Ta IHIMICHT- Kibep3arpo3
MEHEDKMEHT
NIST SP KibepbOe3neka - IIpakTryHi 3ax01u OpieHTOBaHMIA HA
800-82 “Guide to MIPOMHUCIIOBUX CUCTEM | Kibep3axucry crenuiky IMPOMHUCIOBHX
ICS Security” ynpasriaas (ICS, - Mopuemni 3arpo3 mis CHUCTEM, KPUTHIHO
SCADA, DCS) ICS BAXJIUBUX JUIS
- [HcTpyMeHTH CHEPIeTUKH; Ja€
MOHITOPHHTY Ta pearyBaHHs MIPaKTHYHI PeKOMEeHali{
3 TEXHIYHOTO 3aXUCTY
NIST Po3Burok - AprenTudikamis ta OpieHTOBaHM Ha
«Roadmap for kibepOe3nexu as aHai3 TaHuX 3a0e3meueHHs
Improving Critical KPUTUYHOT - ABTOMaTH30BaHH Kibep3axucry B
Infrastructure iHppaCTPyKTypH 00MiH iHIUKaTOpaMH 3arpo3 NIPOMMUCIIOBUX Ta
Cybersecurity» - Orminka BiNMOBIMHOCTI | €HEPTEeTUIHUX CUCTEMAX
- IlimroroBka xaapis
- YnpasiniHuA
JIaHIIOTaMH TIOCTa4aHHS
- Po3pobka crannmapris
y cdepi KoH)iIeHIiHHOCTI
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Bukopucranns pexomennauii NIST vy
noexananni 3 ISO 31000 Ta ISO/IEC 27001
CTBOPIOE KOMIUIEKCHY OCHOBY IUIsl iHTETpOBa-
HOI CHCTeMH YIpaBIiHHS pH3UKaMu Ta 3a0e3-
MevYye METOIONIOTIYHY Ta MPAaKTHIHY 0a3y Aus
PO3pOOKH  YAOCKOHANEHUX KBaTiMETPUYHUX
migxoniB. BoHU J103BOJIAIOTH TapMOHI3yBaTH
KIJIBKICHI Ta SKICHI METOOM OLIHIOBAaHHS
pPU3WKIB, BpaxOBYIUM HE JHIIE TEXHIYHI
nmapameTpu OOIaHaHHSA, ajie i iHpopMaIliiHO-
KiOepHEeTHYHI acIeKTH, 0 JAemaiai OiabIme
BIUIMBAIOTh Ha Oe3neky (yHKUiIOHYyBaHHS
eHepromianpueMcTs (Tadm. 1).

B €BpomneiicbkoMy MpoCcTOpi, MUTAHHS
3a0e3medeHHsS KiOepOe3lmekn TaKoX MaroTh
Ba)KJIMBE 3HAUCHHS 1 aKTUBHO OOTOBOPIOIOTHCS
€pporneiicbkoro kKomiciero (€K) 3 meroro 3a06e3-
MICUYEHHS 3aXUCTY KPUTHYHOI iHPPaCTPYKTypH.
Tak, €K 3anpomnonyBaia KOMIUIEKCHY MIporpa-
My JAfs TOCHJICHHS 3aXUCTy KPUTHYHOI
inppactpykrypu (CIP) y nepxaBax-uieHax
€C, y 3Bs3Ky 3 IIUM po3poduia BiIMmoBiAHUN
TOKyMeHT [35], sikuii BU3HaUa€ OCHOBHI MPHUH-
UMK YOPaBIiHHS PH3WKAMH, MOB’S3aHUMHU 3
¢iznuHUME Ta Kibep3arpo3aMu, Ta OKpECIIOE
pamku cmiBmpani Mix kpainamun €C. Oc-
HOBHHI aKIIEHT POOWUTHCA Ha imeHTHdiKarii
00’€eKTIB KPUTHYHOT iH(pacTpyKTypH,
CTBOpPEHHI €IMHOTO MEXaHi3MYy OIliHIOBaHHS
3arpo3 1 3ampoBajpPKEHHI MiJXO/IB J0 MPEBEH-
TUBHOTO ympaBiiHHs pusnkamu. Y 2015 pomi

€Bporneiicbkka Kowmicisi 3amponoHyBana KOH-
Henuito «EHepreTHYHoro coro3y», CrpsMoBa-
HOTO Ha MiJBUIICHHS CTIMKOCTI €HEepreTHYHOI
cucteMu €C, 3MEHIICHHS 3aJIeKHOCTI BiJ
30BHIMIHIX TOCTaYaIbHUKIB E€HEPTOPECYpPCiB 1
aJanTaIio 0 BHKIMKIB 3MiHU KiimaTy [36],
10 3YMOBIIIOE HEOOXiJHICTh IHTErpalii BHYT-
PIIIHBOTO €HEPreTUYHOTO PHHKY, 1HBECTYBaH-
HS Y BiIHOBIIIOBaHY €HEPTETHKY Ta ITiIBUIICH-
HS PIBHS CHEPreTUYHOI OC3IEeKH 3a TOIOMO-
roro AuBepcudikamii pKepeNn MmocTadaHHsS Ta
uudpoBi3alii eHeprocucTeM 3 akIEHTOM Ha
KiOep3axucTi eHEPreTUYHOI IHPPACTPYKTYpH.

PosrnsHyTi HOpMaTHBHI  JOKYMEHTH
JIEMOHCTPYIOTH  €BOJIOIII0  MDKHApPOTIHUX
ITiXO/MIB A0 YIPABIIHHS PU3UKAMH Ta 3aXUCTY
KPUTHYHOI 1HQPACTPYKTYpH, IO BKIFOYAE SIK
3arajbHy METOOJIOTII0 1 CUCTEeMHHH MiAXi,
sIKi 3aTlpOIIOHOBAaHI B MDKHApOAHUX CTaHIap-
tax ISO 10 KOHKpETHMX TEXHIYHMX Ta
Oprasizarifanx KpOKiB 3 PO3BUTKY
kibep3axmcry, sk B craHgaprax NIST.
€ppomeiickka  Kowmiciss, y cBowo  4epry,
30CEPE/DKYEThCS  HAa  IHTErpaIfii  IOJIITUK
Oe3mekn Ta eHepreTMkn B pamkax €C, ane
CHIJILHOIO PHCOI0 HAa BCiX PIBHAX € aKIEHT Ha
CHUCTEMHOMY yIpaBIiHHI pU3HKaMHU,
MOCHWIIEHHI  KiOepOe3rekn Ta  PO3BHUTKY
MDKHApOJHOI cmiBOpari A 3a0e3redeHHs
CTIMKOCTI EHEpreTHYHMX Ta iHQpacTpyk-
TYPHHX CHUCTEM.

Buxknaag ocHOBHOro Mmarepiajy

KpamiMeTpis gk Hayka Tpo KiJbKiCHE
OIIIHIOBAHHS SIKOCTI 0a3yeThCcs Ha inei 00’ ek-
TUBHOTO BiJIOOpakKeHHS BJIACTUBOCTEH 00’ €KTa
yepe3 CUCTEMY BHMIPIOBAHUX IOKAa3HUKIB. Y
KOHTEKCT] YIpaBIiHHS PH3UKAMH TEH ITiIXi
JI03BOJISIE TIEPEUTH BiJl SKICHUX CYIKEHB JIO
KUTBKICHAX OIlIHOK, IO IIiJIBUIIYE TOYHICTh
NPUAHSTTS YOPaBIiHCHKUX pilieHb. OCHOBHH-
MU TPUHIUIIAMYU €. CHCTEMHICTh (ypaxyBaHHS
BCIX  aCMEKTiB  PU3WKY), KOMIUIEKCHICTh
(OXOruleHHsT TEXHIYHHMX, OpraHi3aliifHUX Ta
COLIAIbHUX  YHMHHHUKIB),  IOPIBHIOBaHICTh
(MOXIHMBICTD  CIIIBCTAaBJICHHS ~ pe3YJbTaTiB
pi3HUX 00’€KTiB abo IMpOIECiB), a TaKOX
aJIeKBaTHICTD (BIAMOBITHICTH OLIIHKHU
peanbHUM YMOBaM (DYHKITIOHYBaHHS CUCTEMU).

EQexTHBHICTh KBaJIMETPUYHOTO aHai-
3y 3HAa4HOIO MIpOI0 3aJieXKuTh BiA mpa-
BUJIBHOCTI 1000pY MOKAa3HUKIB, AKi BiJl oOpa-
’KalOTh CYTHICTh PH3MKIB Ta BIiJIIOBIIAIOThH
BUMOTaM TIOBHOTH, BUMIPIOBAHOCTI, HE 3aJIeXK-
HOCTI Ta 3HauymocTi [37]. Jlns oriHOBaHHS
PU3HKIB y BUPOOHMYMX Ta TEXHIYHHX CHCTe-
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MaxX BUKOPUCTOBYIOTHCS SIK KiJIbKICHI TTOKa3HU-
kA  (MMOBIpHICTH BiIMOB, I1HTEHCHBHICTh
BiZIMOB, (iHAHCOBI BTpaTH), TaK 1 SKiCHI
XapaKTepUCTUKH (PiBEHb MirOTOBKH IIEpCOHA-
7y, BIATOBITHICTP HOPMATHBHHM BHUMOTaM).
3acrocyBaHHs ~ OaraTopiBHEBHX  iepapxii
KPUTEPITB JI03BOJIE CTPYKTYPYBATH PU3UKH 32
chepamMu TPOSBY: TEXHIYHI, OpraHi3ailiiHi,
inopMmariiini, ekojoriuni Tomo [38, 39].
Pazom 3 TuM, OnHiI€I0 3 KIFOUOBHX 3aj]iad
KBaJTiMETpii € BU3HAUEHHS BIJTHOCHOT
3HAUYYMIOCTi (Barv) KOXHOTO TOKa3HUKA Y
3arafnpHii  CcTpyKTypi pm3uky. [lis mworo
3aCTOCOBYIOTHCS METOJN EKCIIEPTHUX OI[IHOK
(MeTo/ MapHMX IIOpIBHSIHB, aHANI3 iepapXii
Caari), cTaTUCTHYHI MeTOAM a00 KOMOIHOBaHI
nigxoau. [ToOynoBa iHTErpasbHOTO MOKa3HUKA
PHU3HUKY 3a0e3Meuye MOMKIMBICTh KOMIUIEKCHOT
OLIIHKU CKJIAJHUX CHCTEM 1 CIPOIIYE MpOLEC
NPUAHATTS PIICHh HAa OCHOBI y3arajibHEHOTO
piBHS PU3HKY, IO JIO3BOJSIE IOPIBHIOBATH
pi3Hi 00’€KTH 4H clieHapii 3a €IMHOI0 [IKAIIO0
[40, 41].
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OcCOONMUBICTIO Cy4acHHMX pHUBHKIB B
CHCTEMi EHEePreTMYHOTO MEHEIXMEHTY € iX
OaratodakTopHUil XapakTep, LIO0 BHMAarae
3aCTOCYBaHHS METOMIB MAaTeMaTHYHOTO Ta
CTaTHCTUYHOTO  aHamizy. Jlo  HaiOiLIsm
MOUIMPEHUX HaleXaTh PErpeciiHuil aHais,
GbakTOpHMIl Ta KiIAacTepHHWN aHaji3, MeTOoJ
TOJIOBHUX KOMIIOHEHT, BHUKOPUCTAaHHS SIKUX
JTO3BOJISIE BUSIBUTH TIPUXOBaHI 3aJIS)KHOCTI MK
MMOKa3HUKAaMH, BU3HAYNTH HAHOUIBIT KPUTHIHI
(hakTOpM BIUIMBY Ta MPOTHO3YBAaTH MOBEIIHKY
CHCTEMH B yMOBaX HEBU3HAYEHOCTI.

Cyuacni ymoBH 1upoBizalii BUpoOHH-
YUX 1 YOpaBIiHCHKHUX MPOLECIB MPU3BEIU 10
MOSIBM HOBOTO KIIACy PHW3WKIB, TOB’S3aHUX 13
kibep3arpozamu. TpamuiiitHi KBaJgiMeTpU4HI
METOJIUKH, OPI€EHTOBaHI MEPEBaKHO Ha TEXHIK-
HIi Ta opraHizamiiiHi ¢axTopu, MOTPeOyIOTh
YIOCKOHAJICHHS ISl /ICKBaTHOTO BPaxyBaHHS
cnenudiky iHpopMaliifHoi Oe3meku, Mo MOX-
JIUBO TIPH BpaXyBaHHI MOKA3HUKIB OIiHIOBAHHS
PU3WKIB IO 3yMOBIJEHI KibOep3arposam, po3-
poOku criennivHIX KPUTEPIiB OIIHKH, BUKO-
pHUCTaHHS AMHAMIYHUX TOKa3HUKIB Ta iHTEr-
parii uuMx miaAXoJiB B iCHYyrOUM cucTeMu. s
peaiizaiii TaKoro MiAXoay HEOOXIIHO J0
TPaIUIiHHUX TTapaMeTpPiB PU3UKY TOJATH HOBI,
MoB’s3aHl 3 MUGPOBOIO 1HGPACTPYKTYPOIO:
piBEeHBb 3axXMIIEHOCTI iHQOPMAIIHHIX CHUCTEM,
KUTBKICTh Ta KPHUTHYHICTD YPa3IUBOCTEH,
e(eKTHBHICTh 3ac00iB ayTeHTH]iKamii, 31at1-
HICTh JIO BIJIHOBJICHHS TiCJIsS KiOCPiHIIUICHTIB,
mo 3a0e3neynTh KOMIUICKCHUH TIIOTIsAd Ha
PU3UK, KU OXOIUTIOE SK MaTepiasbHi, Tak i
iH(OopMAITifiHI aKTHBH.

Y chepi kibepOesniekd 3HAYHY POJIb
BiJlirpae CBOEUACHICTh BUSBJICHHS Ta HEUTpai-
3aii 3arpo3, CTIHKICTh JI0 HOBUX BUJIB aTak,
piBeHB MiATOTOBKH mepcoHany y cdepi kidep-
3axXUCTy. BinoOBiIHO, y KBAIIMETPHYHI MOJIENi
CIi iHTErpyBaTH KpHUTepil MIBUAKOIII, ajar-
TUBHOCTI Ta BIAMOBITHOCTI MIDKHApPOIHUM
crangaptam kibepoesnexu (ISO/IEC 27001,
NIST Tomo). A OCKUIBKH CIIEKTp Kibep3arpos
NOCTIIHO 3MIHIOETBCA, 3HAYYIIICTh OKPEMHUX
(baxTopiB pU3MKY TAKOX Bapiroe, II0 MoTpedye
3aCTOCYBaHHS METOJIB MAlIMHHOTO HAaBYaHHS
Ta 0araToakTOPHOTO aHaNi3y Uil aBTOMATH-
HOI'O KOPUTYBAaHHS Bar TOKa3HUKIB 3aJeXHO
BiJl akTyalnbHHX yMOB. Kpim Toro, mepc mek-
TUBHHUM € iHTErpyBaHHS KBaJliMeTpii 3 cucre-
MaMH MOHITOPUHTY Kibep3arpos, a came BUKO-
pUCTAaHHA JaHUX 13 CHCTEM BHSBIICHHS
BTOPTHEHb, SIEM-tutatdopm (Security
Information and Event Management) Ta 06a3
IHMKATOPIB KOMIIPOMETAIlii 103BoJIsiE popmy-
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BaTH aKTyalli30BaHy OLIHKY PHU3UKY B PEXHMI
peanbHOro yacy. TakuM YMHOM, KBATITETPHYHI
MOJIeJIi CTAIOTh HE JIMILE IHCTPYMEHTOM aHali-
THKH, @ ¥ CKJIaOBOIO CHCTEMH ONEPATUBHOTO
yHpaBiiHHs 1HPOPMAIIHHOIO 0e3MMeKOtO.

s Uporo MpOMOHYETHCA —aNTOPUTM
OIIIHKK PHU3UKIB 3 KiOEPKOMIIOHCHTOM ISt
EHEPreTUYHOrO MiANPHEMCTBA, SIKAH CKJIa-
TAETHCA 3 HACTYMTHUX eTamiB (puc.1):

Eman 1. BuznaueHHs 00’€KTy aHami3y
Ta imeHTHdikamis axTuBiB. Ha mpomy erari
MPOBOJUTHCSA  aHaNi3 EHEePreTUYHOro Imif-
MPUEMCTBA, MOTO CTPYKTYpa, KOMIIOHEHTH
E€HEPreTUYHOI CHUCTEMH, TMPOLECH, SK BHUKO-
HaBYi, TaKk 1 3a0e3medyrodvi, BHU3HAYAIOTHCS
indopMariiini cucremu, 0a3u JaHUX, KaHAIN
KOMYHIKAIlii Ta KpUTHYHI IUPOBI pecypcH,
10 HiJISTal0Th 3aXUCTY.

Eman 2. Inenrudikaiiis 3arpo3 eHepro-
nignpuemMcTBa. Ha 1ipoMy etami mapaiienbHo 3
Etanom 1 Qopmyerbes mepenik MOTEHIIHHUX
3arpo3 3 ypaxyBaHHSIM MOXKITUBUX KiOep3arpo3
- Big TexHIYHMX 300iB Ta MIKiAITUBOTO TIPO-
rpamMHoro 3abesnedeHHs 10 (IMIMHTOBUX aTak
i BuTOKy KOH(imeHuifinux nmanux. Cuin
3ayB&)KUTH, 4YMM TIOBHIIIMH Oyne mepenik
MOXXITUBUX 3arpo3, SK BHYTPIIIHIX, TaK 1
30BHIIIHIX, THM sIKiCHiIIe Oy/ie aHaii3, pa3oM 3
TAM HEOOXiJHO BpPaxXOBYBATH B3a€MO3B’ 30K
30BHIIIHIX (DaKTOpiB HAa BHYTPINIHI MPOIECH
€HEepPreTUYHO1 CUCTEMH.

Eman 3. ®opmyBaHHS CHCTEMH IIO-
Ka3HUKIB pu3uKy. /Iy KO>KHOT 3arpo3u BHU3Ha-
YalOThCS TapaMeTpu OIlHKW: IMOBIpHICTh
BUHHMKHEHHS, MacIiITad MOKJIMBHUX HACJIJKIB,
Yyac BIJHOBJIGHHS TMiCis IHIUIEHTY, PiBEHb
TOTOBHOCTI CHCTEMH JIO MPOTHU/IIT aTaKkaM.

Eman 4. TloOynoBa BaroBux KoegilieH-
TiB. BaxmuBicTh KOKHOTO NMOKa3HMKA BH3HA-
Ya€eTbCsl EKCIEPTHUM HUIsiXoM abo 3a Joro-
MOTOIO CTATUCTUYHUX MeTomiB. [l kibepkom-
MIOHEHTIB 3aCTOCOBYEThCS aJlalITUBHA MOJIENb
Bar, sika 3MIHIOETHCS 3aJI€KHO BiJl aKTyalbHOI
3arpo30Boi cuTyanii (Hampukiam, 3pOCTaHHS
Barn (aKkTopiB  «(IIMHTOBI aTaku» YU
«BUKOPUCTAaHHS  BpPAa3IMBOCTEH  HYJIBOBOTO
nusi»). [pu peanizanii nporo eramy HeoOXiTHO
BpaxyBaTH KiOepKOMIOHEHTY 1 ii BIUIMB Ha
IHIII MOXJIMBI  3arpo3u, HMOBIPHOCTI iX
HACTaHHS B pe3yibTaTi Kidep3arposu Ta
BIIMTOBIAHI HACHiAKH, TOOTO , HAMPHKIA],
BIUIMB Kibeparak Ha TEXHIYHI CHCTEMH
€HEeproo0’€KTy, Ha MOXKJIHMBOCTI pearyBaHHS
nepconany (npodeciitHicts Ta KBamidikaiis) y
pasi nopyIueHHst pOOOTH CUCTEM MOHITOPHHTY,
TOIIIO.
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Eman 5. OOuncneHHs IHTErpaJbHOTO
MOKa3HWKa pU3uKy. Ha 0CHOBI KBasliMeTpUYIHOI
Mozeni (hopMyeThCcsl y3arajJbHEHa OIliHKa, SKa
BpaxoOBy€ SIK TexHiuHi, Tak 1 iHdopmamiiiHi
napaMmeTpu. [HTerpaqbHU MOKa3HUK J03BOJISIE
KJIacU(piKyBaTH PU3HUKH 33 PIBHAMHU: HHU3BKH,
cepeaHii, BUCOKHIA, KpUTHYHHH.

Eman 6. MogenoBanHs  CIeHapiiB
BIUIMBY KiOep3arpo3. BukopucTaHHS MeTO[iB
OaraTtopakTOpHOTO aHami3y Ta IMITAIifHOTO
MOJICIIIOBAaHHSI  JTO3BOJISIE NPOTHO3YBaTH
HACNIJKA arak pi3Horo wmacmTaby Ta
BM3HAYATH ONTHMAJbHI CTpATerii pearyBaHHs..

Eman 7. ®opMyBaHHs peKOMEHAIIINH Ta
VOpaBIiHCHKUX pilleHb. Ha ocHOBi iHTer-
pabHUX OIIHOK 1 3MOJEIhOBAaHUX CIIEHApIiB
BU3HAYAIOTHCSI TPIOPUTETH 3aXUCHHUX 3aXOJiB,
notpebu y A0AaTKoBOMY (iHaHCYBaHHI Kibep-
3aXHCTy, & TAKOXK PO3POOISIOTHCS MPOLEAYPH
HIBUJKOTO PearyBaHHs Ha iHIUICHTH.

Takum YUHOM, 3aIPOIIOHOBAHUN
NITOPUTM IHTErpy€ KBaJIMETPUYHI MiIXOAH 3
METOJaMH  KiOeppH3UK-MEHEDKMEHTY, IO
JO3BOJIIE ~ CTBOPUTU JTUHAMIYHY CHUCTEMY
OIIHIOBAHHS Ta MiJBUINUTH PiBEHb CTIHKOCTI
oprasizarii 10 kibep3arpos.

BaxnuBum eranmoMm QopmyBaHHS edek-
TUBHOI OI[IHKH PU3WKIB € BU3HAYCHHS BaroBUX
KoedillieHTIB Ui KOXXKHOTO BHIY 3arpo3. Y
TPagUUiHHUX  KBATIMETPUYHUX  MOJEIX
BaroBi koedimieHTH (OPMYIOTHCS Ha OCHOBI
€KCHEePTHUX OL[HOK, CTaTUCTUYHUX JaHWUX Ta
aHamizy HMOBIpHOCTI peami3allii pU3WKIB, a
MOJIeNli PU3UK-MEHEKMEHTY TependavyaoTh
PO3paxyHOK 1HTErpaIbHOTO MOKAa3HUKA PU3UKY
Ha OCHOBI Ha0Opy BaroBux KoeQiIli€HTIB, IO
BiOOPaKAIOTh BIIHOCHY 3HAYYIIICTh Pi3HUX
¢dakropiB. [lpore 3 omsay Ha 3pOCTaHHS
kibep3arpos, JTOTILTEHO BpPaxoBYyBaTH
JTIOJTATKOBUM Halip MOKa3HHKIB, TOB’A3aHUX 13
3aXHIICHICTIO 1H(QOpPMAaIiHHO-KOMYHIKaIiHHUX
CHUCTEM  EHEproIiJNpPUEMCTBA, SKi  37aTHI
ICTOTHO  BIUIMBaTH Ha  (YHKUIOHYBaHHS
KpUTHYHOI 1HpacTpykrypu. Taka wmoaudi-
Kallisi J03BOJISIE€ THTETpyBaTH IU(PPOBI PUUKU
y 3aralbHy Mojenb OmiHioBaHHA. s
iHTerpanii  KiOeppu3WKiB 0  CHCTEMH
OIIIHIOBAaHHS  TIPOIIOHYEThCS  Mojudikaris
BaroBUX KOEQIIi€HTIB MUIIXOM BBEJCHHS
JIOJTATKOBOTO Koe(ilieHTa KiOepKOMIIOHEHTa
(W¢), skuii BpaxoBye piBeHb YpPas3IHBOCTI
iHpOpMaLlIHHUX CUCTEM MiANPUEMCTBA, a
TaKoX  IMOTEHIIWHWI  BIUIMB  arak Ha
TEXHOJIOT1uHI nporiecu. Hanpukian, as
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SCADA-cucteM KoedilieHT MOKE MaTH
Bulry Bary, HibK gqig  odicHoi IT-
iH(ppacTpykTypu. Barm MoxXyTh 3MiHIOBAaTHCS
3aJIe)KHO BiA: TOTOYHOrO PiBHA Kibep3arpos
(Bu3HauaeTscss 3 BUKOpucTaHHSIM  NIST
Cybersecurity Framework a6o ISO/IEC
27005); HasABHOCTI BHUSBJICHHX IHIU/CHTIB;
CTYHNCHSI KpUTUYHOCTI CHEPreTUYHOT0 00’ €KTa.

Qopmyna  iHTerpampHOI  Barm 3
KibepakTopoM TSI  €HEPTeTHYHOTO  Tif-
npuemMcTBa OyJie MaTH BUTIISIA:

W/ = w,(1 + aCy), (1)
ne W/— momudixosanuii Barosuii Koediient
mokasHuka, W; — TmodarkoBa Bara 0e3
ypaxyBaHHs KiOepdakTtopa, C, — KoedillieHT
kibeppusuky (0...1), a« — xoedilieHt
YYTJIMBOCTI MOJICIIi 70 Kibep3arpos.

[HTerpanbHUil MOKa3HUK 3 ypaxyBaHHSIM
KibepdakTopy MO3BOJSE TOYHIIE BpaxyBaTH
B3a€EMOJIII0 TEXHIYHUX, OpraHi3alliiiHuX, eKo-
JIOTIYHUX, €KOHOMIYHHMX Ta iHIHWX (HaKTOpiB,
HiIBUIIATA 00’ EKTUBHICTH IHTETpabHOT
OLIIHKK Oe3MeKH MiANPUEMCTBA, MOPiBHIOBATH
HiAPUEMCTBA MK c0000, BH3HAYATH TUHA-
MIiKy 3MiHU DPiBHS O€3MEeKH Ta MPOTHO3YBATH
BIUIUB Kibep3arpo3 Ha KPUTHUYHI TPOLECH,
Jar4u  3Mory QopmysaTd Ounbln  30aiaH-
COBaHy CHCTEMY IIPIOPUTETIB y YIIpaBIiHHI
PHU3UKaMH.

PosrnsiHeMo  3acTOCyBaHHS — 3amporio-
HOBaHO{ MOJENi Ul aTOMHUX €JIEKTPOCTAHIIIN
Ha OCHOBI Mozawm(ikallis Baropux Koe]imieHTiB
i3 ypaxyBaHH;IM KiOEppH3HKIB, IO JTO3BOJISE
OUIBII aJIeKBaTHO BiJOOpaXkaTu peajbHy Kap-
TUHY Oe3nekn 00’€KkTa KPUTHYHOI iH]pacT-
PYKTYpH, SKHM € aTOMHa eJeKTPOCTaHIlis. Y
KJIACUYHUX IiJIX0/1ax OlliHKa pu3ukiB it AEC
TPaIUIIIHHO KOHIIEHTpYyBalacs Ha (i3MIHUX
3arpo3ax: TEXHIYHMX BigMOBaX, IOMHJIKaX
NepcoHally, TMPUPOJHUX KaracTpodax, Mopy-
LICHHSX CUCTEM OXOJIO/KEHHS 4YHM €Hepro-
nocrayanus. [lpore B ymoBax mudposizarii
TEXHOJIOTIYHUX TIPOIIECiB, AKTUBHOI'O BHKO-
puctaaas SCADA-cucteM, iHTEIEKTyaIbHAX
JaTYUKiB Ta  aBTOMAaTHU30BAHUX  CHCTEM
KEepyBaHHsI, 3pOCTa€ BIUIMB KiOep(haKkTopiB.
BuokpemMo ocHOBHI 3arpo3u 1 iX Barosi
niokazauku it AEC (tabm. 2) mis Ha09HOCTI
Bi0OpakeHH: 3aIIPONIOHOBAHOI MOJIETT.

1 KOXHOI 3arpo3d  BU3HAYAETHCS
koedirient kibeppusuky C, (0 — BigcytHiii, 1
— MaKCHMaJlbHHIA) i BUKOHYETHCS MOTU(IKAIIs
Bar 3a (opmynoro (1), Ae YyTIMBICTE MOJEINI
0=0,5 (Tabm. 3).
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Puc. 1- Cxema-anropuT™ OLIHKH PU3UKIB 3 KIOEPKOMIIOHEHTOM JIJIsl €HEProIiANPUEMCTBA
Fig. 1 — Risk assessment algorithm with a cyber component for an energy enterprise

Table 2
Basic threats to a nuclear power plant (without cyber component)
Taoauns 2
ba3oBi 3arpo3u Jyis aTOMHOI enekTpocTaHilii (0e3 KibepKOMITOHEHTA)
Mouatk
3arpo3a OBHii BaroBuii
Ne -
koegiuient W;
1 BinmMoBa OCHOBHOTO TEXHOJIOTIYHOTO 00JaiHAHHA (peakTop, TypOiHa, HACOCH) 0,30
2 [Mommrka mepcoHany IpHU YIpaBIiHHI TEXHOJIOTTYHUMH MPOIIECaMHU 0,20
3oBHImMHI  npupoAHi  (daxkTopu  (3EMIICTPYCH, IIOBEHI, EKCTpeMajbHi 015
3 | Temmeparypu) '
4 BigMmoBa cucteM 0XO0JI0IKEHHS 0,20
5 [opytieHHs eneKkTponocTayaHHs 330BHI 0,15
Cywma Bar: 1,00 (HopmoBana)

108




ISSN 2079-1747 Maumno6ynyBanns. 2025. Ne36 Metpodoris Ta iHpopMariiiHO-BUMIpIOBaIbHI TEXHOJIOTTT

Table 3
Modified weighting factor taking into account the cyber component for a nuclear power plant
Tabnuus 3
Moau¢ikoBaHuii BaroBuii KoedilieHT 3 ypaxyBaHHIM KiOEpPKOMIIOHEHTa JIIsi aTOMHOI eJIEKTPOCTAHIIIT
IMouaTk - Mopaudikopa
. . KoedinienT . Aug .
N 3arpoza OBHIi BaroBuii KiGeppusiKky C HHUIi BaroBui
j Koedinient W; Y Er Koedinient W;
BigmoBsa OCHOBHOTO 0,6 (xibeparaka
1 TEXHOJIOTIYHOTO oOJaTHaHHA 0,30 MOXE BIUTUHYTH Ha 0,39
(peakTop, TypOiHa, HACOCH) CHCTEMH KOHTPOJTIO)
[Tomunka mepconany npu .
.. P 1y 1ip 0,4 (comianpHa
yIpaBJiHHI TEXHOJOTYHUMH 0,20 . . . 0,24
2 imKeHepis, QimmHr)
poLecaMu
30BHIIIHI MIPUPOTHI .
PHPOJH 0 (xibep3arpo3u He
(daxTopu (3emieTpycH, IIOBEHI, 0,15 0,15
3 . BIUINBAIOTH)
eKCTpEeMaJIbHI TeMIepaTypH)
BinmoBa CUCTEM 020 0,8 (Manimymsmii 3 028
4 O0XOJIOJPKECHHS ' npatunkamu, SCADA) '
[opymenns 015 0,5 (xibeparaku Ha 019
5 €JIEKTPONIOCTadYaHHs 330BHI ' E€HEPrOMEPEKY) '

3 OTpUMaHUX JaHUX PO3PAXYHKY
MOMi()iIKOBaHOTO  BaroBoro  Koe(ilieHTy
BUJHO, IO 3pOCiia BaXJIMBICTh TEXHIYHHX 1
OpraHi3alifHUX pPH3WKIB, IO MAalOTh Kidep-
KOMITOHEHT (CHCTEMH OXOJIO[KEHHSI, TEXHOJIO-
riuHe oO0JIaJHAHHSI); IPUPOAHI (aKTOpH 3aiu-
mmimcss 0e3 3MiH, OCKUTBKM KiGep3arpos3m ix
HE TOCHJIIOIOTh, @ PU3HUK JIOJICHKOrO (hakTopy
MiIBUIIMBCS Yepe3 BIUIMB KiOepcolialbHUX
atak. [Ipu mpoMy iHTErpaJbHHH pPO3pPaXyHOK
pmsuky s AEC mnoxaszaB, iHTerpaibHHUi
iHgeKc 0e3 kibeprkommoHeHTa nopiBHIOE 10,65,
a IHTerpaJbHUHN 1HAEKC 3 KiOEPKOMIIOHEHTOM -
13.57, mo cBimquuTh nipo npupict: +27.4%.

Jns Bizyamizamii OTpUMaHHX MaHHUX 1
OIIIHFOBAHHS 3araJibHOTO PIBHS 3 METOI BH3HA-
YEeHHs] MPHUHHATHOCTI PHU3UKY Ta PO3pPOOKH
PEKOMEHIALIN A7 MOJANIBIIOTO YIPaBIiHHA
EHEProMiINPUEMCTBOM BUKOPHCTOBYIOTH MaT-
puii pu3uky. Kinacuuni MaTpuiii pusuky rpyH-
TYIOThCSI Ha KOMOiHamii #MoBipHOCTI momii Ta
crymeHst i HacmingkiB. JlogaBaHHS KiOepKOM-
MOHEHTa Tependavae BKIIOYEHHS TPETHOTO
BUMIpY — iHGOPMAIIHHOTO BIUTUBY (HAIIPUIIA,
BIUIMB Ha JOCTYIHICTb, LUTICHICTh Ta KOH(]I-
JeHIliMHICTh naHux) (Tadn. 4). Lle mo3Bossie
orpuMat OaratoBuMmipHi Mmatpumi - 3D-mart-
pUIll PU3WKIB, Jie Ha OCIX BiJOOpakaroThCs
HWMOBIpHICTh, HacHiIKu Ta KibepdakTop (puc.
2), 1€ YMM BHIIE PU3UK, THM OJIMKYE KOJip
TOYKH IO YEPBOHOT'O, @ MIPU HU3BKOMY PH3HUKY
- 3esieHMd. Take TNpeacTaBIEHHS JONOMAarae
KEepIBHUKaM  CHEPromiJIIPUEMCTB  IIBUJIKO
IZICHTU(IKYBaTH HAWOUTIBII KPUTUYHI PH3HKH,
y AKHX KiOeppaKTop CYTTEBO IOCUIIIOE
3arpo3sy.
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3anponoHoBaHa METOAMKA OLIHIOBAHHS
pPiBHA PHU3UKIB, IO MOETHYE KBaTiMETPUYHI
IiIXOM 3 ypaxyBaHHSIM Kibep3arpos3, Mae HU3-
Ky IIepeBar, a 11 3aCTOCYBaHHs JO3BOJISE OTPU-
MaTd OUTBII KOMIUIEKCHY KapTHUHY Oe3IeKd
HiAPUEMCTBA, OCKUIBKM B aHali3 1HTET-
PYIOTBCS TEXHIYHI, OpraHi3amiiiHi Ta Kibepdax-
Topu. ['HYUKiCTh cCHCTEMH BaroBux KoedillieH-
TiB 3a0€31euye MOXJIMBICTh ajanTariii Mojeni
JI0 JIUHAMIYHUX 3MiH CEpEIOBHINA Ta IOSBU
HOBHX THIIIB 3arpo3. BaxknmBuM pe3yibTaToM
€ MOXJIMBICTH Bi3yalriallii OI[iHOK Yy BHIJISIII
0araToBUMIipHHX MAaTpHIlb PH3HKIB, IO 1CTOT-
HO CIIpOLIy€ MpOLeC MNPUHHATTA yIpaB-
THCHKUX PIllIeHb 1 MiABUIIYE TOYHICTH MPOT-
HO3yBaHHs. Pa3oMm 3 TUM MeToIuKa Mae MeBHi
OOMEXeHHS, SKi HEOOXiZHO BpaxOBYBaTH NpPHU
MIPaKTUYHOMY 3acTocyBaHHi. Hacammepen pe-
3yJIBTaTH 3HAYHOIO MIPOI0 3aJIeKAaTh BiJ| IKOCTI
BUXIJIHUX JaHHMX: JIOCTOBIPHOCTI CTaTHCTHUKU
IHITU/ICHTIB, IOBHOTH iH(popMarii momo kidep-
3arpo3 Ta KOPEKTHOCTI (hOpMyBaHHs MOKa3HU-
kiB. Jlyg 3a0e3meueHHst 00 €KTUBHOCTI OIIHOK
BUHHKA€E TOTpeda y 3alydeHHI eKCIepTiB JUIs
BCTAaHOBJIIGHHS Ta KOPWUTYBaHHS BaroBUX
KOe(ILIEHTIB, 1[0 MOXKE 3YMOBJIIOBATH ICBHY
Cy0’eKTHBHICT, Ta mOTpPeOye TMIiATOTOBKY
BHUMOT Ta KPHUTEPiiB MpoeciiHuX Ta eTHYHUX
SIKOCTEH, sKI BHCYBAlOTbCS JI0 EKCIEPTIB.
JlonaTkoBUM BHUKJIMKOM € MaclITa0yBaHHS
METOAMKH JJIsi BEJIMKUX HiANPUEMCTB i3
PI3HOPIIHUMHM TEXHOJOTIYHHMH IPOLECaMHU,
10 YCKJIQJHIOE 11 MPAKTUYHE BUKOPUCTAHHS
0e3 momepeaHBOi amamTarii, OO OCOOIHBO
BaXKJIMBO JIs1 00’ €KTIB MiABHILIEHO] HEOE3IEKH,
KPUTHYHOT iHQPACTPYKTYPH, TOIIO.
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Puc. 2— Bizyanizauis 3D-marpuui pusukis 1is 6a3oBux 3arpo3 AEC 3 ypaxyBaHHSM 4acy BHSIBICHHS
3arposu D: X — itmoBipricTs noaii (P); Y — BmmB/Haciaku Hebaxanoi moii (/); Z — kibepxkommonent (C)
Fig. 2 — Visualization of the 3D risk matrix for basic NPP threats taking into account the threat detection
time D: X — probability of an event (P); Y — impact/consequences of an undesirable event (1); Z — cyber
component (C)

Table 4

Table of indicators with weights for the occurrence of an undesirable event (threat) at an energy

enterprise
Taoauus 4

Tabnuisg noka3HKKIB 3 BaraMH HaCTaHHs HeO0aXaHOi Moii (3arpo3) Ha eHepreTHYHOMY IiJIIPUEMCTBI

[Toka3HHK OLIHKU Omuc OnuHuLi Bara
PH3HKY BUMIPIOBaHHS (W)
P — MimoBipHicTh
PHICTS | YactoTa BAHUKHEHHS MOJii 6an (1-5) 0,3
HacTaHHs HebaxxaHoi moii
. PiBenb 1mikonu ((iHaHCOBOT
| — BB, Hacmiaku - ((.1.) ’ 6ai (1-5) 0,4
penyTaniiHoi)
C — KibepkoMIioHeHT VYpaznuBicTs 10 Kibep3arpo3 6an (1-5) 0,2
HIBuaKicT BUSBICHHS .
D — Yac BusBiIeHHS BHL TOIVHW/qH1 0,1
IHIMICHTY
BucHoBkn
CyuacHui pO3BHUTOK iH(OpMALIHUX VSBJIGHHS TPO CTaH 3aXWIIEHOCTI 00’€KTa Ta

TEXHOJIOTIH J]a€ MOKJIMBOCTI ISl PO3BUTKY Ta
aBTOMAaTH3allli CKIQJIHUX CHCTEM Ta iH(-
pacTpykTyp, Ta pa3oM 3 THM HOCTarOTh
NWTaHHS Ta BUKIUKA IIOJ0 3a0e3NedeHHs
Oe3mekn 3 ypaxyBaHHSIM MOJMIIMBUX 3arpo3
HeOa)KaHOTO BTPY4YaHHA B pOOOTY aBTOMa-
TU30BaHMX 1HQOpMALiMHMX cHuCTeM, IO
HEOOXiZTHO  BpaxoBYBaTH TP  PO3pOOKHU
cTpaTerii  ympaBliHHS  HiANPUEMCTBAMH.
[IpoBenene MoCiHKEHHS TO3BOIHIIO CHOPMY-
BaTH HAyKOBO OOIPYHTOBaHY  METOIMKY
OIIIHIOBAHHS piBHA O€3MeKH MiIIMPUEMCTBA 3
ypaxyBaHHSIM  Kibep3arpo3, sKa TMO€IHYE
KBJIIMETPUYHI MIXOAH Ta MOIUQIKOBaHY
CHCTEMY BaroBux KoegilieHTiB. Y pe3yibraTi
0yJ10 OTpHMAaHO IHTErpajbHYy MOJE/b OILIHIO-
BaHHs PH3HKIB, 10 3a0e3neuye OuIbII MOBHE
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JI03BOJISIE BUSIBIISATH KPUTHYHI BPA3JIMBOCTI IIe
Ha eTami IUIaHyBaHHs 3ax0fiB Oe3rneku, abo x
NPy MPUHUHSATTI pillleHb B TIporieci PyHKIIOHY-
BaHHs. [IpakTHyHe 3Ha4YeHHS POOOTH IOJSTaE
Yy MOKJIMBOCTI aJanTtauii METOJUKH 10 CTICIH-
(GikM aTOMHO-CHEPreTHYHOTO KOMILIEKCY, Jie
MOEAHAHHS TPAJULIMHAX TEXHOTEHHHUX 3arpo3
i cydacHuUX KiOeppu3ukiB (Qopmye 0coOIMBO
BHCOKHI piBEeHb MOTEHIIHHOI HeOe3neku. Tak,
B poOoTi posrisiHyTo 0a30Bi 3arpo3u JuIs
aTOMHOI €JIeKTPOCTaHLil, IO AajJ0 MOXKJIH-
BiCTh: BWIUIUTH TPUXOBaHI Ypa3lMBOCTI —
HANPUKIIAJ], BIJIMOBA CHCTEM OXOJIOJKEHHS
MOke OyTHM He JHMIIEe HACHIiAKOM (i3uuHOI
HECTPaBHOCTI, a ¥ pPe3yabTaTOM MaHiIyJIsii
MIPOTPAMHUM 3a0€3TCUSHHSM Ui BUKPHBIICHHS
JaHMX BiJl IAaTYMKiB, MO OyJIO BPaXOBaHO IIPH
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OIIIHKU PU3UKy. TakuM YUHOM, 3aCTOCYBaHHS
MOJIeNll JICMOHCTPY€E, IO pealbHa KapTUHA
pusukiB AEC 3HaYHOIO MipOI0 3MIHIOETHCS 3a
paxyHOK KiOEpKOMIIOHEHTa. Y TOPIBHSHHI 3
KIIACHYHUMH OITIHKaMH, IHTETPAILHHNA PIBCHb
pU3UKy migBuinyeThbcss Ha 10-25 %, mo
CBITUHTH TPO  HEOOXIJAHICTH  CHCTEMHOI
iHTerpanii 3axofiB KiOep3axucTy B 3arajbHy

moOy/IOBH  aJalTHBHUX CHUCTEM YIIPaBIIiHHS
PHU3UKAMH. Bukopucranus AITOPUTMIB
MAIIMHHOTO HABYaHHS JIO3BOJIUTH HE JIHIIIEC
MIJBUIIATA TOYHICTh IHTETPAJILHUX OIIHOK,
alle W peanmizyBaTH TPOTHO3YBAHHS TIOSBH
HOBUX Ki0Oep3arpos, IO Hapa3i € OJHHUM i3
KIJIFOUOBMX BHKIIMKIB JJII CHUCTEM KPUTHYHOI
iHppacTpykTypu. OUIKy€ThCS, IO PO3BUTOK

MOJIITUKY O€3TeKH aTOMHOI €HEPTETHKH. OUX  MAXOMIB  CIPUATAME  CTBOPEHHIO

[MoganpmmM ~ HampsiMOM  PO3BUTKY IHTEJIEKTYaJIbHAX CHCTEM MOHITOPHHTY, SKi
JOCHTIDKEHHSI € 3aCTOCYBaHHS TEXHOJIOTIH 3a0be3neyaTh MPOAKTHBHE pearyBaHHsS Ha
MITY9HOTO IHTENEeKTy Ui aBTOMaTH3allii PU3WKH Ta MiABUINATH CTIHKICTH MiAPHUEMCTB
0o0pOOJIeHHST BENMUKWX MACHBIB JaHUX 1 y IWHAMIYHOMY CEepPEeOBHII CY9aCHUX 3arpo3

Kounduaikr inTepeci

ABTOpY 3asIBJIAIOTH, 1[0 KOH(QIIIKTY iHTEpeciB moa0 myoiikaiii pykomnucy Hemae. KpiM Toro,
aBTOPH TIOBHICTIO JOTPUMYBAIWCh €THYHUX HOPM, BKIFOUAIOYM IUIariat, Qamscudikailito JaHuX Ta
MOJIBIHHY ITyOJTiKaIlito.
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IMPROVING QUALIMETRIC APPROACHES TO RISK ASSESSMENT OF ENERGY
COMPANIES TAKING INTO ACCOUNT CYBERSECURITY ASPECTS

The article considers the possibility of applying qualimetric approaches to risk assessment, taking into
account modern aspects of cyber threats arising in energy enterprises. For the purpose of risk assessment and
management, the scientific, technical and regulatory framework was analysed and an algorithmic scheme was
proposed that takes into account the cyber component, which is both a separate threat to the functioning of an
energy enterprise and can influence other threats of various nature, and as a result increase the overall risk level.
In the course of the study, a scientifically based methodology for assessing the level of enterprise security, taking
into account cyber threats, was developed. The proposed approach combines qualimetric methods and a
modified system of weighting coefficients, which made it possible to form an integrated risk analysis model that
provides a more comprehensive view of the state of security of the and enables the timely detection of critical
vulnerabilities both at the stage of planning security measures and during the adoption of management decisions
in the course of operations. The study analysed the basic threats to a nuclear power plant, which made it possible
to identify hidden threats, namely, it was established that the failure of cooling systems can be caused not only
by physical malfunctions, but also by deliberate interference with software or distortion of sensor signals, which
is taken into account when assessing risks. The paper presents a visualisation of risk assessment in the form of a
3D risk matrix with a cyber component, which provides a better understanding and helps energy company
managers quickly identify the most critical risks in which the cyber factor significantly increases the threat. The
application of the integrated model has shown that the actual level of risk at a nuclear power plant increases
significantly due to the cyber component. Compared to the baseline assessment, the integrated risk indicator,
taking into account the cyber component, increases by 10-25%, confirming the need for the systematic inclusion
of cyber protection measures in the overall nuclear energy security policy.

KEYWORDS: risk, qualimetric approach, energy companies, cyber threats, assessment, risk matrices
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