ISSN 2079-1747 MaumiHo6ynyBanss. 2025. Ne36 Merpostorist Ta iHdopMariiiHO-BUMIpIOBaIbHI TEXHOJIOTI]

https://doi.org/10.26565/2079-1747-2025-36-10
YK 658.62.018.012

1A. s1. JUCEHKO,

acmipaHT Kadenpu aBTOMaTH3allil, METPOJIOTIT Ta eHeproe()eKTUBHUX TEXHOJIOTiH

e-mail: dagost@ukr.net ORCID: https://orcid.org/0009-0007-3916-8029
'P. C. HOC,
acmipaHT Kadeapu aBTOMATH3AIli1, METPOJIOTi Ta eHeproe(peKTUBHUX TEXHOJIOTIH
e-mail: nosruslan@gmail.com ORCID: https://orcid.org/0009-0006-5391-7703
K. I. MA3BOPYVYK,
acripaHTKa Kadeapu aBToMaTn3allii, MeTpoJIorii Ta eHeproe()eKTUBHIX TEXHOJIOTiH
e-mail: ekaterina.mazorchuk@gmail.com ORCID: https://orcid.org/0009-0001-0769-4872

!C. CHEIOa0B,
acmipaHT Kadeapu aBTOMaTH3aIlil, METPOJIOTii Ta eHeproe(peKTHBHNX TEXHOJIOTIH
e-mail: titansv2017@gmail.com ORCID: https://orcid.org/0000-0003-3561-6924
' Xapriecoxuti nayionanonuii ynieepcumem im. B. H. Kapaszina
Maiiman CBobosu, 4, M. Xapkis, 61022, YkpaiHa.

YIAOCKOHAJIEHHSA KBAJIIMETPHYHUX HIAXOAIB JO ONIHIOBAHHSA
PU3UKIB EHEPT'OIIILAITIPUEMCTB 3 YPAXYBAHHSM ACIIEKTIB KIBEPBE3IIEKHU

VY cTarTi po3rNISHYTO MOMIIMBICTH 3aCTOCYBAaHHS KBaJTIMETPHUYHUX MiJXOJIB JO OLIHIOBAHHS PHU3MKIB 3
ypaxyBaHHS Cy4YacHHMX acleKTiB KiOep3arpos, 10 BHHHUKAIOTh Ha EHEPTeTHMYHUX MIANPUEMCTBAX. 3 METOO
OLIIHIOBAHHS 1 YIpaBIiHHS PU3UKAMHU [IPOAHANII30BAHO HAYKO-TEXHIYHY 1 HOPMATHBHY 0a3y i 3alpOIIOHOBAaHO
AITOPUTM-CXEMY SIKa BpPaxoBYe KiOEpKOMIIOHEHT, SKMHA € SK OKpPEMOIO 3arpo3or Juisi (YHKIIOHYBaHHS
EHepromiAMPUEMCTBA, TaK 1 MOXE BIUIMBAaTH Ha 1HII 3arpo3W PIi3HOTO XapakTepy, i SIK HACIIMOK MiIBUIIUTH
PiBCHb 3arajbHOTO PU3MKY. Y XOJi MPOBEICHOTO AOCIIPKEHHS OyJI0 pO3pOO0JCHO HAYKOBO-OOIPYHTOBaHY
METOAMKY OIIHIOBaHHS PIiBHA OE3MEKHW MiAMPUEMCTBA 3 YpaxXyBaHHSAM KiOep3arpos. 3amporoHOBaHWN MiAXin
MOEAHY€E KBAJIIMETPIYHI METOTU Ta MOAM(iKOBaHY CHCTEMY BaroBUX KOe(ilie€HTIB, IO a0 3MOTY COPMYBaTH
IHTEeTpaJbHy MOJCTH aHAN3Y PHU3UKIB, IO 3a0e3rmeuye OibIl KOMIUIEKCHE YSBJICHHS IPO CTaH 3aXHIICHOCTI
00’ekTa Ta Ja€ MOJJIMBICTh CBO€YACHO BUSIBIITH KPUTHYHI BPa3IMBOCTI K HAa €Tall IUIAHyBaHHS 3aXOJiB
Oe3mekw, Tak 1 Wi 9Yac yXBaJleHHs YIPaBIiHCHKUX pillleHb y Tporeci (QyHKIioHyBaHHS. Y HOCIHIiIKEHHI
MpoaHali3oBaHO 0a30Bi 3arpo3u Uil aTOMHOI €JIEKTPOCTAaHIIil, 110 J03BOJMWIO 1eHTH(IKYBATH NPHUXOBaHI
3arpo3H, a came, BCTAaHOBIICHO, 110 BiMOBa CUCTEM OXOJIO/PKEHHS MOXKe OyTH CIIpUYMHEHa He Jinie Qi3uIHuME
HECHPABHOCTSIMH, a 1 LIJECHPSIMOBAHUM BTPYUYaHHSIM y MpOTrpaMHe 3a0e3NeUeHHs] Yi CIIOTBOPEHHSM CHUTHAIIIB
JIATYHKIB, 10 BPAaXOBAHO ITijl Yac OL[IHKM PH3MKIB. B poOoOTi mpencraBieHo Bidyaii3allisi OLIHIOBAHHS PU3UKIB Yy
Buraal 3D marpuii pu3MKIiB 3 KiOEPKOMIIOHEHTOM, sika Ja€ Kpallle YSBJICHHS Ta JOlOMara€ KepiBHHKaM
EHepromiIMPUEMCTB IIBUAKO iIeHTH(IKYBaTH HAaWOUIbII KPUTHUYHI DU3UKH, Y SKHUX Kibepdaktop CyTTEBO
MOCHITFOE 3arpo3y. 3aCTOCYBaHHS IHTETPaNbHOI MOJEIN 3aCBIAYMIIO, MO (paKTHIHHWHA PiBEHb PHU3HUKIB aTOMHOI
€JNIEKTPOCTAHIIIi ICTOTHO 3pOCTa€ 3a pPaxyHOK KiOEpKOMIIOHEHTa. Y TIOpiBHAHHI 3 0a30BHM BapiaHTOM
OLIIHIOBAaHHSI, iHTErpaJIbHUI MMOKAa3HUK PU3HKY 3 BpaxXyBaHHSAM KiOepKOMIOHEHTa MiaBHILyeThcs Ha 10-25 %, mio
MiATBEPIKYE HEOOXiTHICTP CHCTEMHOTO BKIIIOYCHHS 3aXOJiB KiOep3axUCTy IO 3arallbHOi IOJITHKH O€3MeKH
aTOMHOI €HEpPreTHKH.
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IlocTanoBka nmpo0saemMH Ta ii 3B’A30K i3 BAXKJIIMBHMH HAYKOBUMH YH NMPAKTHYHAMHA
3aBAaAHHSAMH

Y cyyacHMX yMOBax JMHAMIYHOTO
PO3BUTKY TEXHOJOTIH Ta MiJBUILEHHS BHUMOT
JIo Oe3MeKH I APUEMCTB, TIPOIIEC OIIHIOBAHHS
PHU3HKIB CTa€ HEBII €EMHUM €IEMEHTOM e(dek-
TUBHOTO YIIPABIiHHS SKICTIO (DYyHKIIOHYBaHHS
Ta 3a0e3MeUeHHS BiIMOBITHOCTI HOPMAaTHBHIM
BUMOTaM Ta TapaMmerpaM. PH3WKH MOXYTh
BUHHMKATH Ha BCIX eTamax >XHTTEBOTO IUKIY
MiAIPUEMCTBA - BiJl IPOCKTYBAaHHS Ta BUPOO-
HUNTBa (YHKIIIOHYBaHHS) 10 eKCILTyaTalii B
MO3aIPOEKTHI TEPMiHH, 3HSTTS 3 eKCILTyaTawii
Ta yTWIi3adii BilOpanbOBaHUX MarTepiaiiB Ta

obOmagnanHs. CBoeyacHa ifeHTH]iKamia Ta
MIHIMI3alliss PU3MKIB JO3BOJISIE HE JIUIIE
3armo0irTd  MOTCHLIWHUM  3arpo3aMm  JJis

colliyMa Ta HaBKOJMIIHLOTO CEpEelOBHIIA, ale
W ONTHMI3yBaTH MPOILECH, 3MEHIIUTHA BUTPATH
Ta MIBANOIUTH KOHKYPEHTOCIPOMOXKHICTH
i IPUEMCTBA.

Cy4acHi eHepromianprueMcTBa GyHKITIO-
HYIOTb Y CKJIQJHOMY CEPEIOBHII, IO 3yMOB-
JICHO IIOCTIHHMMHU 3MiHAMH, SK BHXIJHUX
mapaMeTpiB, TaKk i BHMOT IO TIPOIIECiB, e
e()eKTUBHICT, BHPOOHUIITBA Ta HAMIHHICT
MOCTaYaHHS CHEPrii 3ajie)kaTh HE JIMIIC BiJ
TEXHIYHOTO CTaHy OOJaJHaHHSA, a W BiX
3ATHOCTI CBOEYACHO iIeHTH(]IKYBaTH Ta MiHi-
MmizyBatn pu3ukd. Lludposizamis eHepre-

TUYHOI Taly3i, 1o nepeadavyae BIPOBAIKCHHS
ABTOMAaTH30BaHHUX CUCTEM yIpaBIIiHHS,
IHTEJNIEKTyallbHUX ~ Mepexk  (smart  grids),
intepuety peueit (IoT) Ta TexHOMOTIH BEMUKIX
mannx (Big Data), 3HauHO pPO3MIMPIOE
MOXITUBOCTI (DYHKIIOHYBaHHS, 3a0e3IeYeHHs
Oe3nexy, MOHITOPUHTY Ta TPOTHO3YBaHHS
MOJATBIIOT0 TEXHIYHOTO CTaHy, ajle BOAHOYAC
CTBOPIOE HOB1 BUKJIMKH 1 3aTPO3H.

B ymoBax mepexomy 10 «mudpoBoi
SHEPreTHKI» TPAJUIIIHHI MIXOIH O OIIHIO-
BaHHS PHU3UKIB BTPavyalOTh EQPEKTHBHICTD,
aJKE 3pPOCTA€ KUTBKICTh MOTCHIMHUX 3arpos,
30KpeMa KiOeppH3WKiB, TEXHOTCHHHX aBapii,
3001B Yy IU(PPOBUX CUCTEMax YIPABIIHHS Ta
NOMWJIOK Y POOOTI alrOpUTMIB (QYHKIIOHY-
BaHHS, IO MOTpeOy€e yIOCKOHAJICHHSI METOJI0-
JOTii PU3UK-MEHEIDKMEHTY 3 YpaxyBaHHIM
inTerpamnii mudpoBux TEXHOIOTIH, 3a0e3meyueH-
HA KiOepOe3mekn Ta WiABHINEHHS CTilKOCTI
iH(paCcTPYKTypH 10 KOMIUIEKCHUX BILTUBIB.

Takum YHHOM, aKTyalbHICTh HOCHIJ-
JKEHHS TIOJISTae y HEeoOXiAHOCTI (opMyBaHHS
CyJaCHMX METOIB OIlIHIOBaHHS PH3HKIB IS
EHEPIOMIIPUEMCTB, SIKi 3IaTHI aJanTyBaTUCS
0 YMOB 1udpoBizanii Ta 3abe3neynTH
OesmepepBHicTh, Oe3meky W e(eKTHUBHICTh
E€HEepPreTUYHHUX MPOLECIB.

AHaJi3 ocTaHHIX J0oCaiTKeHb | myOaikamiii

KpanmimMerpnunmii miaxig, Sk OIWUH 3
HAayKOBO-TIPAaKTUYHUX METOJIB, BHKOPUCTO-
BYIOTh JIO KUTBKICHOI OIIHKH SKOCTi CKJIQJTHUX
00’€KTIB 1 TpoIIECiB MUITXOM NMOOYIOBH IHTET-
paIbHUX TIOKa3HWKIB HAa 0E3pO3MipHHUX IIIKa-
Jax, HOPMYBaHHS Ta 3Ba)KyBaHHS KOMITOHEHTIB
SIKOCTI, 10 YCIIIIIHO BHPOBA/KYETHCS Ta JOC-
JKYEThCSI HAYKOBISIMU B MallIMHOOY/TyBaHHI,
Xap4oBill MPOMUCIOBOCTI, EHepreTuHil cde-
pi, (hiHAHCOBI# AiSUILHOCTI, OCBITI, TomIO [1-5].
VY 3actrocyBaHHI JI0 pU3UK-MEHEHDKMEHTY KBa-
JTIMETPUYHI METO/IU JTO3BOJISIFOTH TIEPETBOPUTH
SKiCHI (eKCIepTHi) CyJDKeHHS mpo (akTopu
pU3UKy y (GopMaii3oBaHi YHCIOBI MOKA3HHUKH,
IO CHPOUIyE paHXyBaHHS pHU3HKIB Ta
NPUAHSTTS YOPaBIiHCHKUX PillleHsb [0, 7].

VY KJIacHYHHUX KBAJIIMETPUUYHHUX CXEeMax
BUKOPHUCTOBYIOTh 0araTocTyleHeBe 3BaXKyBaH-
HSl KpUTEpiiB (EKCIepTHI Baru), MpHUBEACHHS
MOKA3HUKIB JI0 €JUHOI Oe3pO3MipHOi MIKaIn
(Hopmamizauis), Ta arperyBaHHs (Cyma, 3Baxe-
Ha cyma abo cknaaHimn ¢yskuii). g vactu-
HU igeHTUIKALIl Ta OLIHIOBAHHS PU3UKIB, B
SKOCTI THCTPYMEHTIB BUKOPHCTOBYIOTh
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MaTpulll OLIHOK, mKkanu Jlaiikepra, MeToau
pamKyBaHHS Ta OaraTOKpUTEpiallbHUM aHai3
[8-10]. Cyuacni poOOTH TaKOX HPONOHYIOTH
OTPUMYBATH PO3MOJUIA TIOKa3HHUKIB 1 PU3HKIB
Yyepe3 CTaTHCTHUYHE MOJENIOBAHHA ILiJIbHOCTI
OIIIHOK, IO JIa€ 3MOT'Y BH3HAYaTH WMOBIpHICHI
inTepBanu pusuky [11, 12].

VY eHepreTMYHOMY CEKTOpPi BHKOPHCTO-
BYIOTBCSL K cyTo KinbkicHi migxomu (QRA,
Monte-Carlo), Tak i HamiBKUIBKICHI Ta KBaJi-
METPUYHI METOJUKW JJIS IIBUAKOI PaHrOBOI
OIIIHKH BEJIMKOI KIJIbKOCTI PU3UKIB: TEXHIUHUX,
OpraHi3amifHuX, €KOJIOTIYHHUX Ta Jedali
YacTille aneiTh J0 HEoOXiIHOCTI Bpaxy-
BaHHS KiOeppu3ukiB. [IpakTHuHi MOCIOHHKH
Ul eHepreTHYHol iHQPaCTPyKTypH MiJ Kpec-
JIOIOTh B&KJIMBICTh MOEJHAHHA SIKICHUX €KC-
MEPTHUX OLIHOK 3 KUIBKICHUMH 1HCTPYMEHT-
TamH, a0 MeToAuKa Oyina BOAHOYAC OOIpyH-
TOBaHOI0, TPO30pPOI0 Ta 3aCTOCOBHOIO Yy pe-
CYpPCHUX OOMEXEHHSX, aJKe 4acTO MPOTHO3Y-
BaHHS PH3MKIB YCKIAJHEHO Yy 3BS3KY 3
OOMEXeHICTIO craTHCTHYHOI 1H(opMmarii [13-
16].
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Ocranni gocmimkenas [17-19] moka-
3YIOTb, IO ISl €HepPTrOMiANPHEMCTB €(PEeKTHB-
Ha METOJWKa MOBUHHA OyTH OaraTtopiBHEBOIO:
(1) inBeHTapu3auisa o0’ ekTiB/cucteM, (2) iaeH-
TtrdiKaIisg 3arpo3 i Bpa3auBocTei, (3) ekcrepr-
HE TIPUCBOEHHS IIOKA3HUKIB SKOCTI/ypa3iu-
BocTi, (4) HopMmami3alisi Ta arperyBaHHi Y
iHTerpanbHuil pu3uk. Y pobortax [20-22], mo
JOCTIKYIOTh €HepreTHKYy Ta CyMiKHI Tramysi
(madroras, BITHOBIIOBAaHA CHEPTETHKA), Bil3-
HAYA€ThCS TPEHJ 10 KOMOIHYBaHHS KBaJIiTET-
PUYHUX OI[IHOK 3 MOJENISIMH 9acOBO-3aJIEXKHO-
r0 PU3WKY 1 CIIeHapHUM aHaii3oM. [HmmM Ha-
OpSAMOM JTOCITIJIKEHb, € PO3TJISLT MOKIUBOCTI
MOEAHAHHS KBaliMeTpii 3 1HCTpyMEHTamu
MaIlMHHOTO HaBYaHHS, AaHalli30M BEJIHKHX
JIAHUX 1 OHJIAH-MOHITOPUHIOM, III0 Ja€ 3MOTY
aBTOMaTH3yBaTH 30ip OLIHOK, YTOYHIOBATU
BaroBi Koe(illieHTH Ha OCHOBI PETPOCIIEKTHB-
HMX JaHUX, II0J0 IHIMIAEHTIB, 3001B, BiAMOB,
MOJIENIIOBATH PO3MOAUIN HMOBIpHOCTEH Ta
OTEpaTHBHO TEpPepaxoByBaTH  IHTETrpallbHI
pU3UKH Yy pasi 3MiHU cTaHy cucteMu. Ocol-
JMBO BaXXIIMBUM CTa€ BKJIIOUEHHS OKPEMHUX
KiOepIOKa3HUKIB y 3arajbHy KBaJiMETPHUYHY
Monenb (ypasiuBicTh iH(GOpMAIitHO-TEXHIY-
HOI CHCTEMH, Yac BUSBICHHS 1HIUACHTY, MOX-
JUBICTh BiJTHOBJICHHS), OCKIJIbKH KiOepiHIu-
JICHTH BILUIMBAIOTH SIK HA JOCTYIIHICTh, TaK i Ha
MUTICHICTh Ta KOHQIACHIIWHICTh €Heprocep-
BiciB[S, 13].

Sk Big3HawaroTh aBTopu [23, 24]
nepeBaraMi 3aCTOCYBaHHS KBallIMETPHYHOTO
MiAXOAY JUIsl €HEpreTHYHHX CUCTeM € Horo
MPUJIATHICTD JUIsS OI[IHFOBaHHs OararorapMer-
pUYHUX O0’€KTiB, MOXKIUBOCTI IIBUAKOTO
paHXyBaHHS, TPO30PICTh M TPUHHSITTSA
VIPaBIIHCHKUX pillleHb, THYYKICTH BiJIHOCHO
JTOJIaBaHHSI HOBHX TOKAa3HHKIB Ta MapaMeTpiB
BIIMIOBIIHO [0 MOJIEpHI3alii cucTteM Ta
NEepepo3noiyl  3arpo3 1 KpHUTEpiiB OI[HKH.
Pa3zom 3 TUM, KBaJIMETPUYHI MIIXOIH MAIOTh 1
psia OOMeXeHb, 10 HEeoOXiTHO BpPaXxOBYBATH
npu X 3acToCyBaHHI, SK TO BiJIIOBITHHAN
npodecioHanizm Ta HEYIEePeDKEHICTh
€KCIepTTiB, NpOOIeMH 31 CTATUCTUYHOIO Bai-
Jalli€l0 y pasi BIICYTHOCTI BEMKUX HAOOPiB
JAHUX IHIMICHTIB, 10 XapaKTEPHO IS
BEIIMKUX  CEHEPreTHYHHX KOMIUIEKCIB, SIK
aTOMHI CTaHIlii, HEOOXiMHICTh iHTEerpamii 3
KIJIBKICHUMHA MOJIEISAMHU IS OLIHKU BEJMKHUX

TEXHIYHUX PHU3HKIB (HANpUKIal, BHOYXIB,
MOYKE)K, MEXaHIYHHMX BiIMOB, TOIIO).
Amnamiz mitepatypu [25-28] mokazye

KJIFOYOBI1 MporajJitiHu B CyYaCHUX HAYKOBHUX
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ITOPUTMax OLIHIOBAaHHA PHU3HKIB, 0COOIMBO
JUISL YKpalHCHKUX €HEPrOCHUCTEM, a came IOT-
peba B craHAapTH30BaHWX HaOopax KiOepiH-
OUKAaToOpiB Ui €HEeProceKkTopa, po3pOKH
METOHIB OO0 €KTHBI3aIlii EKCIEePTHHX Bar
(HampuKknanm, 4epe3 arperyBaHHS JaHHX PO
IHIUIEHTH abo MaIlliHHE HABYaHHS),
iHTerpallis KBaIiMEeTpii 3 pealbHUM time-series
MOHITOPHHTOM Ta CICHAPHUM  aHaJIi30M
CTIHKOCTI, poO3poOKa TIOXOAiB  Baimarii
KBaJIIMETPUYHUX MOJEIed Ha OCHOBI icTo-
PUYHUX KEHUCIB 1 CUMYIISIIIH.

KpamiMeTpudHi MeTOAM € TPAKTHUIHIM
IHCTPYMEHTOM [UIsS OLIHIOBAaHHA PH3HKIB Yy
EHEPreTHIll, OCOOJIMBO KOJIU MOTPIOHO HIBUIKO
pamKyBaTH OaraTto pi3HOPIAHHUX 3arpo3 Ta
BpaxyBaTH SKicHi ¢akTopu (BKJIIOYHO 3
kiOepOesnekoro). OpnHak Ui IiJBUIICHHS
HaJIHOCTI pe3ynbpTariB iX MOTpPiOHO KOMOI-
HyBaTH 3 KUTbKICHUIMH METOJaMH, YIAOCKOHa-
JIOBaTH TPOLENypH OTPUMAHHS i TepeBipKH
EKCTIEPTHUX Bar Ta BHUKOPUCTOBYBATH MOX-
muBocTi IT (amamiThka BemukuX maHux, ML)
JUTSL 3HMDKEHHS Cy0’ €KTHMBHOCTI Ta IMiIBUIIICHHS
aIalTUBHOCTI MOJIEJIEH.

Takox, cmig 3a3HaunTH, MO y chepi
yIpaBIiHHSA pPU3MKaMHU Ta KibepOe3mekw s
SHEPTeTUYHUX IMiJIPUEMCTB KIIFOYOBE 3HAYCH-
HA MAalOTh MDKHapoOAHI CTaHAapTH, SKi
3aJIal0Th METOJIOJIOTIYHI OCHOBHU Ta MPaKTHUYHI
iHCTpyMeHTH ouiHtoBanHsA. Tak, ISO 31000
“Risk Management — Guidelines” [29] Bu3Ha-
Yyae 3arajibHi TPUHIWOH, CTPYKTYpy Ta
NPOIIECH YNPABIIHHA PU3UKAMH Ta 3a0e31euye
VHIBEpCaJbHY METOJOJIOTIYHY OCHOBY, fKa
JIO3BOJISIE QIANITYBaTH YNPABIIHHS PH3UKAMH
o crenudikn eHEepPreTHYHUX MiIIpPUEMCTB.
Baxnueo 3a3Hauut, mo ISO 31000 opien-
TOBaHMI HAa CHCTEMHHN Miaxim i mepenbadae
ineHTudikamiro, aHami3, OIIHIOBaHHA Ta
00poOKy pHU3UKIB 3  ypaxyBaHHSIM SIK
TEXHIYHUX, TaK 1 OpraHizaiiiiHux ¢axkTopis. ¥
KOHTEKCTI KBamiMeTpii med cranmapt dhopmye
OCHOBY Ul PO3POOKH KUIBKICHHX Ta SIKICHHUX
KpUTEpIiB OIIIHIOBaHHsS pH3HKIB. B cBoio
yepry, ISO/IEC 27001 “Information Security
Management Systems” [30] € npoBiTHUM
cTaHnapToM y cdepi iHpopManiiHOi Oe3neKH,
IO perjiaMeHTye CTBOPEHHS, BIPOBAKEHHS
Ta MIATPUMKY CHCTEM YNpPaBIiHHS iHGOP-
mamiiHoo Oesmekoro (CYIB). [ns enepre-
TUYHUX TIAMPHEMCTB e CTaHIAPT OCOOIUBO
aKTyalbHUH  4Yepe3  3pOCTaHHS  PiBHSA
uu@poBizalii, MAKIOYEHHS 0 “pO3yMHHX
Mepex” (smart grids) Ta BHKOpPHCTaHHS
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SCADA-cucrem. Iarerpaunis MIOJIOXKEHD
ISO/IEC 27001 mo3Bonsie BpaxyBaTh acIieKTH
Kibep3arpo3 y 3araibHId CHCTEMI YIIPaBIIiHHS
pU3MKaMU Ta TOEMHATH iX 13 KBaJiMETpUY-
HuMH Metonamu omiHoBaHHA. NIST SP 800-
82 “Guide to Industrial Control Systems (ICS)
Security” [31] Hamae pexOMEHmAIll IIOA0
3aXUCTy TPOMHCIOBUX CHCTEM YIpPaBIiHHS,
3okpema SCADA (Supervisory Control and
Data Acquisition), DCS (Distributed Control
System) Ta IHIIMX TEXHOJOTIH, SAKiI INMUPOKO
3aCTOCOBYIOTHCS B eHepreTuii. Ha BimMiHy Binx
ISO-cranmapris, nokyment NIST opienroBHa-
HUU Ha TMPaKTHUYHI TEXHIYHI 3aXoau, UI0
JTO3BOJISIE JCTaTi3yBaTH MIIX1/ 10 OLIHIOBaHHS

pusuKiB kibepsarpos [32, 33]. Tak, y [34]
HamiomanpHOro  iHCTHTYTY CTaHAApTiB 1
texnoyorii  CIIIA  (NIST)  pospobaeno
JIOPOXKHIO KapTy PO3BHUTKY KiOepOesrneku st
KpUTHYHOI 1HPPACTPYKTypH Ta BHALICHO
HampsiMM, M0 TMOTPeOYIOTH  MPIOPUTETHOI
yBaru: aBTeHTH(IKalis, aBTOMaTH30BaHHN
0OMIH IHAMKATOPAMH 3arpos, OLlIHKA
BIAMOBIMHOCTI, IMATOTOBKA KajpiB, aHaJi3
JAHWX, YTPaBIIiHHS JIAHIFOTAMH ITOCTAYaHHS,
MIXKHApOAHA CIHIBIIpals Ta CTaHAapTH y cdepi
koH(pigeHmitHOCTI. JlOopoXHS KapTa craja
OCHOBOIO sl (hOpMyBaHHS MiIXOMIB 10
rapMoHizalii Kibep3axucTy B MPOMHCIOBUX Ta
E€HEepPTeTUYHHUX CUCTEMaX.

Table 1

Comparison of international regulatory documents on risk management and cybersecurity in the energy

sectorenergy sector

Taoauna 1
IMopiBHAHHS MD>KHAPOJHUX HOPMATHBHHAX JOKYMEHTIB 3 YIIPaBIIiHHSA pU3UKaMH Ta KibepOesreku B
SHEepreTHIll
Hopmarusuu OcHoOBHa Kiro4oBi mmomoxxeHHsS PeneBanTHICTE 1Is
i TOKYMEHT cdepa 3acToCyBaHHS CHEPTOMiANPHEMCTB
ISO 31000 VYupaiiHHEA - Ipuanumy, 3abe3neuye
“Risk Management | pusukamu (yci cepu | CTpyKTypa Ta Iporec METOJIOJIOTi9HY OCHOBY
— Guidelines” JISUTBHOCTI ) YIPaBJIiHHS PU3UKAMHU JUIS OLIIHIOBAHHS PU3UKIB
- InTerpais B cucreMy | TEXHIYHUX IPOIECIB,
KOpPIOPaTHBHOT'O YIPaBIiHHS yIpaBIiHHS
- Bananc skicHUX Ta IHPPACTPYKTYPOIO Ta
KiJIbKICHUX METOZIIB NPUHHATTS pillleHb y
chepi eHepreTHKH
ISO/IEC YupasiiHHaSA - IloOymnoBa cuctemu Jo3Bossie
27001 “Information | iHQopMariifHOIO yHOpaBITiHHSA 1HPOPMAIIHHOO 3aXUCTUTH JaHi,
Security 0e31eKoro oesnexoro (CYIb) MEpEKEBY
Management - Imentudikanis, aHamiz | iHQPACTPYKTYpPY Ta
Systems” Ta MiHIMI3allis KiOeppH3UKiB SCADA-cucremu
- Konrpons nocrymy, SHePrOMiANPHUEMCTB Bijl
MOHITOPHUHT Ta IHIMICHT- Kibep3arpo3
MEHEKMEHT
NIST SP KibepOesneka - IIpakTnuni 3axoau OpieHToBaHuii Ha
800-82 “Guide to MIPOMHCIIOBUX CHCTEM | Kibep3axucry crienudiky MpoOMHCIOBUX
ICS Security” ynpasiinas (ICS, - Moneni 3arpo3 st CHCTEM, KDUTUYHO
SCADA, DCS) ICS BAXKJIMBUX IS
- IncrpymenTH €HepreTHKY; Jae
MOHITOPUHTY Ta pearyBaHHsI NPaKTUYHI PeKOMEHAalii
3 TEXHIYHOT'O 3aXHCTY
NIST Po3Butok - ABTeHTH]IKaLis TA OpienToBanuii Ha
«Roadmap for KibepOe3neKu is aHaI3 JaHuX 3a0e3neyeHHs
Improving Critical KPUTHYHOI - ABTOMaTH30BaHU Kibep3axucry B
Infrastructure iH}pacTpyKTypH 0OMiH IHIMKaTOpaMu 3arpo3 MIPOMUCIIOBUX Ta
Cybersecurity» - OriHka BiJIMOBIAHOCTI | €HEPTrEeTHUHUX CUCTEMAX
- ITigroToBka kaapiB
- YupaBniHHS
JIaHIFOraMM TIOCTa4yaHHs
- Po3pobka cranmaptiB
y cdepi KoHDiaeHITiHOCTI
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Bukopucranns pexomennamii NIST vy
noeanandi 3 ISO 31000 Ta ISO/IEC 27001
CTBOPIOE KOMIUIEKCHY OCHOBY JJIsl iHTETpoBa-
HOI CHCTeMH YIPaBIiHHS pH3UKaMu Ta 3a0e3-
MeYye METOIOJIOTIYHY Ta MPAaKTHYHY 0a3y A
PO3pOOKM  YAOCKOHANEHUX KBaJiMETPUYHUX
migxoniB. BOHM 103BOJIAIOTE TapMOHI3yBaTH
KIJIBKICHI Ta SKICHI METOOM OLIHIOBAaHHS
pPU3WKIB, BpPaxOBYIOUH HE JIHIIE TEeXHIYHI
rmapameTpu oOaHaHHSA, aje i iHpopMaIliiHO-
KiOepHEeTHYHI acIeKTH, M0 JAefani OijbIie
BIUIMBAIOTh Ha Oe3neky (YyHKIIOHYyBaHHS
eHepromianpueMcTs (Tadm. 1).

B €BpomneiicbkoMy MpOCTOpi, HMUTAHHS
3a0e3medeHHsS KiOepOe3lmekn TaKoX MaroTh
Ba)KJIMBE 3HAUCHHS 1 aKTUBHO OOTOBOPIOIOTHCS
€porneiicbkotro kKomiciero (€K) 3 meroro 3a06e3-
MICUYEHHS 3aXUCTY KPUTHYHOI iHPpaCTPyKTypH.
Tak, €K 3anmpornonyBajia KOMIUIEKCHY Mporpa-
My s TIOCHJICHHS 3aXUCTy KPUTHYHOI
inppactpykrypu (CIP) y nepxaBax-uieHax
€C, y 3BsA3Ky 3 IIUM po3podwuia BiIMmOBiAHUN
TOKyMeHT [35], sikuii BU3HaUa€ OCHOBHI MPHUH-
UMK YOPABIiHHS PU3UKAMHU, MOB’S3aHUMHU 3
¢iznuHUME Ta Kibep3arpo3aMu, Ta OKpECIIOE
pamku cmiBmpani Mix kpainamun €C. Oc-
HOBHHI aKIIEHT POOHMTHCA Ha imeHTHdiKarii
00’€eKTIiB KPUTHYHOT iHQpaCTPYKTYpH,
CTBOpPEHHI €IMHOTO MEXaHi3MY OIliHIOBaHHS
3arpo3 1 3ampoBajpPKEHHI MiJAXOMIB J0 MPEBEH-
TUBHOTO yHpaBiiHHA pusukamu. Y 2015 pomi

€Bporneiicbkka Kowmicis 3amponoHyBana KOH-
uenuito «EHepreTHYHoOro coro3y», crpsMoBa-
HOTO Ha MiJBUIICHHS CTIHKOCTI €HEPreTHYHOL
cucteMu €C, 3MEHIICHHS 3aJIeKHOCTI BiJ
30BHIMIHIX TOCTaYaIbHUKIB €HEPrOpPEecypciB i
aJanTaio 10 BHKJIMKIB 3MiHU KiimaTy [36],
10 3YMOBIIIOE HEOOXIAHICTh IHTErpauii BHYT-
PIIIHBOTO €HEPreTUYHOTO PHHKY, 1HBECTYBaH-
HS Y BIIHOBIIOBaHY €HEPreTHKY Ta IIiIBHIICH-
HS PIBHS CHEPreTUYHOI OC3IEeKH 3a TOIOMO-
ror0 AuBepcHUdiKamii HKepeN IMoCTaYaHHsd Ta
uudpoBi3alii eHeprocucTeM 3 axkIEHTOM Ha
KiOep3axucTi CHEPreTUYHO1 IHPPACTPYKTYPH.

PosrnsHyTi HOpMaTHBHI  JAOKYMEHTH
JIEMOHCTPYIOTH  €BOJIOIII0  MDKHApPOTHUX
MIIXOMIB A0 YIPABIIHHS PU3UKAMH Ta 3aXUCTY
KPUTHYHOI 1HQPACTPYKTYpH, IO BKIIFOYAE 5K
3arajibHy METOOJIOTII0 1 CUCTEeMHHUH MiAXif,
sIKi 3aIpOIIOHOBAaHI B MDKHapOAHUX CTaHIap-
tax [SO 10 KOHKPETHMX TEXHIYHMX Ta
Oprasizarifanx KpOKiB 3 PO3BUTKY
kibep3axmcry, sk B craHgaprax NIST.
€ppomeiickka  Kowmiciss, y cBow  uepry,
30CEPE/DKYEThCSI  HA  IHTErpaIii  IOJIITUK
Oes3mekn Ta eHepreTukn B pamkax €C, ane
CHIJILHOIO PHCOI0 HAa BCiX PIBHAX € aKIEHT Ha
CHUCTEMHOMY yHOpaBIiHHI pU3HKaMH,
MOCHWIIeHHI  KiOepOe3lekn Ta  PO3BHUTKY
MDKHApOJHOI cmiBOpari A 3a0e3redeHHs
CTIMKOCTI EHEpreTMYHMX Ta iHQpacTpyk-
TYpPHHX CHCTEM.

Buknag ocHOBHOro Mmarepiajy

KpamimeTpis gk Hayka Tpo KiJbKiCHE
OIIIHIOBAHHS SIKOCTI 0a3yeThcs Ha inel 00’ €ek-
TUBHOTO BiJJOOpakKeHHS BJIACTUBOCTEH 00’€KTa
yepe3 CUCTEMY BHMMIPIOBAHUX IOKAa3HUKIB., Y
KOHTEKCT1 YHpaBIiHHS PH3UKAMH TEH ITiIXis
JIO3BOJIIE TIEPEUTH BiA SKICHUX CYIDKEHb [0
KUTBKICHUX OI[IHOK, IO IiJBUIIYE TOYHICTh
NPURHSTTS YIPaBIIHCHKUX pilieHb. OCHOBHH-
MU TPUHIUTIIAMHA €. CHCTEMHICTh (ypaxyBaHHS
BCIX  aCMEKTiB  PHU3WKY), KOMIUIEKCHICTh
(OXOINIeHHsT TEXHIYHHMX, OpraHi3allifHuX Ta
COLIAIBHUX  YHMHHHUKIB),  IOPIBHIOBaHICTh
(MOXIHMBICTD  CIIIBCTAaBJICHHST ~ pE3yJIbTATIB
pi3HHX 00’€KTiB abo IMpOIECiB), a TaKOX
aJIeKBaTHICTD (BIAMOBITHICTH OLIIHKHU
peanbHUM YMOBaM (YHKI[IOHYBaHHS CHCTEMH ).

EQexTuBHICTh KBaJIMETPUYHOTO aHai-
3y 3HAa4HOIO MIpOI0 3aJeKUTh BiAg mpa-
BUJIBHOCTI 1000pY TOKAa3HUKIB, AKi BiJl oOpa-
’KalTh CYTHICTh PH3MKIB Ta BIiJIIOBIIAIOThH
BUMOTaM TIOBHOTH, BUMIPIOBAHOCTI, HE 3aJIeXK-
HOCTI Ta 3Hauymiocti [37]. Jlns oriHOBaHHS
PHU3HKIB y BUPOOHMYHMX Ta TEXHIYHHX CHCTe-
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MaxX BUKOPUCTOBYIOTHCS SIK KiJIbKICHI TTOKa3HH-
ki  (MMOBIpHICTH BiIMOB, IHTCHCUBHICTh
BiZIMOB, (iHAHCOBI BTpaTH), TaK 1 sKiCHI
XapaKTepUCTUKH (PiBEHb MirOTOBKH IIEpCOHA-
7y, BIATMOBITHICTP HOPMATHBHUM BHUMOTaM).
3acrocyBaHHs ~ 0OaraTopiBHEBHX  iepapxii
KPUTEPITB JI03BOJISE CTPYKTYPYBATH PHU3UKH 32
chepamMu TPOSBY: TEXHIYHI, OpraHi3ailiiHi,
inopMartiiini, exojoriuni Tomo [38, 39].
PaszoM 3 TuMm, OjHI€I0 3 KIIOUOBHX 3ajay
KBaJTiMeTpii € BU3HAYCHHS BITHOCHOT
3HAUYYMOCTI (Baru) KOXHOTO TOKa3HUKA Y
3araipHiil CTPYKTypi pusuky. /[ 1moro
3aCTOCOBYIOTBCS METOJAU EKCIEPTHUX OIIIHOK
(MeTon TMapHMX IOpIBHSIHB, aHANI3 ie€papXii
Caari), cTaTUCTHYHI MeTOAM ab0 KOMOIHOBaHI
migxonu. [ToOynoBa iHTErpaIbHOTO MOKA3HUKA
pu3MKy 3a0e3reduye MOXIHMBICTh KOMIUIEKCHOT
OIIHKM CKJIaJHUX CHCTEM 1 CHpOIIYE TPOIIEC
MPUAHATTS PIICHh HAa OCHOBI y3arajJbHEHOTO
PiBHS PH3MKY, IO JIO3BOJISE IOPIBHIOBATH
pi3Hi 00’€KTH 4H ClieHapii 32 €UHOIO MIKAIO0
[40, 41].
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OcCOONMUBICTIO Cy4acHMX pHUBHKIB B
CHCTEMi EHEPreTMYHOTO MEHEIXMEHTY € iX
OaratodakTopHUil XapakTep, LIO0 BHMAarae
3aCTOCYBaHHS METOMIB MAaTeMaTHYHOTO Ta
CTaTHCTUYHOTO  aHamizy. Jlo  HaiOiLIsm
MOUIMPEHUX HaleXaTh PErpeciiHuil aHais,
bakTOpHMIl Ta KiIAacTepHHWN aHaji3, MeTOoJ
TOJIOBHUX KOMIIOHEHT, BHUKOPUCTAaHHS SIKUX
JTO3BOJISIE BUSIBUTH TTPUXOBaHI 3aJISKHOCTI MK
MMOKa3HUKAMH, BU3HAYNTH HAHOUIBIT KPUTHIHI
(hakTOpM BIUIMBY Ta MPOTHO3YBAaTH MOBENIHKY
CHCTEMH B yMOBaX HEBU3HAYEHOCTI.

Cyuacui ymoBHu 1udpoBizaiii BUpoOHH-
YUX 1 YNpaBIiHCHKHUX TPOLECIB MPU3BENU 10
MOSIBM HOBOTO KIIACy PHU3WKIB, TOB’S3aHUX 13
kibep3arpo3amu. TpamuiliiHi KBaJIMETPUIHI
METOJIUKH, OPI€EHTOBAaHI MEPEBAKHO Ha TEXHIK-
HIi Ta opraHizamiiiHi ¢axTopu, MOTPEeOYIOTh
YIOCKOHAJICHHSI JUIsl a/IeKBaTHOTO BPaxyBaHHS
cnenudiku iHpopMaliitHoi 6e3meku, Mo MOX-
JUBO TIPY BpaXyBaHHI MOKA3HUKIB OIiHIOBAHHS
PU3UKIB IO 3yMOBJIEHI KiOep3arposam, po3-
poOku criennivHIX KPUTEPIiB OIIHKH, BUKO-
pUCTaHHS IMHAMIYHUX TIOKAa3HUKIB Ta iHTEr-
parii IuMx miaAXoliB B iCHYyrOUM cucTeMu. s
peaiizaiii Takoro mMmiAXoay HEOOXiIHO J0
TpPaIUIiHHUX TTapaMeTpPiB PU3HKY JTOAATH HOBI,
MoB’s3aHl 3 MUGPOBOIO 1HGPACTPYKTYPOIO:
piBEeHBb 3axXMIEHOCTI iH(QOPMAIIHHIX CHUCTEM,
KUIBKICTh Ta KPUTHYHICTD Ypa3lUBOCTEMH,
e(eKTHBHICTh 3ac00iB ayTeHTH]iKamii, 31aT-
HICTh JIO BIJIHOBJICHHS TIiCJIsS KiOCPiHIIUICHTIB,
mo 3a0e3neynTh KOMIUICKCHUH IOTJIsia Ha
PU3UK, KW OXOIUTIOE SK MaTepiaybHi, Tak i
iH(opMAIlifiHI aKTHBH.

Y chepi kibepOesrniekd 3HAYHY POJIb
BiJlirpae CBOEUACHICTh BUSBJICHHS Ta HEUTpaTi-
3aii 3arpo3, CTIHKICTh JI0 HOBUX BUJIB aTak,
piBeHB MIiATOTOBKH IEepCcOHANy y cdepi Kidep-
3axXUCTy. BinnoBimHO, y KBAIIMETPHYHI MOJIEN]
CIi iHTErpyBaTH KpHUTepil MIBUAKOIII, ajar-
THBHOCTI Ta BIAMOBITHOCTI MDKHApPOIHUM
crangaptam kibepoesnexu (ISO/IEC 27001,
NIST Tomo). A OCKUIBKH CIEKTp Kibep3arpos
MOCTIHHO 3MIHIOETHCS, 3HAUYIIICTh OKPEMHX
(baxTOpiB pU3MKY TaKOX Bapiloe, M0 MOTpedye
3aCTOCYBaHHSI METOJIB MAlIMHHOIO HAaBYaHHS
Ta 6araTo(akTOPHOTO aHaNi3y Ui aBTOMAaTH-
HOI'O KOPUTYBAaHHS Bar MOKa3HUKIB 3aJeXKHO
BiJl akTyallbHHX yMOB. Kpim ToTrO, Tiepc mek-
TUBHHUM € iHTETpyBaHHS KBaJliMETpii 3 cucTe-
MaMH MOHITOPUHTY Kibep3arpos, a came BUKO-
pUCTAaHHA JaHUX 13 CHCTEM BHSBIICHHS
BTOPTHEHb, SIEM-miatdopm (Security
Information and Event Management) Ta 6a3
IHJMKATOPIB KOMIIPOMETAIlii 103BOJISIE PopMy-
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BaTH aKTyalli30BaHy OLIHKY PH3HKY B PEXHMI
peanbHOro yacy. TakuM YMHOM, KBATITETPUYHI
MOJIeJIi CTAIOTh HE JIUILE IHCTPYMEHTOM aHalli-
THKH, @ ¥ CKJIaOBOIO CHCTEMH ONEPATUBHOTO
yHnpaBIiHHS 1HPOPMAIIfHOIO 0e3MMeKOoto.

s 1Uporo MPOMOHYETHCA —aNTOPUTM
OIIIHKK PHU3UKIB 3 KiOEPKOMITIOHEHTOM ISt
E€HEPreTUYHOTO MiANPHEMCTBA, SIKAH CKJa-
TAETHCA 3 HACTYITHUX eTamiB (puc.1):

Eman 1. BuznaueHHs 00’€KTy aHami3y
Ta imeHTudikamis aktueiB. Ha mpomy erari
MPOBOJUTHCSA  aHaNi3 EHEePreTHYHOro Iif-
MPUEMCTBA, MOTO CTPYKTypa, KOMIIOHEHTH
E€HEPreTUYHOI CHUCTEMH, MPOLECH, SK BHUKO-
HaBYi, TaKk 1 3a0e3medyrodvi, BHU3HAYAIOTHCS
iHpopmariiiai cucremu, 0a3u JTaHWX, KaHAIH
KOMYHIKaIii Ta KpuTH4YHI 1UGPOBI pecypcH,
10 HiJISTal0Th 3aXUCTY.

Eman 2. Inentudikaiiis 3arpo3 eHepro-
nignpuemMcTBa. Ha 1ipomy etami mapaiienbHo 3
Etanom 1 Qopmyerbes mepemnik MOTEHIIHHUX
3arpo3 3 ypaxyBaHHSIM MOXKITUBUX KiOep3arpos
- Big TexHIYHMX 300iB Ta MIKiAITUBOTO TIPO-
rpamMHoro 3abesmnedeHHst 10 (IMIMHTOBUX aTak
i BuUTOKy KOH(imeHuifinux nmanux. Cuin
3ayBaXUTH, YMM TOBHIIMH Oyne mepenik
MOXXIIUBUX 3arpo3, SK BHYTPIIIHIX, TaK i
30BHIIIHIX, THM sIKiCcHiIIe Oy1e aHali3, pa3oM 3
TAM HEOOXiJHO BpPaxOBYBATH B3a€MO3B’ 30K
30BHIIIHIX ()aKTOpiB HAa BHYTPIIIHI MpOLECcH
€HEepPreTUYHO1 CUCTEMH.

Eman 3. ®opmyBaHHS CHCTEMH IIO-
Ka3HUKIB pU3uKy. /lJ11 KO>KHOT 3arpo3u BHU3Ha-
YalOThCS TapaMeTpyu OIlHKW: IMOBIpHICTh
BUHHMKHEHHS, MacIITad MOKJIMBUX HACJIJKIB,
Yyac BIJHOBJICHHS TMiCis IHIUIEHTY, DPIBEHb
TOTOBHOCTI CHCTEMH JIO MPOTHUJIIT aTaKkaM.

Eman 4. TloOynoBa BaroBux koedilieH-
TiB. BaxmuBicTh KOKHOTO NMOKa3HMKA BH3HA-
Ya€eThCsl SKCIEPTHUM HUIsIXOM abo 3a joro-
MOTOIO CTATUCTUYHUX MeTomiB. [l kibeprom-
MIOHEHTIB 3aCTOCOBYETHCS aJlallTUBHA MOJIENb
Bar, sIka 3MIHIOETBCS 3aJIEKHO Bijl aKTyalbHOT
3arpo30Boi cuTyalii (Hampukiam, 3pOCTaHHS
Bard  (pakTOpiB  «IMIMHTOBI  aTakw» 4H
«BUKODHCTAHHSI  BPas3JMBOCTEH  HYJIHOBOTO
nus»). [lpu peanizanii nporo etamy HeoOXiIHO
BpaxyBaTu KiOepKOMIOHEHTY 1 ii BIUIMB Ha
IHIII MOXUJIMBI  3arpo3u, HWMOBIPHOCTI iX
HACTaHHS B pe3yibTari Kibep3arposu Ta
BIJIMOBIHI HACHIAKH, TOOTO , HAMPHKIA],
BIUIMB Kibeparak Ha TEXHIYHI CHCTEMH
€HEepProo0’€KTy, Ha MOXKJIHMBOCTI pearyBaHHS
nepconainy (npodeciitHicts Ta KBamidikaiis) y
pasi nopyIueHHst pOOOTH CUCTEM MOHITOPHHTY,
TOIIIO.
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Eman 5. OOuncneHHs IHTErpaJbHOTO
MOKa3HWKa pu3uKy. Ha 0CHOBI KBasliMeTpUIHOI
Mozeni (hopMyeTbesl y3arajibHEHa OIliHKa, SKa
BpaxoBye SK TEeXHIuHI, Tak 1 iH(opmamiiiHi
napaMmeTpu. [HTerpaqbHUi MOKa3HUK J03BOJISIE
KIacU(iKyBaTH PU3HWKH 32 PIBHAMHU: HU3BKHIA,
cepeaHii, BUCOKHI, KpUTHYHHH.

Eman 6. MogenioBanHs —CIEHapiiB
BIUIMBY KiOep3arpo3. BukopucTaHHS MeETO[iB
OaraTtopakTOpHOTO aHami3y Ta IMITAIliHOTO
MOJICIIIOBAaHHSI  JTO3BOJISIE MIPOTHO3YBaTH
HACNIJKA arak pi3Horo wmacmraby Ta
BHM3HAYATH ONTHMAaJbHI CTpaTerii pearyBaHHsI.

Eman 7. ®opMyBaHHs peKOMEHAIIINH Ta
VIpaBIIHCHKUX pilleHb. Ha ocHOBi iHTer-
pAbHUX OIIHOK 1 3MONEIhOBAaHUX CIIEHApIiB
BU3HAYAIOTHCSI TIPIOPUTETH 3aXUCHHUX 3aXOJiB,
notpebu y J0AaTkoBOMY (iHaHCYBaHHI Kibep-
3aXHCTy, a TAKOXK PO3POOISIOTHCS MPOLECIYPH
HIBUJKOTO PearyBaHHs Ha iHIUICHTH.

Takum YUHOM, 3aIPOIIOHOBAHUN
ITOPUTM IHTErpy€ KBAJTIMETPUYHI MiIXOAH 3
METOJaMH  KiOeppHU3UK-MEHEDKMEHTY, IO
JO3BOJIIE  CTBOPUTH JWHAMIYHY CHUCTEMY
OIIHIOBAHHS Ta MiJABUINUTH PIBEHb CTIHKOCTI
oprasizarii 10 kibep3arpos.

BaxnuBum eranoM QopMmyBaHHS edek-
TUBHOI OI[IHKH PU3WKIB € BU3HAYCHHS BarOBUX
KOoeQiIliEHTIB Ui KOXKHOTO BHIY 3arpo3. Y
TPagULiHHUX  KBATIMETPUYHUX  MOJEIX
BaroBi koedimieHTH (QOPMYIOTBCS Ha OCHOBI
€KCHEePTHHUX OL[HOK, CTaTUCTUYHUX JaHHUX Ta
aHamizy HWMOBIpHOCTI peami3allii pU3WKiB, a
MOJIeNli PU3UK-MEHEKMEHTY TependavyaroTh
PO3paxyHOK iHTETPAIBHOTO MOKa3HUKA PU3UKY
Ha OCHOBI Ha0Opy BaroBuX KOeQIiIli€HTIB, IO
BiIOOPaKAIOTh BIIHOCHY 3HAYYIIICTh Pi3HUX
¢dakropiB. Ilpore 3 omAay Ha 3pOCTaHHS
kibep3arpos, JTOTILTEHO BpPaxoBYyBaTH
JTIOJTATKOBUM Halip MOKa3HHKIB, TIOB’A3aHUX 13
3aXHIICHICTIO 1H(QOpPMAaIiHHO-KOMYHIKAIiHHUX
CHUCTEM CHEPrOMiANPUEMCTBA, SKi  3[aTHI
ICTOTHO BIUIMBaTH Ha  (YHKIIOHYBaHHS
KpUTHYHOI 1HpacTpykrypu. Taka moaudi-
Kallisi JO3BOJISIE 1HTETPYBAaTH UPPOBI PUBHKU
y 3arajbHy Mojedb OLiHIoBaHHA. s
iHTerpamii  KiOeppH3WKIB 0  CHCTEMH
OIIIHIOBAaHHS ~ TIPOIIOHYEThCS  Mojudikaris
BaroBUX KOEQIIi€HTIB MUIIXOM BBEJCHHS
JIOJTATKOBOTO Koe(ilieHTa KiOepKOMIIOHEHTa
(Wc), skmii BpaxoBye pIBEHb YypasJiHUBOCTI
iHpOpMaLlIHHMX CUCTEM MiANPUEMCTBA, a
TaKOX  IOTEHIIWHWI  BIUIMB  arak  Ha
TEXHOJIOT1uHI nporiecu. Hanpukmian, ams
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SCADA-cucrem xoe(illieHT MOXKe MaTu
BuIly Bary, HbK gug  odicHoi IT-
iH(ppacTpykTypu. Barm MOXyTh 3MiHIOBAaTHCS
3aJIe)KHO BiA: TOTOYHOrO PiBHA Kibep3arpos
(Bu3HAUaeThcss 3 BUKopucTaHHSIM ~ NIST
Cybersecurity Framework a6o ISO/IEC
27005); HasSBHOCTI BUSBICHHX IHIUICHTIB;
CTYIEHS KPUTUYHOCTI CHEPreTUYHOr0 00’ €KTa.

Qopmyna  iHTerpampHOI  Barm 3
KibepdakTopoM IS  €HEPTETHYHOTO  IMif-
npuemMcTBa Oye MaTH BUTIISI:

W/ =W;(1+aC), (1)
ne W/— momudixkoBanuii Barosuii Koediient
mokasHuka, W; — TmodarkoBa Bara 0e3
ypaxyBaHHs KiOepdakTtopa, C, — KoedillieHT
kibeppusuky (0...1), « — xoedilieHt
YYTIMBOCTI MOJICIIi 70 Kibep3arpos.

[HTEerpanbHuil MOKa3HUK 3 ypaxyBaHHSIM
KibepdakTopy MO3BOJSIE TOYHIIE BpaxyBaTH
B3a€EMOJIII0 TEXHIYHUX, OpraHi3alliiiHux, eKo-
JIOTIYHUX, €KOHOMIYHHMX Ta iHIUX (DaKTOpiB,
HIIBUIATHA 00’ EKTUBHICTH IHTETpaIbHOT
OLIIHKK Oe3MeKy MiANPUEMCTBA, MOPiBHIOBATU
HiANIPUEMCTBA MiX 00010, BH3HAYaTH JUHA-
MIiKy 3MIiHU piBHS O€3MeKH Ta MPOTHO3YBATH
BIUIUB Kibep3arpo3 Ha KPUTHUYHI TPOLECH,
Jaro4u  3Mory Qopmysatd Oinbln  30anaH-
COBaHy CHCTEMY TMPIOPUTETIB y YIIPaBIiHHI
PHU3UKaMH.

PosrnsiHeMo  3acToCyBaHHS — 3ampoIio-
HOBaHO{ MOJENi Ul aTOMHUX €JIEKTPOCTAHIIN
Ha OCHOBI Mozwm(ikallis Baropux Koe]imieHTiB
i3 ypaxyBaHHSIM KiOEppH3HKIB, IO JO3BOJISE
OUIBII aJIeKBaTHO BiJOOpaXkaTu peajbHy Kap-
TUHY Oe3nekn 00’€KkTa KPUTHYHOI iH]pacT-
PYKTYpH, SIKHM € aTOMHa €JeKTPOCTaHIis. Y
KJIACUYHUX IMiJIX0/1ax OlliHKa pu3ukiB it AEC
TPaIUIIIHHO KOHIIEHTpYyBalacs Ha (i3MIHUX
3arpo3ax: TEXHIYHMX BigMOBaX, IOMHJIKaX
NepcoHally, TPUPOJHKUX KaracTpodax, Mopy-
LICHHSX CUCTEM OXOJIO[KEHHS 4YM EHepro-
nocrayanus. [lpore B ymoBax mudposizarii
TEXHOJIOTIYHMX TPOIIECiB, AKTUBHOI'O BHKO-
puctaaas SCADA-cucTeM, iHTEIEKTyaIbHUAX
JaTYUKiB Ta  aBTOMAaTHU30BAHUX  CHCTEM
KepyBaHHs, 3pOCTa€ BIUIMB KiOep(haKkTopiB.
BuokpemMo ocHOBHI 3arpo3u 1 iX Barosi
niokazauku s AEC (tabm. 2) mis Ha09HOCTI
Bi0OpakeHH: 3aIIPONIOHOBAHOI MOJETT.

1 KOXKHOI 3arpo3d  BU3HAYAETHCS
koedimienT kideppusuky C, (0 — BigcyTHii, 1
— MaKCHMaJlbHHIA) i BUKOHYETHCS MOAU(DIKAIIis
Bar 3a (opmynoro (1), Ae dyTnmBiCTE MoOAemi
0=0,5 (Tabm. 3).
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€Heprool’exra

Puc. 1- Cxema-aJIrOpuT™ OIIHKH PU3UKIB 3 KiOEPKOMIIOHCHTOM JJIsl €HEPTOITi IIPHUEMCTBA
Fig. 1 — Risk assessment algorithm with a cyber component for an energy enterprise

Table 2

Basic threats to a nuclear power plant (without cyber component)

Taoéaunsa 2

basoBi 3arposu i aTOMHOI eJeKTpocTaHilii (0e3 KiOepKOMIIOHEHTa)

IMouaTkoBuii
Ne 3arpo3sa BaroBMii

B Kkoedimient W,
1 BinMoBa 0CHOBHOTO TEXHOJIOTIYHOTO 00JIaIHaHHS (peakTop, TypOiHa, HACOCH) 0,30
5 [Mommika mepcoHa Ty IpH YIPaBIiHHI TEXHOJIOTTYHUMH MPOIIECaMHU 0,20
3 30BHIMIHI IPUPOAHI (HaKTOPH (3EMIETPYCH, TIOBEHI, EKCTPEMaNbHI TEMIIEPaTyPH) 0,15
4 BixMoBa cucTeM 0XOJIOHKEHHS 0,20
5 [NopyieHHs e1eKTpOnIoCTaYaHHS 330BHI 0,15

Cywma Bar: 1,00 (HopmoBaHa)
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Table 3
Modified weighting factor taking into account the cyber component for a nuclear power plant
Tabnuus 3
Moau¢ikoBaHmii BaroBuii KoeilieHT 3 ypaXxyBaHHSIM KiOEpPKOMIIOHEHTa JUIsi aTOMHOI eJIEKTPOCTAHIIIT
IMouaTk - Moaudgikosa
" . KoediuienT ot ¢ N
3arpoza OBUIi BaroBui . HUI BaroBui
No .. ki0eppusuky C, .. /
Koediuient W; koedinient W;
Bimmosa OCHOBHOT'O 0,6 (xibeparaka
1 TEXHOJIOTIYHOTO oOnagHaHHS 0,30 MOKe BIUTHHYTH Ha 0,39
(peakrtop, TypOiHa, HACOCH) CHUCTEMH KOHTPOJIIO)
INomunka mepcoHamy mnpu .
. p 1y Tp 0,4 (comiampHa
YIIpaBJIIHHI TEXHOJIOTIYHUMHU 0,20 . . 0,24
2 IEKeHepis, QImuHr)
MIPOLECaMH
30BHIMHI TIPUPOIHI .
pupoan 0 (xibep3arposu He
¢dakTopu (3emieTpycH, MOBEHI, 0,15 0,15
3 . BILTUBAIOTH)
eKCTpeMalIbHI TeMIIEPaTypH)
Binmosa CHCTEM 0.20 0,8 (manHimymamii 3 0.28
4 0XO0JIOJPKEHHS ’ npatunkamu, SCADA) ’
[Mopywenns 0.15 0,5 (xibeparaku Ha 0.19
5 €JICKTPONIOCTaYaHHsI 330BHI ’ E€HEPrOMepexy) ’

3 OTpUMaHUX [JaHUX PO3PAXYHKY
MOMi(DIKOBAaHOTO  BaroBOro  KoeQilli€HTy
BUJHO, IO 3pOCiia BAKJIMBICTh TEXHIYHHX 1
OpraHi3alifHuX pPH3HKIB, MO MAalOTh Kidep-
KOMITOHEHT (CHCTEMH OXOJIOJKEHHSI, TEXHOJIO-
riuHe oO0JIaJIHAHHSI); IPUPOAHI (aKTOpH 3ajH-
mmimcss 0e3 3MiH, OCKUTBKM KiGep3arpos3m ix
HE TOCHJIIOIOTh, @ PU3HUK JIIOJCHKOrO (hakTopy
MiIBUIIMBCS Yepe3 BIUIMB KibepcomianbHUX
atak. [Ipu mpomy iHTerpajJbHHH PO3PaXyHOK
pmsuky s AEC mnokaszaB, iHTerpasbHHUiMA
iH7eKc O0e3 kibeprkommoHeHTa nopiBHIOE 10,65,
a IHTerpaJbHUHN 1HAEKC 3 KiODEPKOMIIOHEHTOM -
13.57, mo cBimuuTh npo npupict: +27.4%.

Jns Bizyamizamii OTpUMaHHX MaHHUX 1
OIIIHFOBAHHS 3arajbHOI0 PiBHS 3 METOI BH3HA-
YeHHs] MPUHHATHOCTI PHU3UKY Ta PO3POOKH
PEKOMEHIALIN A MOJAJIBIIOrO yNpaBJiHHS
€HEeProMiINPUEMCTBOM BUKOPHCTOBYIOTH MaT-
puii pu3uky. Knacuuni MaTpuiii pusuKy rpyH-
TYIOThCS HAa KOMOiHamii fiMOBipHOCTI momii Ta
cTymieHs ii HacnminkiB. JlogaBaHHS KibepKOM-
MOHEHTa Tiependavae BKIIOYEHHS TPETHOTO
BUMIpY — iH(OpMaIiHHOTO BIUTMBY (HATPUIIA]I,
BIUIMB Ha JOCTYMHICTb, LUTICHICTh Ta KOH(i-
JeHIliHICTh naHux) (Tabn. 4). Lle mo3Bossie
orpuMaTti OaratoBUMipHi Matpumi - 3D-mat-
pUIll PU3WKIB, Jie Ha OCIX BiJOOpakaroThCs
HWMOBIpHICTh, HacHiaKu Ta KibepdakTop (puc.
2), A€ YUM BHWIIEC PU3UK, THUM OJMKYE KOJIip
TOYKH JIO YEPBOHOT'O, @ MIPU HU3BKOMY PHU3UKY
- 3enenuil. Take mpencTaBiIeHHs OMOMAarae
KEepIBHUKAM  CHEProMmiJIPUEMCTB  IIBUJIKO
IZICHTU(IKYBAaTH HAWOUIBII KPUTUYHI PH3HKH,
y KX KiOepaKTop CYTTEBO IOCHIIOE
3arpo3sy.
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3anponoHoBaHa METOAMKA OLIHIOBAHHS
pPiBHA PHU3HWKIB, IO MOETHYE KBaJIMETPUYHI
IiIXOM 3 ypaxyBaHHSM Kibep3arpo3, Mae HU3-
Ky IIepeBar, a 11 3aCTOCYBaHHs JO3BOJISE€ OTPHU-
MaTH OUTBII KOMIUIEKCHY KapTHUHY Oe3IeKd
HiAPUEMCTBA, OCKUIBKM B aHalli3 1HTET-
PYIOThCS TEXHIYHI, OpraHi3amiiiHi Ta kibepdax-
Topu. [ HYUKICTh CHCTEMH BaroBux KoeQilli€H-
TiB 3a0€3Meuye MOXJIMBICTh ajanTariii Mojei
JI0 TUHAMIYHUX 3MiH CEpPEIOBUINA Ta IOSBU
HOBHX THIIIB 3arpo3. Baxmusum pesynpTaTom
€ MOXJIMBICTH Bi3yastizallii OI[iHOK Yy BHIJISIII
0araToBUMIipHHX MAaTpHIlb PH3HKIB, IO 1CTOT-
HO CIpOILLy€E MpOLeC MNPUHHATTS YIIpaB-
THCHKUX PIllIeHb 1 MiABUIILYE TOYHICTH MPOT-
HO3yBaHHs. Pa3oM 3 THM MeToJIuKa Ma€ MeBHi
OOMEXeHHS, SKi HEOOXiJIHO BpaxOBYBaTH TMpPHU
MPaKTUYHOMY 3acTocyBaHHi. Hacammepen pe-
3yJIbTaTH 3HAYHOIO MIPOIO 3aJIeKATh BiJ| IKOCTI
BUXIJIHUX JaHHWX: JIOCTOBIPHOCTI CTaTHCTHUKU
IHITU/ICHTIB, IOBHOTH iH(popMarii momo kidep-
3arpo3 Ta KOPEKTHOCTI (hOpMyBaHHS MOKa3HU-
kiB. Jlyg 3a0e3meueHHsT 00 €KTUBHOCTI OIIHOK
BUHHKA€E MOTpeba y 3aJydeHHI eKCHepTiB s
BCTAaHOBJIICHHS Ta KOPWUTYBaHHA BaroBUX
KOe(ILIEHTIB, 10 MOXKE 3YMOBJIIOBATH IEBHY
Cy0’eKTUBHICT, Ta mOTpeOye MIATOTOBKY
BHUMOT Ta KPHUTEPiiB MpoecifHuX Ta eTHYHUX
SIKOCTEH, sKI BHCYBAIOTbCA JIO EKCIEPTIB.
JonaTkoBUM BHUKJIMKOM € MaclITa0yBaHHS
METOAMKH JJIsl BEJIUKUX HiANPUEMCTB i3
PI3HOPIIHUMHM TEXHOJOTIYHHMH IPOLECaMHU,
10 YCKJIQJHIOE 11 MPAaKTUYHE BUKOPUCTAHHS
0e3 momepeaHBOi amamTarii, OO OCOOIHBO
BaXKJIMBO JIs1 00’ €KTIB MABUILIEHO] HEOE3EKH,
KPUTHYHOT iHQPACTPYKTYpPH, TOIIO.
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Puc. 2—- Bizyamizanis 3D-matpuni pu3ukiB st 6a3oBux 3arpo3 AEC 3 ypaxyBaHHIM 4acy BUSABICHHS
3arpo3u D: X — iiMoBipHicTb noaii (P); Y — BrumB/Hacinku HebaxaHoi nouii (/); Z — kibepkomnoHeHT (C)
Fig. 2 — Visualization of the 3D risk matrix for basic NPP threats taking into account the threat detection
time D: X — probability of an event (P); Y — impact/consequences of an undesirable event (I); Z — cyber
component (C)

Table 4

Table of indicators with weights for the occurrence of an undesirable event (threat) at an energy

enterprise
Tao6aunsn 4

Tabnwuis NOKa3HUKIB 3 BaraMH HAaCTaHH: HeOakaHoi moii (3arpo3) Ha eHEepreTHIHOMY ITiIIPHUEMCTBI

[Toka3HUK OLIHKHN Ommc OnuHuL Bara
PHU3UKY BHMIpIOBAHHSI (W)
P — MmoBipHicTh
PE YactoTa BUHUKHEHHS MOA11 6ai (1-5) 0,3
HacTaHHs HeOaxaHoi moii
. PiBens mkoaun (pinancoBoi
I — Brmus, HacmiaKu - ((.1.) ’ 6amn (1-5) 0,4
penyTaniiHoi)
C — KibepkoMIioHeHT VYpaznuBicTs 10 Kibep3arpo3 6an (1-5) 0,2
IIBHAKICTH BUSBIICHHS .
D — Yac BusBieHHSA su roavHu/ i 0,1
IHIIMAEHTY
BucnoBku
CyuacHuif pO3BUTOK iH(oOpMaLiHNX VSIBJIIGHHS TPO CTaH 3aXWIIEHOCTI 00’€KTa Ta

TEXHOJIOTIH J]a€ MOKJIMBOCTI ISl PO3BUTKY Ta
aBTOMAaTH3allli CKIQJHUX CHCTEM Ta iH(-
pacTpykTyp, Ta pa3oM 3 THM HOCTarOTh
NHWTaHHS Ta BUKIUKK IIOJ0 3a0e3ledeHHs
Oe3nekn 3 ypaxyBaHHSM MOXJIMBUX 3arpo3
HeOa)KaHOTO BTPY4YaHHS B pOOOTy aBTOMa-
TU30BaHMX 1HQOpMALiMHMX cHuCTeM, IO
HEOOXiZTHO  BpaxoBYBaTH IpH  PO3pOOKH
cTpaTerii  ympaBIiHHS  TiANPUEMCTBAMH.
[IpoBenene MOCIHKEHHS TO3BOIHIIO CHOPMY-
BaTH HAyKOBO OOIPYHTOBaHY  METOJHKY
OIIIHIOBAHHS PiBHA OE€3MeKH MiIIPHEMCTBA 3
ypaxyBaHHsAM Kibep3arpo3, sKa IMO€IHYE
KBJIIMETPUYHI MIXOAH Ta MOJUQIKOBaHY
CHCTEMY BaroBux KoegilieHTiB. Y pe3ynbTaTi
OyJio OTpUMaHO IHTETpalbHy MOJEIb OI[HIO-
BaHHs PH3HKIB, 10 3a0e3neuye OuIbII MOBHE

111

JI03BOJISIE BUSBIIATH KPUTHYHI BPA3JIMBOCTI 1Ie
Ha eTami IUIaHyBaHHS 3axoJiB Oe3rneku, abo x
NPy MPUHUHSATTI pillleHb B TIpolieci PyHKIIOHY-
BaHHs. [IpakTHuHe 3Ha4YECHHsS POOOTH IOJISrae
y MOKJIMBOCTI aJanTamii METOIUKH 10 CIeLH-
(GikM aTOMHO-CHEPreTHYHOTO KOMIUIEKCY, Jie
MOEIHAHHS TPAAULIMHAX TEXHOTEHHHUX 3arpo3
i cydacHuX KiOeppH3ukiB Qopmye 0coOIMBO
BHCOKHI piBeHb MOTEHIIHHOI HeOe3neku. Tak,
B poOoTi po3risiHyTo 0a30Bi 3arpo3u JuIs
aTOMHOI €JIeKTPOCTaHLil, IO AajJ0 MOXKJIH-
BiCTh: BWIUIMTH TPUXOBaHI Ypa3lMBOCTI —
HANPUKIIAJ], BIJIMOBA CHCTEM OXOJIOJKEHHS
MoOke OyTM HE JHIIEe HACHiAKOM (i3UuHOI
HECTPaBHOCTI, a ¥ pe3yabTaTOM MaHiMyJIsii
MIPOTPAMHUM 3a0€3TCUSHHSM Ui BUKPHBIICHHS
JaHMX BiJl JATYUKiB, IO OyJIO BpaXxOBaHO IPH
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OLIHKKA pU3UKYy. TakuM YMHOM, 3aCTOCYBaHHS
MOJIeNli JICMOHCTPY€E, IO pealbHa KapTUHA
pusukiB AEC 3HaYHOIO MipOI0 3MIHIOETHCS 3a
paxyHOK KiOCpKOMIIOHEGHTa. Y TOPIBHSAHHI 3
KIIACHYHUMH OITIHKaMH, IHTEeTpalbHUH PiBEHb
pU3UKy migBuinyetscst Ha 10-25 %, 1o
CBITUHTH TPO  HEOOXIJAHICTH  CHCTEMHOI
iHTerpamnii 3axofiB KiOep3axucTty B 3arajbHy
MOJIITUKY O€3TeKH aTOMHOI €HEPTETHKH.

moOy0OBH aJaNTHBHUX CUCTEM YIPaBIiHHS
PHU3UKAMH. Bukopucranus AITOPUTMIB
MAalIMHHOTO HABYaHHS JIO3BOJIUTH HE JIMIIIEC
MiJBUIIATA TOYHICTh IHTETPAJILHUX OIIHOK,
alle W peamizyBaTH TPOTHO3YBAaHHS TIOSBU
HOBUX KiOep3arpos, IO Hapa3i € OJHHUM i3
KIJIFOUOBMX BHKIIMKIB JJI CHUCTEM KPUTHYHOI
inppacTpykrypu. OUYIKYeThCS, IO PO3BUTOK
OUX  MAXOMIB  CIPUATHME  CTBOPEHHIO

IHTEJIEKTYIbHUX CHCTEM MOHITOPUHTY, SKi
3a0be3neyaTh MPOAKTHBHE pearyBaHHS Ha
PY3HKH Ta MiIBUIIATH CTIHKICTE IMiIIMPHEMCTB
y IWHAMIYHOMY CEPEIOBHII CYJaCHUX 3arpo3

[MoganpmmM ~ HampsiMOM  PO3BUTKY
JOCHTIDKEHHSI € 3aCTOCYBaHHS TEXHOJIOTIH
MITYYHOTO IHTENEeKTy Ui aBTOMaTh3allii
00poOJIEeHHsT BENMKAX MAaCHBIB aHUX 1
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IMPROVING QUALIMETRIC APPROACHES TO RISK ASSESSMENT OF ENERGY
COMPANIES TAKING INTO ACCOUNT CYBERSECURITY ASPECTS

The article considers the possibility of applying qualimetric approaches to risk assessment, taking into
account modern aspects of cyber threats arising in energy enterprises. For the purpose of risk assessment and
management, the scientific, technical and regulatory framework was analysed and an algorithmic scheme was
proposed that takes into account the cyber component, which is both a separate threat to the functioning of an
energy enterprise and can influence other threats of various nature, and as a result increase the overall risk level.
In the course of the study, a scientifically based methodology for assessing the level of enterprise security, taking
into account cyber threats, was developed. The proposed approach combines qualimetric methods and a
modified system of weighting coefficients, which made it possible to form an integrated risk analysis model that
provides a more comprehensive view of the state of security of the and enables the timely detection of critical
vulnerabilities both at the stage of planning security measures and during the adoption of management decisions
in the course of operations. The study analysed the basic threats to a nuclear power plant, which made it possible
to identify hidden threats, namely, it was established that the failure of cooling systems can be caused not only
by physical malfunctions, but also by deliberate interference with software or distortion of sensor signals, which
is taken into account when assessing risks. The paper presents a visualisation of risk assessment in the form of a
3D risk matrix with a cyber component, which provides a better understanding and helps energy company
managers quickly identify the most critical risks in which the cyber factor significantly increases the threat. The
application of the integrated model has shown that the actual level of risk at a nuclear power plant increases
significantly due to the cyber component. Compared to the baseline assessment, the integrated risk indicator,
taking into account the cyber component, increases by 10—25%, confirming the need for the systematic inclusion
of cyber protection measures in the overall nuclear energy security policy.
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