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®IHAHCOBI NIPAMIAN SIK 3ATPO3A EKOHOMIYHIW CTABINIbHOCTI: LIU®POBI
IHCTPYMEHTHW BUABIIEHHA TA 3ANOBIITAHHA

Y cTaTTi po3KpUTO CYTHICTb Ta eBontouilo iHAaHCOBMX Mipamig sik OgHOro 3 HanHebeaneuHiwwux Buais
LwaxpancTBa, Wo 36epiraloTb HE3MIHHWIA MeXaHi3am - Bunnaty npubyTKiB MonepedHiM yyYacHuWKam 3a paxyHOoK
HOBUX BHECKIB. BM3Ha4YeHO KIOYOBIi UMHHUKM X MOLUMPEHHS: MParHeHHs LWBmAKoro 3barayeHHsi, Oosipa [0
Xapu3mMaTU4YHUX OpraHi3aTopiB, arpecuBHUA MapKeTWHI, HU3bka (piHaHCOBa rPaMOTHICTb Ta MporanuHu y
aepxxaBHoMy KoHTponi. MMokasaHo, Wwo B ymoBax LUudpoBoil TpaHcdopMalii hiHaHCOBOro cekTopy nipamiganbHi
CXeMW MacKylTbCs Nif iHBECTULIMHI MPOEKTU, BMKOPUCTOBYKOYM KPWUMTOBAMIOTW Ta OHNaWH-NIatdopmu, Lo
YCKNafHIOE X BUABMEHHSI Ta KOHTPOmnb. MaTemaTuyHi Mogeni AEMOHCTPYHOTb iIXHIO HEMUHYYY HecTabinbHICTb 3a
YMOB JAeqdiunuTy MpUnIMBy HOBWMX KOLITIB, a COLjanbHO-eKOHOMIYHI Hacmnigku nposIBASTLCA Y 3HAYHUX
hiHaHCOBMX BTpaTax HacerneHHs, 3HXEHHI J0Bipn A0 (PiHAHCOBKX IHCTUTYTIB Ta 3POCTaHHI couianbHOI Hanpyru.
OcobnuBy Hebe3neky CTaHOBMATb TpaHCHaUioHamnbHi nipamign, siki 3aBAsKM UMPOBMM iHCTpPyMEHTaM Ta
@HOHIMHOCTI KpUMNTOBanioT BUXOAATb 3a MeXi HauioHanbHWX HOPUCOMKLIN, WO YCKNaAHIOE KOOPAMHALiK MiX
perynstopamun. BusBneHHs Takux cxem noTpebye He nue npaBoOBUX MEXaHi3miB, a W 3acTOCyBaHHS
BMCOKOTEXHOMOMYHUX iIHCTPYMEHTIB aHanidy BenukMx MacuBiB AaHUX, 30KpeMa TEeXHOMOrIN LWTYYHOro iHTeneKkTy
Ta GrokyYerH-TpacyBaHHsl, siKi 4O3BONSAOTL iAeHTUMiIKyBaTU NPUXOBaHi 3B'sI3kM Ta HETUMOBI (PiHAHCOBI NMOTOKM Ha
paHHix eTanax. 3HayHy ponb BIiAirpalTb CycninbHa AOBipa Ta MCMXOMOriYHi akTopu, WO BU3HaAYalTb
e eKTUBHICTb (OYHKLIOHYBaHHS LUaxpancbkux cxeM. MacoBiCTb TakuMx SiBULW, € NPSIMUM HAacnigkoM HU3bKOT
hiHAHCOBOI FPaMOTHOCTI Y LUMPOKUX BEPCTBAX HaCeNeHHs, BiACYTHOCTI KPUTUYHOINO MUCIIEHHS Ta Bipy Y LUBUAKE
36arayeHHs 6e3 peanbHux niactas. EdekTvBHa npotuais nepeabayae noegHaHHA LMAPOBUX TEXHOIOTIN, TaKunX
SIK WTYYHUIA iHTenekT, Big Data Ta OGnokyenH-aHaniTvka, i3 3aKOHOAABYMM PErYNIOBAHHAM | MigBULLEHHSAM
thiHaHcoBOI 06i3HaHOCTi. OcobnuBMI akueHT 3pobneHo Ha BaxnMBOCTI MiXHapoAdHOI cninpaui y cdepi 06MiHy
AaHVMK Ta KOOpAUHALT perynsaTopis, WO MiaBuLLYE edEKTUBHICTb 60poTLOM 3 Laxpancbkumn cxemamu. Takox
HarornoLeHo Ha noTpebi B4OCKOHANEHHS! OCBITHIX Mporpam, po3BUTKY hiHAHCOBOI rPaMOTHOCTI Ta MOCWUMEHHI poni
Megia B iHpOpMyBaHHi rpoMagsiH. TakuiAi KOMNIEKCHUA Nigxia A03BONSE He NMuLle 3MEHLIMTM MacliTab icHytoumx
iHaHCOBMX Nipamia, a 1 ePekTUBHO 3anobiraTi NosiBi HOBUX, afanToOBaHWX 4O LMEPOBOI eNOXU.

KnioyoBi cnosa: iHBeCTyBaHHSA, iHBECTULIINHUIA aHani3, ciHaHCcoBI nipamigwn, piHaHCcOBa rpaMoOTHICTb,
npoekTHe diHaHCYyBaHHSA, undposa TpaHcdhopmallis.

JEL Classification: D81, E42, F21, G28, O31.

MoctaHoBka npoGnemu. Y cyyacHux ymoBax rnobanisauii Ta umdposoi TpaHcdopmauil
(hiHAHCOBOrO CEKTOPY 3POCTa€ KiNbKiCTb LUAXpamCbkUX CXeM, ceped SKux piHaHCcoBi nipamigu
nocigalTb 0cobnuBo HebeaneuHe Micue. IxHa npusabnusicTb 6a3yeTbCsl HA MparHeHHi LWBMAKOMO
3baraveHHs, OOBIpi 4O Xapu3MaTWYHMX OpraHizaTopiB, arpeCMBHOMY MAapKETWHIY Ta HU3bKOMY PiBHI
(PiHAHCOBOI NPaMOTHOCTI HACEereHHsl, WO Yy MOEAHAHHI 3 HeAOCTaTHIM PEerynsaTtopHUM KOHTPOriem
CTBOPIOE CMPUATNMBI YMOBM ANA IX MAcOBOro nownpeHHs. Ha BigMiHy Big neranbHUX iHBECTULIAHUX
MEXaHi3miB, (iHAHCOBiI Mipamigu He MalTb peanbHUX akTMBIB i (PYHKUIOHYIOTb 3a paxyHOK
nepepos3noainy KOWTIB MiXX y4yacHMKaMu, Lo pobuTb iX MpUPEYEHUMM Ha Kpax Yy pasi CKOPOYEHHSsI
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npunnuey HoBMX BHeckiB. OcobnuBoi akTyanbHOCTi npobnema HabyBae B UMdpPOBY €noxy, Komm
Laxpai BUKOPUCTOBYIOTb KPUMTOBANIOTW Ta OHMaH-NnaTdopMu AN MackyBaHHSA CBOET AisNbHOCTI,
LLIO YCKINa[HIOE CBOEYACHE iX BUABMEHHS i eDEKTUBHUIN KOHTPOSb 3 BOKY perynaTopis.

AHani3 octaHHiX gocnimkeHb. [MTaHHS (OYHKUIOHYBaHHS Ta NpoTuAil piHaHCOBUM nipamigam
aKTMBHO [JOCMIOXYETbCA SK B YKpaiHCbKMX, TaK i B MiKHApOOHMX HayKoBMX npausx. Y poboTax
Khamyha (2020) Ta Boyle & Peng (2025) posrnsHyTo eBontouito cxeM [MoHUi Ta MexaHi3amu IXHbOro
BMMMBY Ha piHaHcoBy cTabinbHicTb. Benson et al. (2024) ta Chainalysis Team (2025) akueHTyoTb
yBary Ha BWKOPUCTAHHI KPUNTOBAnIOT Yy LIAXpanCbKMX CXeMax i HeobXigHOCTi MiXHapoAHOI
KoopavHauii ans ix suasnenHs. MaTtaynniHa (2023), byrepa (2023) i MNMasnosa (2023) Bka3yloTb Ha
HeraTMBHUI couianbHO-eKOHOMIYHWIA BMNUB NipaMid — 3HWKEHHSA A0BipY 00 (DiHAHCOBUX IHCTUTYTIB,
BTPATW HacerneHHs Ta 3pOCTaHHs coujanbHoi Hanpyrn. Y 4onoBHeHHNA Ao uboro Paige Tester (2025) i
Mesh et al. (2025) 3a3HavalTb eEKTUBHICTb CyvacHMx uudposux TexHonorin — Al, Big Data Ta
OrokyerH-aHaniTMkKn — y 3anobiraHHi LwaxpancTBy, a Omke HeobOXiOHICTb 3acTOCyBaHHA LMX
iHCTPYMEHTIB ANd npoTuaii piHaHcoBMM nipamigam.

MeTa Ta 3aBAaHHA. MeTow CTaTTi € PO3KPUTTA CYTHOCTI, MexaHi3MiB (OYyHKLiIOHYBaHHA Ta
cydacHux ¢opm iHaHCOBMX Mipamif, a TakoX BW3HAYEHHSI COLianbHO-EKOHOMIYHMX HacnigkiB ix
MOLUMPEHHS Ta LWNAXiB edpeKkTMBHOro 3anobiraHHa AissnbHOCTI hiHaHCOBUX nipamiad. 3aBOaHHSAMU €:
OKPECMNEHHS KMYOBUX YMHHUKIB, LWIO CAPUSOTb BUMHUKHEHHIO Ta HE3MIHHOI KUTTE3AaTHOCTI
nipamiganbHUX CXeM; BU3HaYeHHS O3HaK LLUaxpancbKoi OisfbHOCTI iIHBECTULINHNX IHCTUTYLIN; aHani3
MaTeMaTUYHUX MOLENEN, LLO MOSCHIOKTb IXHIO NPUPEYEHICTb Ha Kpax; BUBYEHHSA NpuUKNagiB BigoOMmMx
cnpas, 3okpema Bernard Madoff Investment Securities (FBI, 2008), King’'s Capital Ta B2B Jewelry
(HKUM®P, 2020); a Takox BU3HAYeHHS ePEKTUBHUX IHCTPYMEHTIB NPOTUAIT (biHAHCOBMM MaxiHauigm
B yMOBax Lndposisauii.

MeToponoria pocnimkeHHs. Y npoueci [OChigXEeHHA MW 3acTOCOBYBanu  MeETOAM
TEOPETUYHOro y3aranbHEeHHs, aHanidy Ta CuHTe3dy, AKi Aanv 3Mory ysaranbHWTW HasiBHi HayKOBI
nigxoam Ao iHTepnpeTauii heHoMeHy iHaHCOBUX nipamig i BUSBUTU BHYTPILLHI 3aKOHOMIPHOCTI iX
po3BUTKY. TakoX BWKOPWUCTaNM MeTOA MOPIBHANBHOIO aHanisy anga igeHtudikaudii cninbHuUx Ta
BiOMIHHMX O3HaK Yy CTPYKTYpi Ta MeXaHi3amax (PYHKUIOHYBaHHA PIi3HUX TUMIB LUAXPanCbKUX CXEM.
Bukopuctanu aHanitMdHe mopentoBaHHA Ang dopmanisauii npoueciB BiATBOPEHHS diHAHCOBUX
NOTOKIB Y Mexax nipamiganbHUX CUCTEM i BU3HAYEHHSI YMHHUKIB TX HECTIMKOCTi, a TakoX MeToam
cuctematusauii W ysaranbHeHHs, WO [A03BONUNM cgopMyBaTh UINICHY KOHUENTyanbHYy OCHOBY
OOCNIOKEHHs,, CNpsiMOBaHy Ha BWOKPEMIEHHS edeKTUBHMX HanpsaMiB npoTtuaii  iHaHCOBUM
acdepam. EwmnipnyHy 6a3y craHoBunu OiUiiHi - 3BITM pErynATopHMX OpraHiB, CTaTUCTWUYHI
CMOCTEPEXEHHS, @ TaKOX aHaniTU4Hi OrnNsanM MiKHapOAHWX (PIHAHCOBWX IHCTUTYLIN | pesynbTaTu
CyYaCHMX HayKoBux nyGnikauin.

OcHoBHi pe3ynbTatn pgocnigkeHHA. CydyacHuii iHaHCOBUIA NPOCTIP XapaKTepu3yeTbCs He
nuwie iHHOBaUINHUMKM TEHOEHUISIMW, @ 1 3pOCTaHHAM KiflbKOCTi pU3MKiB, NOB’A3aHMX i3 NOLIMPEHHAM
Wwaxpancbkux cxeM. B ymoBax rnobanisauii Ta akTMBHOrO pO3BUTKY (DiHAHCOBMX PUWHKIB, KOMU
3’ABMAIOTLCS HOBI iIHBECTULMHI IHCTPYMEHTU Ta LMAPOBI MOXIMBOCTI, 3pOCTa€E KiNnbKicTb OCib, ki
nparHyTb LWBWAOKOro Ta nerkoro 36araveHHs. Came uda noacbka CXMIMbHICTb OO PU3UKOBaAHMX, ane
npvBabnueBuxX MPOMO3WLii CTBOPKOE CMPUATNMBI  YMOBU AN BUWHUKHEHHS Ta  LUMPOKOTO
PO3MOBCIOMXKEHHSA (iHaHCOBMX nipamigd. OpgHum i3 Hambinbw Hebe3neyHnx IHAaHCOBMX SIBUILL
3anULIAITBCS CaMe CXeMW, SIKi MPOTAroOM OCTaHHbOrO CTOJITTA HEOAHOPA30BO 3MiHIOBANM CBOH
dopmy, ane 36epiranu kno4YoBy 03HaKy: 3abe3neyveHHs NpubYTKY 3aCHOBHUKAaM 3a paxyHOK BHECKIB
HOBMX YYaCHWKIB, @ He 3aBASIKWN pearibHii eKOHOMIYHIN AisNbHOCTI.

Mepwi nposiBu noaibHMx cxem 3adpikcoBaHo Lie Ha noyatky XX CToniTTH, ogHaK CnpaBXHbLOro
nowmpeHHs BoHW Habynu y 1920-x pokax y CLUA, konv Yapnb3 MoHuUi CTBOPUB KNacuYHUI Npuknag,
Tak 3BaHoOi «cxemu [loHui» (Cunderlik, 2021) . WMoro pisinbHIcTb NpoAeMOHCTpYyBana, Hackinbku
npmBabnuBumMmn MoxyTb Oyt 0BiusHKM Bucokux npubyTkie 6e3 BMOMMOI 3arposn pusuky, a cama
adbepa ysinLna B iCTOPilO iHAHCIB K CMMBOI LLAXpancTea.

HeawmiHHa B 4Yaci nonynspHiCTb (hiHAHCOBMX Mipamif MOSCHIETLCA HU3KOK YMHHUKIB:

Mo-nepue, ue obiLuAHKN WBUOKMX i HAA3BMYAMHO BMCOKUX OOXOAIB, O 3HAYHO NEPEBULLYIOTH
pearnbHi pUHKOBI NOkasHMKKU. [ns GinbIOCTi HAcCeNeHHs, sike He BoroAie 4OCTaTHIMM iIHBECTULIAHUMM
3HaHHAMU, nepcnektua oTpumaTtn 30-500% npubyTKY 3a KOPOTKMI MPOMIKOK 4yacy 6e3 KogHux
BMacHUX 3yCunb BUIMsSiAa€e BKpa NpMBabnvBoto.
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Mo-gpyre, BaXXnMBUM enieMeHTOM BUCTYMae Bipa B XapM3MaTU4YHOrO OpraHidatopa Cxemu, skun
Hepigko nosuuioHye cebe sik diHaHcoBOro ekcrneprta abo ycniwHoro 6isHecmeHa (Khamyha, 2020).
Taka poBipa CTBOPKE Yy BKMagHWKIB BiguyTTs cTabinbHOCTI, Xo4a Hacnpaedi BoHa 6asyeTbca Ha
intoait.

Mo-TpeTe, HegoCTaTHIM piBEHb AepXaBHOro KOHTPOMO Ta BIACYTHICTb ePEKTUBHUX MeXaHi3MiB
peryrnoBaHHs y pidHi icTopynyHi nepiogu cnpuanu 6e3nepeLkogHOMY NOLIMPEHHIO NoAibHUX cxeM. Y
GaraTbOX BMMNagKax PerynaTopHi opraHM MOYvMHanNM pearyBaTu nuwe nicns Toro, Ak nipamiga
oxonroBarna gecaTkn abo HaBiTb COTHI TUCAY y4acHukiB (Boyle & Peng, 2025).

OTmxke, MM 3’'AcyBanu, WO Pi3HOMAHITHICTL Ta PO3MNOBCIOAXEHHICTb hiHaHCOBUX Mipamig
3yMOBIiEHa He nulie EeKOHOMIYHMMKM obCTaBuMHaMu, a N MNCUXONOrYHMMM acnekTamn MOoBeniHKU
nofen, Ak nparHyTb LWBWAOKOTO MaTepianbHOro 3pocTtaHHa 6e3 3HauvHux 3ycunb. B ymoBax
€KOHOMIYHOI HecTabinbHOCTI Ta iH(OPMAaLNHOrO TUCKY, TPOMaAsiHW YacTO CXWIbHI JOBIPSATH
npveabnueum nponosuuiam i obiusiHkam BUCOKUX NPUOYTKIB, HE aHarmi3yr4un iXHI pearbHICTb.
BigsHaummo, Wwo caMe noegHaHHs GaxaHHs WwBuakoro 3baravyeHHs, 4OBipM A0 nigepiB Ta cnabkoro
perynsaTopHOro KOHTPOIIO, CTBOPHOE CNPUATIIMBE CEPEeaOBULLE ANS NOLUMPEHHS TaKUX CXEM.

HAckpasumu npuknagamm diHaHcoBmx nipamig XX-XXI ctoniTe € Kinbka sigomux cnpas. Y CLUA
— ue Bernard Madoff Investment Securities, wo gisna npotarom gecatnnite i 3a3Hana kpaxy y 2008
poui. 36uTtkn iHBecTopiB nepesuwmnu 20 MNpAa gonapis, a uew BUMNALOK NPOAEMOHCTPYBaB, LU0
HaBiTb po3BMHEHa biHaHCOBa cucTema 3 GaraTopiBHEBUM KOHTpornem moxe 6yTu 6escunoto nepen
mMacwTabHum waxpactBoM. B YkpaiHi ogHuM i3 HavrydHiwmx npuknagis € King’s Capital (2008—
2009), wo A#ise nig NPUKpUTTAM penirinHoi opraHisauii, a Takox B2B Jewelry (2018-2020), sikun
aKTMBHO BMKOPUCTOBYBaB MapKeTWHI Ta peknamy [Ans 3anyyveHHs BKMNagHukiB, obiusioun
HepeanicTuyHi  BigcoTkn. OOMABI CxemMn NPOAEMOHCTPYBanM HWU3bKUA piBEHb  DiHAHCOBOI
rPaMOTHOCTI HaceneHHs Ta BUCOKY BPa3nuMBICTb A0 arpeCUBHNX MaHINyNaTUBHUX CTpaTerin.

B ymoBax uudpoBoi TpaHcdopmadii iHaHCOBOro cektopy nipamiganbHi cxemu HabysaloTb
HOBMX (POPM MPOEKTHOrO (PiHAHCYBaHHSA, 30KpEMa MacKytTbCs Mg iHBECTULIMHI MoAeni, 3acCHOBaHi
Ha cnekynauiax KpunToBaniTaMyM Ta akuissMM KOMMNaHiin. Y CnpoweHoMy BuUrnsiai uen HOBUN
MeXaHi3aM (PyHKUIOHye 3a «CTapyMM TpaguuinHUM» MPUHLUMOM CaMONISKMBIEHHA: KOMMNaHis Kynye
KPUNTOAKTUBM, 3pOCTaHHS iXHbOI LiHM NiABULLYE PUHKOBY KamniTanisauito, nicns 4oro 3anyyatrTbCs
HOBI KpeauTu, BUMYCKalTbCA OOOATKOBI aKLii, a LMK NOBTOPIOETLCA. Taka MoAerb TPUMAETbCH Ha
NOCTIHOMY 3pOCTaHHi LjiHM 6a30BOro akTuBy Ta A0BIipi iHBECTOpPIB. Y pasi 3HWKEHHS BapTOCTi aKTUBY
3HELHIOETbCA 3acTaBa, BWHMKAOTb BUMMOTM KPeaWUTopiB, LO MNPOBOKYE CTPIMKE PYMHYBaHHS
(hiHaHCOBOT KOHCTpPYKUii. [xepenom npubyTky € He peanbHa €KOHOMiYHA AiSnbHICTb, a KypcoBi
Pi3HMLi Ta axioTaxHi odvikyBaHHA. OgunH CyTTEBMI 0bBBan MoOXe MUTTEBO 3YMWHUTM BCIO CUCTEMY, a
perynaTopHe BTPyYaHHSA MOXe KBanigikyBaTu ii SK nipamiganbsHy.

Y HaBepeHin Hwxde Tabnuui 1 MM y3aranbHOeEMO Hanbinbw BigoMi BuMNagku diHaHCOBMX
nipamig y cBiTi Ta B YkpaiHi. [Jocniguslun BiAOMOCTI MPO peanbHi CXeMu, MOXIMBO BU3HAYUTU
KMoYoBi BIAMIHHOCTI Yy MexaHiamax LaxpancTsa, macwtabax 36MTKiB Ta Hacnigkax Ans eKOHOMIKW.
TakMM YMHOM MOXHa NPOCTEXMTWN €BOSIIOLII0 LbOro ABMLLA: Bif Knacu4Hoi «cxemu lMoHui» noyaTtky
XX cToniTTa A0 Cy4YacHMX LMdpoBrX OopM, LLIO MACKyrTbCA nig neranbHui GisHec XXI ctonitTs

Mwn BcTaHOBMNK, LLO HACMIAKM MOLUIMPEHHS (DiHAHCOBMX Nipamig MawTb rMMboKMI couianbHO-
€KOHOMIYHWUIA XapaKTep i BMMBalOTb He Nue Ha OKPEeMUX YYaCHWKIB, @ W Ha EKOHOMIKy 3aranom.
OCHOBHI NpOsiIBM LIbOrO BMMBY MOXHA MPOCTEXNUTM 3a KiNlbKOMa KITFO4YOBUMW HanpsiMamu.

Mo-nepue, ue 3Ha4vHi hiHAHCOBI BTpPATW HACENeHHs: 3a CTaTUCTUYHMMKU daHumn, noHag 90%
YYaCHUKIB Takmx Cxem 3a3HaloTb 30UTKiB, ToAdi $K piBEHb MOBEPHEHHSI KOLUTIB CTAHOBUTb Yy
cepegHbomy nuwe 10-15% Big BknageHux cym (HKUIMOP, 2020).

Mo-gpyre, diHaHcoBI nipamign cyTTeBO nigpwBatoTb OO0BipY A0 (PiHAHCOBUX IHCTUTYTIB i
AepXaBHMUX MexaHi3MiB perynoBaHHS, WO 3HWXKYE iHBECTULUINHY aKTUBHICTb Yy peanbHOMY CEeKTOpi
€KOHOMIKM Ta HeraTMBHO BMJIMBAE HA MAKPOEKOHOMIiYHy cTabinbHicTb (FataynniHa, 2023; byrepa,
2023).

Mo-TpeTe, MOWMPeHHS NoAiIbHMX CxeM CrpUsie 3pOCTaHHIO couianbHOI Hanpyrn, opMyBaHHIO
HeZoBIpM A0 MOXIMBOCTEN YEeCHOro 3apobiTKy Ta MigXXMBMIOE MCUXONONi0 «NErknx rpoLieny, Wwo y
ManbyTHbOMY NiABWLLYE Bpa3nuUBICTb CycninbCcTBa A0 HOBMX diHaHcoBMX adep. Taki npouecwu
MOCTYNOBO PYMHYIOTb CoLUjianbHy CTabinbHICTb, MOCUMNIOYM EKOHOMIYHY HEPIBHICTL Ta hOpMYyoUM B
CyCninbCTBi aTMOcdepy HeAOBIpK, siKa YCKNaAHIOE PO3BUTOK 300pPOBOro hiHaHCOBOro cepeaoBULLa.
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OTxe Ue sABULLE NOEAHYE EKOHOMIYHi, coLjanbHi Ta MCMXOMOriYHi YMHHUKK, 30Kpema BTpaTy
noBipy 0o hiHaHCOBUX IHCTUTYTIB i AepxaBu, POPMYBaHHA BigyyTTs HEBNEBHEHOCTI Ta 3HEBIpU Yy
MOXIMBICTb YECHOro 30inbLUeHHs BriacHoro fobpobyTy. HagiTe micns BMKpUTTA nogibHux cxem ix
HacnigkM TpuBanuii 4ac BigoOpaXkaloTbCs Ha MOBEAiIHL HaCeNeHHs, 3HWXKYK4YM iHBECTULINHY
aKTUBHICTb i piBeHb 4O6POOYTY.

Tabnuus 1 —leHe3sic cpiHaHCOBUX nipamig,
Table 1 — Genesis of financial pyramids

Hasea nipamign Pik - ) . .
Ta KpaiHa CTBOpEHHS Mogenb waxpanctea Cyma 36utkis Hacnigkn ons ekoHoMikun
. . Bnunabko 20 mnH
. Cxema [lNoHui Ha OcHOBI .
Charles Ponzi . o gon. (3a BTpaTta gosipu 0o HoBuMX
1920-Ti CreKynsuin 3 NoLTOBUMM . .
Scheme, CLLUA ouiHkamMu Toro iHaHCOBKX CxeM
MapkKamu
yacy)
Bernard Madoff 1960-Ti IHBeCTULiiHa KOMNaHis 3 H.a|/|6|.nbwa cyqacra
. . Monap 20 mnpa | nipamiga, rmobanbHa
Investment (kpax y obiusiHkaMm cTabinbHKX on BTDATA HOBION [0
Securities, CLLA 2008) npubyTkiB Aon. para fosipit A
perynsTopis
CouianbHuin pe3oHaHc,
King's Capital, 2008 PenirinHa opranrisauia nig | CoTHi MinbloHiB | NaaiHHA AOBipU A0
YkpaiHa BUrMSA0M iHBECTYBaHHSA rpH penirinHux CTPYKTyp Ta
PiHaHCOBUX IHCTUTYTIB
Mpopax roBenipHMX MoHag 250 mnH | Macosi ciHaHCOBI BTpaTH
B2B Jewelry, 2018 BMpOGIB Ta cepTudikaTiB 3 | gon. (3a HacCeneHHs, 3HWKEHHS
YkpaiHa HepeanicTUYHUMK ouiHkammn [0BipWU J0 toBESipHOro Ta
BigcoTkamu HKLIMN®P) hiHaHCOBOrO PUHKY
MceBpokpunToBanioTa
Ges Griokueriy, "mobanbHa adepa, niapus
OneC0|_n, 2014-2017 nobynosara sa Bin 4 po 15 0OBIpU 0 KPUNTOBAMHOT i
Bonrapis NPUHLMMOM MNpA [on. . he
. iHaHCOBMX TEXHOIOTIN
HaraTtopiBHeBOro
MapKeTUHry
«KpunTtokopones KpunTonipamiga 3 MoHag 5 mnpa HavmacwTabHiwe
a» YxumiHb BiAMVBaHHAM KOLUTIB dyHTIB BUIYYEHHS KPUNTOBAOTH
- 2014-2017 i - .
LsHb, Kutawn / yepes GiTkoiHM Ta cTepniHriB (=6,3 | y CBiTi, NOCUNEHHS
Benvka BputaHis HEpYyXoMiCTb MnpA Aon.) peryrnoBaHHsA KpUNTOPUHKY
BipTyanbHa iHBecTUUiNHa Macosi BTpaTtu iHBECTOpIB,
HyperVerse, nnardgopma, Lo 3pOCTaHHs1 HeOBIpY 40
: . Bnunabko 1,9 M
MiKHapoaHui 2021 BuaaBana cebe 3a Mn on METaBCECBITHIX i
NPOEKT MeTaBCECBIT, ane PA Aon. KPUNTOIHBECTULINHMX
BUsiIBANAcs cxemoto IMoHui NPOEKTIB

[xepeno: cknadeHo asmopamu Ha 6a3i daHux | Source: compiled by the authors based on the database ( Boyle
& Peng, 2025; Gawade, 2025; FBI, 2008; YkpaitHcbka Acouiauis IHeecmuyitiHoeo bisHecy, 2010; HKUIM®P,
2020; Muuko, 2025; Milmo, 2025)

PucyHok 1. BinoGpaxae ysaranbHeHi 03Haku iHaHCOBUX nipamid, SKi MM BU3HAYMNu B NPOLECI
OOCHiAXEeHHS ANd YiTKOro pO3MeXyBaHHS X i3 ieranbHUMK iHBECTULIAHUMU IHCTUTYTaMMU.

Y pesynbTaTi NPOBEAEHOro aHanidy BCTaHOBMEHO, WO (DiHAHCOBI Mipamign MaktTb CYKYMHICTb
XapakTepHux opmManbHUX Ta YHKLIOHaNbHUX O3HaK, SiKi AO03BONSAKTb YiTKO BigPI3HATM X Big
NEeriTMMHMX iIHBECTULIMHMX NPOEKTIB e Ha CTaAil No4YaTKOBOro 03HANOMIIEHHS 3 HUMM.

KntoyoBumu opmanbHMMM O3HaKkamu € BiACYTHICTb akpeauTauii iHBecTopa, Konu A0 yyacTi
3anyvalTb HaBiTb Marnosabe3anedeHux ocid6 6e3 nepeBipkM iXHbOI (hiHAHCOBOI CMPOMOXHOCTI Ta
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BiACYTHICTb MignucaHux [OOKYMEHTIB MK CTOpOHamu, WO no3baBnsie BKNaAHUKIB Oyab-skux
IOPUANYHUX rapaHTiin. Taki dakTopu cBig4aTb NPO NOBHY HENPO30PICTb QiSANIbHOCTI NOAIGHMX CXEM,
dopmytoun cepefoBULLEe ANA 3NOBXMBAHb i MNiABULLYIOYM PU3NKM (DiHAHCOBUX BTPAT, LWO Y MiACYMKY
CTaHOBWTb 3arpo3y cTabinbHOCTI hiHAHCOBOT CUCTEMU Ta AOBIPi FPOMaAsiH A0 IHCTUTYLIN PUHKY.

[ QO3znakn chiHaHcoBMX nipamig ]

BigcyTHICTL BIANOBIAHWX A03BONIE Ta

MUKW B TOK I HT HOT . -
Be BIICOTOK rapaHTOBAHO nilywaii

LOXOOHOCTI

ArpecvBHWil MapKeTHHr (Ackpaea,

)

)

nepenekTMBHa peknama) ]
P P J

)

J

1

)

BiacyTHicTe dizndyHoro odpicy ]

BincyTHicTe peecTpauii B kpaiHi
3anyqeHHs iHBeCTUUIR

BiacyTHa akpeguTauis iHBecTopa ]

BigcyTHicTb nignucaHux A0KYMEHTIB Mix
iHBECTOpPOM Ta Bpokepom

Mipoapini Yv Henepegipeni Giorpadii
KEPIBHUKIB Y11 3ACHOBHMKIB

L.

{ - . . ]__{ BigcyTHicTe Byab-AKWX AOKYMEHTIB ]
HacTiiHi nponoauyii 3anyuaTu apysie

Puc. 1. ®opmanbHi o3Haku ciHaHcoBUX nipamif
Fig.1. Signs of financial pyramids
[xepeno: cknadeHo asmopamu Ha 6a3i 0aHux | Source: compiled by the authors based on the database (Yurii,

2020; Maenoea, 2023; Papathanasiou et al., 2025; Central Bank of the Republic of Armenia, 2017; Inquesta
Forensic, 2025)

OCHOBHVMMM (PYHKLIOHANbHNUMK O3HaKamu nipamig €:

Mo-nepwe BIiACYTHICTb peanbHUX akTuMBiB abo ToBapiB, amke KOWTWM IHBECTOpiB He
CNPsSIMOBYIOTHCS Y BUPOOHMLTBO, CTBOPEHHA MPOAYKLIi Y HagaHHS nocnyr. 3anyyeHi pecypcu nviwe
nepepo3noAiNATLCA MK YH4aCHUKAMM CXEMU, LLO CTBOPHOE iNtO3il0 aKTMBHOI (DiIHAHCOBOI AiSNbHOCTI.
BiacyTHiCTb NPO30pOoi 3BITHOCTI Ta HE3aNEXHOro ayauTy NiACUIMIOE BPAXEHHS NPO NeranbHIiCTb Takux
onepauin, xo4a HacnpasAi BOHW HE MaloTb peanbHOro eKOHOMIYHOro NiarpyHTS.

Mo-gpyre 06iUsiHKM rapaHTOBaHWX HaaNpUOYTKIB, AKi CYTTEBO NepeBULLYIOTb CepPeAHbOPUHKOBI
NoKasHWKW. Y4acHMKaM 4acTo MNpPOMOHYylTb CcTabinbHuin goxia y po3mipi 30-50% 3a KopoTKuiA
NMPOMIXKOK 4acy, WO cynepeynTb 6as3oBMM MpuHUMNaM iHaHCiB, 3rigHO 3 SKUMKU 3pPOCTaHHS
NpuOYTKOBOCTI HEMMHY4Ye CYMpOBOAXYETbLCHA MiaBuWeHHAM pusukiB (Boyle & Peng, 2025). Taki
06iusAHKN, K NpaBuno, NIGKPINIOTECA arpeCMBHUMU MapKeTUHIOBMMMW KaMnaHisimMu, SiKi anentoTb
00 eMOLi, CTBOPIOKOTb BiAYyTTsl TEPMIHOBOCTi Ta €KCKITHO3UBHOCTI iHBECTULLIMHOT MOXITUBOCTI.

Y cyyacHmx ymoBax nogibHi cxemu 4acTo iHTerpoBaHi y umgpose diHaHCOBE cepeaoBuLLe, L0
3HaYHO YCKMafHIE iX BUABMEHHA Ta KoOHTponb. OcobnuBy ponb Bidirpae BUKOPUCTaHHS
KpunToBanioT, ki 3abe3nevyloTb BUCOKUIA PiBEHb AHOHIMHOCTI Ta YCKMNa[HIOKTb MNPOCTEXYBaHHS
rpowoBmx noTokiB. O6csArM TpaH3aKuii, Lo NpoXoaATb Yepe3 HeneranbHi Kpuntoramadui, mMawTb
CTiiKy TEHAEHUi0 OO 3pOCTaHHs, WO NigTBepAXye MaclTabHicTb npobnemu Ta akTyanbHicTb ii
BMPILLEHHS.

PucyHok 2. inmtocTpye AuHamiky TiHBOBMX MOTOKIB y UucpoBomy cepepoBuLli. Moxnuso
3a3HaunTK, WO NIKOBI 3Ha4YeHHA npunagatloTb Ha 2022 pik, Wwo 36iraeTbCa 3 aKTUBHUM PO3BUTKOM
OHNamH-WaxpancTea Ta iHaHCOBMX Nipamig y Mepexi. 3pocTaHHs 06CAriB HeneranbHUX TpaH3aKLiin
npsiMo BNNMBaE Ha MacLuTaby diHaHCOBUX PU3NKIB ANs iHBECTOPIB Ta EKOHOMIKM B LiiNoMy.
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Puc. 2 3aranbHa BapTiCTb KpMNTOBaNOTU, OTPMMaHa 3 He3akKOHHMX agpec 2020-2024
Fig. 2. Total value of cryptocurrency obtained from illegal addresses 2020-2024

[xepeno: nobydosaHo asmopamu Ha ocHosi | Source: constructed by the authors based on (Chainalysis Team,
2025)

Mig yac TeopeTMyHMX AOChiMKEeHb MW BCTAHOBUNK, WO B OCHOBI AisiNbHOCTI OyaAb-sKoi
(hiHaHCOBOT Mipamign NeXWTb NPUHLMN ONNaTh CTapux y4acHWKIB 3a paxyHOK HOBUX BKNAAHUKIB - TakK
3BaHa cxema lNoHui, Ha3BaHa Ha YecTb Yapnb3a MNoHui, akuin y 1920 poui peanisyBas OfHy 3 nepLumx
noaibHux adep. MPOLLOBI NOTOKM B MEXax Takoi CTPYKTYPU MOXHA ONUCaTN TaKUM PIBHAHHSM:

W =W+l —0.—C; 1)

ne Wi - 3anuLIoK KOWTiB Ha no4vaTok nepioady, lk — HagxoOXeHHs1 Big HOBWX iHBecTopiB, Ot —
BMMMaTW nonepeaHiMm yyacHukam, a Ct — crnoxuBaHHs abo BWITyYEHHSI KOLUTIB 3aCHOBHWMKOM. Lis
dopmyna AeMoHcTpye 6as30BUI NPUHUMM  (DYHKLIOHYBaHHA nipamigu: rpoLioBi HaAXOMXKEHHS
MOCTIHO MaloTb NepesuLLyBaTV 06CArK BUNMAT, iHaKWe cxema PYyNHYETLCS.

PosBuTok noaibHnx cxem 4acto BiAOyBaeTbCs 3a reoMeTpUYHOK MpOrpecieto, Ae npunnue
HOBWX iHBECTULiN Ta 06CcAr BUNnaT BU3HA4YalTLCS CMiBBiAHOLIEHHSAM:

Ie=1_1(1+9),0e=1_1(1+7) (2,3)

4e g — TeMn 3poCTaHHS HOBUX iHBECTULUIW, a r — obiusHa goxigHicTe. Akwo g<r, TobTo TeMn
NPUPOCTY BHECKIB HWXK4NUIA 3a Temn BUNnaT, To 6anaHc cUCTEMU CTae Bif'€EMHUM, | CXeMa HEMUHY4Ye
konancye. 3rigHo 3 aHaniTmyHum nigxogom (Boyle & Peng, 2025), 6anaHc cxemu 3a t nepiogis
MOXHa nogaTu y BUrnsagi:

w.=Ka+g (g-r)  r—t-1
' r—g 2b @)

OTpyMaHe piBHSAHHSI MOKa3ye, Lo TpMBAaniCTb iCHYBaHHS CXEMW MPSMO 3aneXuTb Bi Pi3HMUi
MiXX TEMMOM 3pOCTaHHS iHBECTMLIN g Ta piBHEM 06iLsHOT NPUOYTKOBOCTI I YM MEHLUWIA Liei pO3pUB,
TUM JOBLUE cXeMa MOXe DYHKLIOHYBaTK, ane BpeLUTi BOHa BCE OOHO 3a3HaE Kpaxy.

AKTyanbHICTb HaBedeHWX BuLLE pPiBHSAHb 30epiraetbca 1 y 2025 poui, OCKINbKA MexaHi3m
yHKUiOHYBaHHA (hiHAHCOBMX Nipamig He 3asHaB CyTTEBUX 3MiH. BoHwW, gk i paHiwe, byayoTbcs Ha
ancbanaHci Mk MpUMIMBOM HOBMX KOLWITIB i 3000B’A3aHHAMM nepen nonepefHiMu y4yacHUKaMu.
3MiHIETBCA nuwe dopma MOoAaHHA TakMX CXeM - 3amiCTb odnaviH-npeseHTauin Ta IiKTUBHUX
KOMMaHin Aefani  vacTille BUMKOPUCTOBYIOTbCA UMAPOBI  NNatopmu, OHNawmH-ramaHui Ta
KpUNTOBanNoTU.

LLlo6 HaoyHO npogemoHcTpyBaTty gito hopmyn (1)-(4), npopaxyemo nigcymku peanisauii acdepu
HyperVerse (guB. Tabn 1). BeaxatoTb, L0 NOYaTKOBUIA OOCAr KOLUTIB, 3any4eHuin Ha pPi3HOMaHITHUX
kpuntonnaTtcopmax, craHoBuB K = 1000 mMnH. gon., Temn 3poCTaHHs HOBMX iHBecTuuin g = 0,30
(30%), obiuaHa poxigHictb r = 0,90 (90%), a KiNbKiCTb pO3paxyHKOBMX Nepioais — t = 4. Y Takomy pasi
BXe B NepLUOMY NepioAi HAAXOMKEHHS Bif, HOBMX iHBECTOPIB CTAHOBUTUMYTb:!

I, =K(1+g)=1000maH X (1+0,30)= 1,3 MmupA. Lo (5)

TOAI SIK BMNnaTu y4aCHUKaM:
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0,=K(1+r)=1000mnn.x(1+0,90)=1,9 mapa.no. (6)

Ak 6a4mmo, BUNMaTh NEPEBULLYIOTb HAAXOMKEHHS, O CBigYMTb Npo hopMyBaHHA AediunTy
KOLLTIB yXe Ha noyaTKoBOMY eTani. Taka cutyauis AeMOHCTPYE BHYTPILLIHIO HECTINKICTb diHaHCOBOT
nipamign, OcKinbku il XUTTe3aaTHICTb 6e3nocepenHbO 3anexuTb Big MOCTIMHOMO MPUMIUBY HOBUX
iHBecTopiB. Byab-aKke ynoBinbHEHHS LibOro nNpoLecy HeMuHyYe Npu3BoaMTL A0 KOnancy CMcTemu, Lo
NigTBEPAXKYE 3aKOHOMIPHICTb KOPOTKOYACHOrO iCHYBaHHA MOAIGHMX CXeM y pearnbHOMY hiHaHCOBOMY
cepenoBuLL.

FAKLLO NPOCTEXNTN AMHAMIKY 3anuLKy Yepes 4 nepioAis, TO OTPUMAEMO:

_ 1000MmaH.X 0,30 X (1,30)% % (0,30 — 0,90) N 090—4—-1 __ —659,1 M. o

Ws 0,90 — 0,30 2% 1 @

Bino’emHe 3HayeHHst 6anaHCcy 03Ha4Yae HEMUHYYUIA Kpax CUCTEMW BXe B MATOMY nepiogi. Takui
pesynbTaT NiTBEPAXYE aHamniTUYHE MOMOXEHHHA: SAKLWO TeMMn NPUPOCTY BHECKIB g € HWKYMM 3a
06iusiHy OXiAHICTb r, TO cxema He 34aTHa dyHKuUioHyBaTu cTabinbHo. Came Taka cuTyauia cknanacb
y HyperVerse BHacnigok pi3kux MOTPSACIHb Ha CBIiTOBMX (IHAHCOBUX pUHKaAxX Ta BUCOKOI
BOMaTUIbHOCTI KPUNTOBAMHOT.

Monpn 3miHy dopmu peanisauii - Big odnanH-npe3eHTauii A0 UMDPOBUX MNaATOOPM i
KPUNTOBAanIOTHUX [HCTPYMEHTIB - MaTeMaTuyHa CyTHiCTb iHaHCOBMX nipamia 3anuwaeTbes
HeaMmiHHOl. CyyacHi aHaniTM4Hi  Mogeni [03BONATb He Nule onuMcaTh  MEXaHi3m  ix
YHKUIOHYBaHHS, @ W MNPOrHO3yBaTM MOMEHT BTpaTW NiKBIOHOCTI, WO Hagae perynstopaMm 3mory
BUSBMATM Taki CXEMW Ha paHHix eTanax.

MaTtemaTuyHi mogeni - nuwe ogHa cknagoBa edeKTUBHOI NpoTuAil. He MeHw BaxnmBumn €
LMPOBI TEXHONOTII: WTY4YHUI iHTenekT, Big Data Ta 6nok4yenH-aHanituka, Ski 4O3BONAIOTL BUSBMASATH
nigo3pini onepadii Ta BiACTEXyBaTN B3aEMO3B'A3KM MiX LUaxpanCbKMMn agpecamu 4o TOro, K cxema
Habyne macoBoro xapaktepy. Lli TexHonorii ychiluHO BMKOPUCTOBYKOTLCS Y (DiHAHCOBOMY CEKTOPI
€sponu Ta CLLUA, ae npoaemoHCTpyBanu BUCOKY eDEKTUBHICTb Y 3anobiraHHi LwaxpancTsy.

B Tabnuui 2 3ibpaHi OCHOBHI Cy4YacHi iHCTPYMEHTM - WTy4HWIA iHTenekT, Big Data Ta Blockchain-
aHaniTuKy, siki 3aCTOCOBYHOTLCHA B Pi3HUX HOPUCAMKUIAX ANna 3anobiraHHa giHaHCOBMM 3noynHaMm. Ix
noegHaHHA 3 IHCTUTYLINHUMW 3axo4amMu 3HaAYHO MiABULLYE edeKTUBHICTbL NPOTUAIT K diHaHCOBUM
nipamigam, Tak i iHWKMM BMAaMm LUaxpancTea.

Tabnuus 2 — BUKOpUCTaHHA TeXHONOri ANA BUSIBNIEHHSA LWaxpancTea
Table 2 — Using technology to detect fraud

TexHororis Mpuknaau BUKOPUCTaHHS EdekTuBHiCcTb

Knacudikauisi TpaH3akuin, BUSIBNEHHs1 aHoOManin,

Al (MalWwWunHHe HaBYaHHSA . : , \ 9
(ma € Has4a rpadoBi Moaeni NOB’A3aHMX raMaHLiB, OHNanH-

Bucoka ansi BUsBneHHs

Ta rmnboke HaBYaHHS) HOBMX CXEM
CKOPUHT
Big Data Arperauis TpaH3akLUiii, MepexeBuin aHanis, Bucoka-cepeaHs, 3anexuTb
9 KnacTepusadisi, 06MiH JaHUMK MixX yCTaHOBaMu Big NOBHOTU AaHUX
TpacyBaHHs NOTOKIB, iAeHTUIKaLia MiKcepiB i Bucoka ans kpunro-

Blockchain-aHanituka 9 . 4 . .
LaxpancbKkunx agpec, MOHITOPUHT GipXXOBKX MOTOKIB | LWaxpancTB

[kepeno: cknadeHo asmopamu Ha basi OaHux | Source: compiled by the authors based on the database (Mesh
et al., 2025; Ali et al., 2022; Sharma et al., 2025; Odigie, 2024; Paige, 2025; Rodriguez, 2025; Krishnan, 2023;
Rodriguez, 2025)

lMpoBegeHun Hamu aHania NPOAEMOHCTPYBaB, WO opraHizaTtopy ¢iHaHCOBMX MipamMig akTUBHO
KOPUCTYHOTLCA MporanvHamMmm y giHaHCOBI CUCTEMi Ta 3aKOHOAABCTBI. [InA MacKyBaHHS AiSAnbHOCTI
3aCTOCOBYIOTECA (DIKTMBHI OHMaWMH-Kacu, AKi PeECTPyrOTb «NPoAaxi» HEiCHYIYMX TOBapiB YM MOCNYT,
KpMNTOBanioTM — ANA NPUXOBYBaHHA PyXy KOLWITIB, @ TakoX MCEBAOIHBECTULINHI nrnaTdopmu, Lo
iMiITYylOTb neranbHi diHaHCOBI cepBicu. 3aBOAKM BUKOPWUCTaHHIO LUMMPOBUX TEXHOMOrIN waxpai
MOXYTb LUBMAKO OXOMMBAaTW 3HAYHi TFPynu HaceneHHs, 30upaTn BenuyesHi KowTu Ans
iHaHCyBaHHS CBOIX NPOEKTIB, LLO YCKNaAHIOE onepaTuBHE pearyBaHHS perynsaropis.
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Mig 4Yac BMBYEHHS NPOGNEMAaTUKM Cy4acHOro iHBECTYBaHHSI MW MOMITUMM, LU0 BaXUBUM
hakTopoMm, SIKUI BM3HAYAE PIBEHb MOLUMPEHHS MOAIGHUX CXEM, € CTyNiHb (DiHAHCOBOI rPaMOTHOCTI
abo Heobi3HaHICTb HaceneHHs, Wo diKcyloTb W y CBIiTOBIM npakTtuui (Zhang et al., 2022). bpak
6a30BMX EKOHOMIYHMX 3HaHb, HeAOoBipa A0 GaHKIBCbKMX YCTAHOB i NparHeHHs LWBUAKOro 3baravyeHHs
NigBULLYIOTb PU3MK yYacTi y Laxpancbknx npoekTax. BogHoyac niaBuweHHs giHaHCOBOI 00i3HAHOCTI
rpoMagsH € iHcTpymeHToM peanisauii 4 LICP OOH (OocTyn A0 siKiCHOI OCBiTM) Ta € edeKTUBHUM
3acoboM NpodiNakTNKn - BOHO POPMYE KPUTUYHE MUCMIEHHS, NIABULLYE PiBEHb AOBIPU A0 OMILiNHNX
IHCTUTYTIB | 3HNXKYE CNPUAHATIMBICTD A0 PUNKOBAHWNX IHBECTULINHWUX NPOMNO3ULLN.

Cnocrtepiratoumn 3a pesynbtatamu nposegeHoro B bpasunii gocnigpxeHHs (Tabak et al., 2025),
MU 6a4mmo, WO piHaHCOBa rPamMOTHICTb € BU3HAYaNbHWUM YMHHUMKOM Yy 3anobiraHHi MOLUMPEHHIO
hiHaHCOBMX nipamig i Lwaxpancbkux iHBECTULINHMX NPakTUK. Bucokuii piBeHb iHAHCOBUX 3HaHb
6e3nocepeHbO MOB'A3aHWI 3i 3HWXKEHHAM (DIHAHCOBOI BPAa3NMBOCTI HaceneHHs, opmyBaHHAM
paLioHanbHOI EKOHOMIYHOI MOBEAIHKM Ta MiABULLEHHAM 30aTHOCTI KPUTUYHO OLHIOBATK iHBECTULLINHI
pusukm (Cassola et al., 2025). OTpumaHi eMnipnyHi gaHi NiaTBEpPOXKYOTh, WO edeKkTuBHe iHaHCOBE
nnaHyBaHHA Ta YCBiAOMIEHe YnpaBMniHHA pecypcamy iCTOTHO 3MEHLUYIOTb PU3MK  3arydeHHs
rpomMagsiH 0O CYMHIBHMX cxeM. Y KoHTekcTi Bbpasunii, ge cnoctepiraioTbCsi 3HauYHi couianbHO-
€KOHOMIiYHI aucnponopuii, iHaHcoBa ocBiTa HabyBae 0cobGNMBOI Barn Sk iIHCTPYMEHT MiABULLEHHS
€KOHOMIYHOI CTIMKOCTi Ta 3MiUHEHHs AOBipM [0 neriTuMHUX cpiHaHCOBUX iHCTUTYTIB. BogHouac
JocnigXeHHs nokasano, Lo piBeHb (PiHaHCOBOI rPaMOTHOCTI CyTTEBO BapilOETbCS 3aNeXHO Bia cTaTi,
[oxony Ta piBHA OCBITWU: XiHKM Ta 0cobu 3 HWXYMMKM Joxodamu Busisunucsa Binbl diHaHcoBO
Bpasnueumu. Byno BusiBneHo, wo ocobu 3 po3BUMHEHVMMU HaBM4YKaMu (PiHAHCOBOro MnaHyBaHHS
MalTb MEHLUMI PU3MK NOTPAaNMSHHA Y LWaxXpancbKi cXemn, ToAi SK BiACYTHICTb (PIHAHCOBUX 3HaHb i
CXWUMbBHICTb A0 iMNYMbCUBHOT NOBEAIHKN NiABULLYIOTL WMOBIPHICTb Y4acTi Y CYMHIBHUX iHBECTULiSX.
TakoX npoCTexXyeTbCA TEHAEHLid, 3a SKOi BMKOPUCTaHHA UMMPOBUX iHaHCOBUX nnaTdopm
nigBuLLYyEe aBTOHOMHICTb KOPUCTYBaYiB, NPOTe He4OCTaTHIN piBeHb LMPOoBOi rpaMOTHOCTI 3anuwiae
npocTip Ana HoBux copm waxpancrtea (bpuckoscbka, 2020). PesdynbTatn nigTBEpmKYHOTh, LIO
noegHaHHA PiHAHCOBOI OCBITW, MMAHYBaHHS Ta KPUTUYHOTO MWUCIIEHHS € KITHOYEM A0 3HWKEHHS
iHaHCOBMX PU3UKIB i (DOPMYBaHHS CTiMKOI €KOHOMIYHOI NoBefiHKN cepen HaceneHHs. B YkpaiHi
piBeHb hiHaHCOBOI 06i3HAHOCTI 3HAaYHO BULLIMIA, ane TakoX BUKIMKAE 3aHEMOKOEHHS1 0cobnMBO cepep,
MOIoAi PO3NOBCIOAXKYETLCA TPEHA «LIBWAKOrO 36aradeHHs», SKkUA € CycninbHO HebGesneyHuMm Ta
pobuTk iX BpasnueMmu Jo KpumiHansHoro Bnnuvey. (Benjamin et al., 2025; Natali et al., 2025)

3akoHogaBui Ta iHCTMTYLINHI 3aX0au BigirpalTb BaXNUBY POMfb y CUCTEMI NMPOTUAIT dhiHaHCOBUM
nipamigam. B YkpaiHi HauioHanbHa komicia 3 uiHHMX nanepiB Ta ¢oHgosoro puHky (HKLIMN®P, 2020)
BNpoBaguna Kommnekc pedopM, CrnpsAMOBaAHUMX Ha MOCUMEHHS KOHTPOM 3a LisnbHICTIO
iHBECTULINHMX KOMNaHi, YAOCKOHANeHHs npouedyp niueH3yBaHHA Ta NiABULLEHHS MPO30pPOCTi
pvHKy. KpiMm Toro, 3Ha4Huin BHecok y 60poTb0y 3 nofibHmMu adepamu 3pobunu 3MI Ta npodecivini
acoujauii, ki nybniyHo po3kpvBanv BUNagku LiaxpancTea, 3okpemMa AianbHicTb «King's Capital» Ta
«B2B Jewelry» (YkpaiHcbka Acouiauis IhBectuuinHoro bisHecy, 2010; HKLUMN®P, 2020).

YkpaiHa BXe BNpoBagXye OKpeMi enemMeHTU nNpoTuaii HanpasneHi Ha NiaBULLEHHSA NPO30pPOCTi
(hiHaHCOBOrO PUHKY Ta iHpopmyBaHHS iHBecTopiB. OgHak ANng nocuneHHs edektmBHocTi 6opoTbbun 3
(hiHaHCOBMMM nipamigamMy OOUINbHO aKTUBHILLE iHTErpyBaTu MixxHapogHunm gocsif. Lle ctocyetbes
PO3LUMPEHHA  BUMKOPWUCTAHHA  @HamniTUYHWX  Ta  TEXHOMOTMYHMX  pilleHb,  BMNPOBAKEHHS
LeHTpanisoBaHnx 6a3 gaHux Laxpancbknx NPOEKTIB, rapMOHIi3aLii 3aKOHOAaBCTBa 3 MiXKHAPOAHUMU
CcTaHgapTaMu Ta CUCTEMHOro MiABULLEHHS hiHAHCOBOI rpaMoTHOCTI HaceneHHst (Lal et al., 2025;
Pelawi et al., 2025 )

Y 1abnuui 3 My y3aranbHWNU KrO4YOBi PeErynaTopHi nigxoawu, WO NpoAeMOHCTPYBanu CBOKO
e(eKTMBHICTb Y NPOBIOHMX AepxaBax CBiTy Ta MOXyTb OyTW aganToBaHi 40 YKPAIHCbKOTO KOHTEKCTY
3 ypaxyBaHHSAM cneumndiku HauioHanbHOro PUHKY.

Monpn 3HayHy KinbKICTb Cy4YacHUX IHAHCOBMX LUAXPaWCTB, y CBIiTi BXE CTBOPEHO [i€Bi
iHCTPYMEHTM X BUSBNEHHSA Ta KOHTPOIIO B PEXUMi peanbHoro yacy. OgHuM i3 HaedeKTUBHIWKX €
cuctema International Securities & Commodities Alerts Network (I-SCAN), pospobneHa
MixHapogHot opraHisadieto komiciv 3 LiHHMX nanepis (I0OSCO, 2025). BoHa 3abe3nevye MOHITOPUHT
nigo3pinux onepadini Ha rmobanbHUX iHAHCOBMX pUHKax, 06’'eAHYE NONepe;XXeHHs perynsaTopis Npo
He,06POCOBICHI KOMMNaHiIT Ta IHBECTULIAHI CXEMW, @ TaKOX CNpUsie onepaTMBHOMY OOMiHY AaHUMK MiX
HauioHanbHUMK opraHamu. 3asaskn Uubomy |-SCAN nigsuLLye edeKkTUBHICTb MiXXHapogHOI cniBnpawi
y cdpepi 3anobiraHHa iHaHCOBUM NpPaBOMOPYLUEHHAM. AKTMBHA y4acTb YKpaiHW y MiKHapOAHUX
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opraHisauisix, L0 ycyBalOTb CBIiTOBi 3arpo3u B (hiHAHCOBOMY cekTopi, Oyae BOano peanizoBaHo B
pamkax gocarHeHHs 17 uini ctanoro po3sutky OOH MNMapTHepcTBO 3apagn CTIMKOro po3BuTKy.

Tabnuysi 3 — MeTtoamn 60poTbbm 3 chiHaHCOBMMMU NipamMigamm B pi3HUX KpaiHax

Table 3 — Methods of combating pyramid schemes in different countries

. - PiBeHb
.. OCHOBHI . TexHOnoriyHi . . .
KpaiHa . 3akoHoaaBui 3axoam . EdektuBHicTb | biHaHCOBOI
IHCTUTYLI IHCTPYMEHTH .
rpamoTHOCTI
YKopctke AML-
perynoBaHHs, Al-Moaeni MOHITOPUHTY,
CLUA FATF, SEC, _0608 A3KoBa pee:CTpaLuﬂ Big D_atg-aHaanMKa, Bucoka BUCOKMIt
FBI iHBECTMPOEKTIB, ny6niyHi peectpu
KpUMiHanbHa nigo3pinux KomnaHiv
BiANOBiAanNbHICTb
FCA, Hau,. Mpo3opicTb iHBECTULN, Cuctemu aHanisy
Benuka cnyx6a 3 nonepeaxyBarnbHi TpaH3akKLil, BUSBMEHHS B .
) N - o ncoka Bucokui
BputaHia | 6opoTbbu 3 CMUCKW, MOCUNEHNN cxeM, iHcpopmaLinHi
LaxpawncTsomM perynaTopHuin Harnag nnarcgopmu
MonepenxeHHs o
HKLUIM®P, HBY, | iHBecTopiB, kpnMiHanNbHa OHnaMH'nnaT(pOpMM
. : ; ’ ckapr, MOHITOPUHT .
YkpaiHa MBC / BiANOBiAANbHICTb, . Lo CepegaHst CepegHin
; - ) . TpaH3aKLii, NyGnivHi
Kibepnoniuis oBMexeHHS [isanbHOCTI )
. . 6a3u acdepucTis
nipamigansHUX CTPYKTYp
lapmokisauis AML/KYC, Blockchain-aHanituka,
FATF, €LB, perynoBaHHs , )
o6’egHaHni 6a3u gaHux, .
€eC Hau. KPUNTOPUHKY, : o 1 Bucoka Bucokui
o MiXaepxaBHUN 06MiH
perynsTopu TPaHCKOPAOHHUI . .
. > iHdbopmauieto
hiHAHCOBWIN KOHTPOb

Lhkepeno: cknadeHo asmopamu | Source: compiled by the authors

BucHoBkn. ®iHaHCOBI nipamign NPOAEMOHCTPYBanu CBOK XUTTE3OATHICTb, BOHM aKTUBHO

afanTylTbCa OO Cy4aCHUX HOBaUi iHAHCOBOrO CBIiTY, BOHU MIMIKpYIOTb Nif neransHun GisHec, ane
IX 3MOYMHHA CYTHICTb He 3MiHeTbCa. ®PiHaAHCOBI nipamian 3anuwalTbCa  OAHIE 3
HanHebe3neYHilwmx d¢opm diHaHCOBOro LWaxpancTea, fka FPYHTYETbCA Ha MexaHiami BunnaTu
[I0XOAiB NonepeaHiM yyacHUKam 3a pPaxyHOK HOBMX BHECKIB. IX LUMPOKOMY MOLUMPEHHIO CMPUSIOThL
HU3bKUIA piBEHb (DiHAHCOBOI rPaMOTHOCTI HacemneHHsl, HeobrpyHToBaHa Bipa B npodyecioHaniam Ta
(hiHaHCOBY YCMILLHICTb OpraHi3aTopis, arpecuUBHUIA MapKeTUHT, a TaKOX HEJAOCKOHanNICTb AepXaBHOro
Harnsay. Y umdpoBy enoxy Taki cxemu defani yacTille MackyloTbCs Mig neranbHi iHBECTULINHI
NPOEKTW, aKTUBHO BMKOPWUCTOBYHUYM KPUMTOBAmNOTM Ta OHMaWH-NNatgopMu, LLO YCKNALHIOE iXHE
BUSIBNEHHS N KOHTPOmb. 3pOCTaHHA 00CAriB HeneranbHUX TPaH3aKUin y kpuntocdepi cBiaguMTb Npo
mMacwTabHicTe npobnemMun, a MaTeMaTnyHi Modeni NiATBEPKYIOTb NPMPEYEHICTb NipaMia Ha Kpax 3a
BiJCYTHOCTi CTanoro NpunnnBy HOBMX KOLUTIB.

Hacnigkn AiSnbHOCTI TakMx CXeM MalTb CUCTEMHUI XapakTep: e 3HadvHi diHaHCOBi BTpaTtu
ANSA BKNAAHWUKIB, 3HWKEHHS PiBHA AOBIpM 0 neranbHUX (PiHaHCOBUX IHCTUTYLIN, @ TaKoX 3pOCTaHHS
couianbHOi Hanpyrn Ta nocnabneHHs eKoHOMIYHOT cTabinbHoCTi. Y MikHapogHih npakTuui
edeKkTMBHa nNpoTuais diHaHCOBUM nipamigam 6a3yeTbcsd Ha MNOEAHAHHI MPaBOBUX MEXaHi3MiB,
TEXHOSOrMYHMX pilleHb Ta MPOCBITHULUBKUX nporpam. HanpesynbTaTUBHILLMMW BUSIBUNINUCS XOPCTKI
perynaTopHi 3axoam, TPAHCKOPAOHHA CniBnpavs, 3aCTOCyBaHHA TEXHOMOTIN LTYYHOro iHTenekTy, Big
Data Ta 6nok4yeriH-aHaniTMKK, a TakoX CUCTEMHa (hiHaHCOBa OCBiTa HAaCemneHHs.

Haibinbw nepcnektuBHUM Ania YKpaiHM € came KOMMIEKCHUI NiaxXid, Wo noeaHye 3akoHoaaBui,
IHCTUTYLiIMHI Ta TEXHOMOriYHi IHCTPYMEHTM 3 iHopmaLiiHOl Ta OCBITHLO poBOTO cepefn
HaceneHHs. Taka cTpaTeria 3gaTHa CYTTEBO 3HU3UTU PU3MKM MOLUMPEHHs hiHaHCOBMX Mipamig,
MiHiMi3yBaTK TXHi HeraTMBHUIM BMMMB Ha €KOHOMIKY Ta BiAHOBWUTW OOBIpY rpomMagsaH A0 neranbHUX
(PiHaHCOBMX IHCTUTYTIB.
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FINANCIAL PYRAMIDS AS A THREAT TO ECONOMIC STABILITY: DIGITAL TOOLS FOR
DETECTION AND PREVENTION

The article reveals the essence and evolution of financial pyramids as one of the most dangerous forms of
fraud, which retains the exact mechanism: paying profits to earlier participants at the expense of new
contributions. The key factors contributing to their spread are identified: the desire for quick enrichment, trust in
charismatic organisers, aggressive marketing, low financial literacy, and gaps in state control. In the context of the
digital transformation of the financial sector, pyramid schemes are disguised as investment projects using
cryptocurrencies and online platforms, making them difficult to detect and control. Mathematical models
demonstrate their inherent instability in conditions of a shortage of new funds, and the socio-economic
consequences manifest as significant financial losses for the population, a decline in trust in financial institutions,
and an increase in social tension. Transnational pyramid schemes pose a particular danger, as digital tools and
the anonymity of cryptocurrencies allow them to operate beyond national jurisdictions, complicating coordination
between regulators. Detecting such schemes requires not only legal mechanisms, but also the use of high-tech
tools for analysing large data sets, in particular artificial intelligence and blockchain tracing technologies, which
allow hidden connections and atypical financial flows to be identified at an early stage. Public trust and
psychological factors play a significant role in determining the effectiveness of fraudulent schemes. The
prevalence of such phenomena is a direct consequence of low financial literacy, a lack of critical thinking, and a
belief in getting rich quickly without any factual basis. Effective countermeasures involve a combination of digital
technologies, such as artificial intelligence, Big Data and blockchain analytics, with legislative regulation and
increased financial awareness. Particular emphasis is placed on the importance of international cooperation in
data exchange and regulatory coordination, which enhances the effectiveness of the fight against fraudulent
schemes. It also highlights the need to improve educational programmes, develop financial literacy, and
strengthen the media's role in informing citizens. This comprehensive approach not only reduces the scale of
existing financial pyramids but also effectively prevents the emergence of new ones adapted to the digital age.
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